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Abstract—Guaranteeing high-quality test solutions for Spin-
Transfer Torque Magnetic RAM (STT-MRAM) is a must to
speed up its high-volume production. A high test quality requires
maximizing the fault coverage. Detecting permanent faults is
relatively simple compared to intermittent faults; the latter are
faults (caused by non-environmental conditions) that appear and
disappear as a function of time, and are therefore hard to detect.
Testing for such faults in STT-MRAMs is even worse considering
the Magnetic Tunneling Junction inherent property ‘intrinsic
switching stochasticity’, which results in inevitable random write
errors. This paper presents a novel Design-for-Testability (DFT)
scheme for detecting intermittent faults in STT-MRAMs; it is
based on monitoring the write current. The strength of the write
current is inversely correlated to the write error rate; when
the write current is smaller than the specification, the device is
considered faulty. A reduction in the write current can be caused
by any defect in the write path of the memory (e.g., interconnects
and contacts). Simulation results based on industrial design show
that applying DFT yields a superior coverage of intermittent
faults compared to functional test methods, such as march tests.

Index Terms—STT-MRAM, MTJ, test development, design for
test, defect, fault, stochasticity.

I. INTRODUCTION

The Spin-Transfer Torque Magnetic RAM (STT-MRAM)
is on the way to commercialization, thanks to its different
competitive advantages [1]. Since the initial product in 2006,
world-leading foundries have entered the market, and STT-
MRAMs are applied in a wide range of fields, like embedded
systems, computing-in-memory systems, and are considered
potential replacements for SRAMs [2–4]. However, further
development of STT-MRAM mass production still faces
critical challenges, such as its vulnerability to defects [5,6].
Therefore, high-quality and low-cost tests are required.

Work done on testing STT-MRAMs can be classified into
two types: 1) testing based on the conventional memory
test approach, and 2) testing based on a dedicated approach
considering the unique properties of Magnetic Tunneling
Junctions (MTJs). The conventional approach just extends the
traditional method used for DRAMs and SRAMs [7,8] to
STT-MRAMs [9–14]. In this approach, defects are modeled
as linear resistors for test development. The approach fails
to deliver high-quality test solutions as it does not properly
consider the specific working mechanism of MTJs, which
e.g., can cause unique defects that cannot be modeled as
linear resistance [15,16]. Hence, a dedicated STT-MRAM test
approach was developed [17]. In this approach, referred to

as Device-Aware Test (DAT) [18], specific compact models
for defective MTJs are generated; the models incorporate the
impact of physical (manufacturing) defects on the electrical
behavior. DAT has been shown to be very powerful in
detecting unique defects in STT-MRAMs [17,19]. However,
both approaches target mainly defects causing permanent
faults; i.e., faults for which the behavior does not change
with time. If the faults are not permanent (e.g., intermittent),
additional effort is needed to guarantee their detection;
these faults may be caused by small/ weak defects such
as small resistance opens [20]. The situation becomes even
worse when considering the MTJ property ‘intrinsic switching
stochasticity’ [21], which leads to random write errors even
in defect-free MTJs [21]. Regularly, Error Corrections Codes
(ECC, typically an integral part of the memory) ensure the
recovery of write errors as long as the Write Error Rate
(WER) is within the defined specification [22]. However,
the presence of weak defects combined with the ‘intrinsic
switching stochasticity” may cause the WER to violate the
specification; hence causing intermittent faults. This calls for
dedicated test solutions.

This paper presents a Design-for-Test (DFT) methodology
dedicated to the detection of intermittent faults due to
conventional defects (e.g., small interconnect and contact
defects); it is based on the monitoring of write currents. The
DFT provides a higher fault coverage for intermittent faults
compared to functional test methods (e.g., march tests). In
summary, the major contributions of the paper are:

• Introduce the ‘intrinsic switching stochasticity’ of MTJs.
• Calibrate the MTJ model with WER measurement data.
• Invesitage the limitations of applying function tests (e.g.,

march tests) on detecting intermittent faults, and estimate
the associated escape rate..

• Present, design, and evaluate the DFT to detect intermit-
tent faults, and assess its merits and cost.

The rest of this paper is organized as follows. Section II
introduces the basics of STT-MRAM. Section III introduces
the MTJ property ‘intrinsic switching stochasticity’, and its
impact. Section IV demonstrates based on a case study
and simulation the limitations of function tests to detect
intermittent faults, and estimate the probability of escapes.
Section V presents, designs, and evaluates the proposed DFT
to detect intermittent faults. Section VI concludes this paper.
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Fig. 1: (a) MTJ stack and 1T-1M cell, (b) STT-MRAM array.

II. BACKGROUND

Fig. 1(a) presents the schematic of the MTJ investigated in
this work. The MTJ consists of a thin Tunnel Barrier (TB)
sandwiched between a Free Layer (FL) and a Pinned Layer
(PL). The FL is a ferromagnetic layer, whose magnetization
can be switched by write operations. The TB is made of MgO.
The PL is composed of a Reference Layer (RL), a metal spacer,
and a Hard Layer (HL). The MTJ has two stable resistance
states depending on the magnetization direction of FL and RL.
If the magnetization of the two layers is in parallel, the MTJ
resistance is low (i.e., P or 0 state); if in anti-parallel, the MTJ
resistance is high (i.e., AP or 1 state). Applying a current can
switch the MTJ state between ‘P’ and ‘AP’.

Fig. 1(a) also illustrates the structure of a 1 Transistor - 1
MTJ (1T-1M) cell with three terminals connecting to Bit Line
(BL), Source Line (SL), and Word Line (WL). In write/read
operations, the voltage of WL selects the cell, and the voltage
between BL and SL performs the operation. For example, the
1w0 operation is performed by connecting the BL to VDD and
the SL to the ground, generating a write current switching
the MTJ state from AP to P. The tunneling electrons provide
STT that switches the FL magnetization from parallel to anti-
parallel to that of the RL. On the contrary, a 0w1 operation
refers to offering an opposite current Iw1 by connecting the BL
to the ground and the SL to VDD. The MTJ state is switched
from P to AP by the reversed STT. For write operations, a
write current Iw larger than the critical current Ic is necessary
to achieve a high write success rate, and the switching time tw
is inversely proportional to Iw − Ic [21]. In read operations, a
small read current Ird is offered to detect the MTJ resistance.

Fig. 1(b) presents a 3×3 STT-MRAM array with associated
peripheral circuits. Cells in the same row share the same WL,
and cells in the same column share the same BL and SL.
Peripheral circuits consist of e.g., the address decoder, Write
Drivers (WD), and Sense Amplifiers (SA). The current flow
of write and read operations are presented in Fig. 1(b).

III. INTRINSIC STOCHASTICITY IN MTJ SWITCHING

In this section, we first discuss the physical mechanism of
the MTJ property - ‘intrinsic switching stochasticity’. Then we
present the impact of such this property on the MTJ electrical

Fig. 2: Mechanism of MTJ switching process.

performance. Finally, the MTJ model will be calibrated (based
on data measurements) to appropriately incorporate the impact
of intrinsic switching stochasticity; the model will be used in
the next section for circuit simulations.

A. Intrinsic stochasticity mechanism

Fig. 2 presents a simplified physical model of the MTJ
switching [21]. The switching process is viewed as the FL
magnetization (mFL) rotation. Initially, the angle θ between
mFL and easy-axis is around 0◦. In write operations, mFL

rotates under the spin transfer torque effect, and θ increases.
θ will be aligned to the easy-axis with θ≈180◦ in successful
switching; the MTJ switching time refers to the time that θ
alters from ≈0◦ to ≈180◦. On the other hand, θ will be aligned
back to easy-axis with θ≈0◦ in case switching fails.

The stochasticity in the switching is attributed to the thermal
fluctuation, which affects both the initial MTJ state and the
switching process [21]. In the temperature of absolute zero, θ0
keeps exactly 0◦, and the MTJ can never be switched by STT
[23]. In room temperature, the initial θ (i.e., θ0) follows the
Maxwell–Boltzmann distribution [23], and the stochasticity
of the distribution introduces the varying of MTJ switching
time. Besides, the MTJ switching depends both on θ at the
write pulse ending and the thermal fluctuation. For example,
if write pulses end with θ=90◦, the switching probability
Psw=50%; if θ≈180◦ at the write pulse ending, Psw≈100%,
yet with remaining a small probability of switching failure.
This switching stochasticity is an inherent property that cannot
be avoided; even in an ideal situation (e.g. temperature
keeps constant at 22◦C), the stochasticity still exists. This
stochasticity causes cycle-to-cycle random write errors [21].

Note that the MTJ intrinsic stochasticity is completely
different from the well-known ‘process variability’. The
‘process variability’ originates from the variations that occur
during the fabrication process; it introduces the device-to-
device variation [24]. The ‘intrinsic switching stochasticity’
is the intrinsic property of MTJs; it introduces the cycle-
to-cycle variation. This paper only focuses on the ‘intrinsic
switching stochasticity’, to clearly show how it introduces
write errors, which are further involved in intermittent faults.
In fact, both two issues require to be considered during the
test development; This will be our future work.
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Fig. 3: WER measurement and model calibration for 1w0, (a) varying Vp with tp = 4ns; (b) varying tp with Vp = 1.1V

B. Impact of ‘intrinsic stochasticity’ on device performance

The ‘intrinsic switching stochasticity’ can impact the MTJ
electrical performance; it leads to unavoidable random write
errors. Figures 3(a) and 3(b) present WER for 1w0 (i.e.,
apply write 0 to a cell initialized to 1) by varying the pulse
height Vp (i.e., the voltage between to FL and HL of MTJs)
and pulse width tp; these are measurements obtained from
MTJs manufactured at IMEC, with the structure in Fig. 1(a)
and a Critical Diameter CD=60nm. As the figure shows,
the WER can never be reduced to 0 regardless of the value
Vp or tp. Hence, additional efforts are needed to make the
STT-MRAM design fault tolerance; e.g., ECC is necessary for
high-quality MRAM systems [22]. However, the capability of
the fault tolerance scheme is always limited. Therefore, it is a
common practice to define a WER design spec (WER spec);
i.e., the tolerated WER according to the design specification.
If the WER of the MTJ in one cell is lower than the
WER spec, then the used fault tolerance scheme can ‘tolerate’
the possible write errors; hence STT-MRAM cell is seen as
fault-free. For industrial designs, it is very common to have
WER spec=10−6 (i.e., 1 write error per million writing
operations) [25], which is also applied in this work.

C. Model calibration with WER measurement data

The MTJ switching mode be classified into three regimes
according to the switching time (ts): the precessional regime
for ts<10 ns, the dynamic regime for 10 ns<ts<100 ns, and
the thermal activation regime for ts>100 ns [21]. For accurate
simulation, the models of the three switching regimes of the
MTJ should integrate the impact of the intrinsic stochasticity.
We use the MTJ compact model presented in [26], and
augment it with this impact. For example, the relationship
of WER and the write pulses in the precessional regime is
presented as follows [21]:

WER =1− exp

(
−

∆π2j

4i (exp (2 (tp/t0) j)− 1)

)
,

where i = IMTJ/Ic, and j = i− 1

(1)

Here, t0 is the characteristic relaxation time, IMTJ is the
current through MTJs, Ic is the critical current, and ∆ is
the thermal stability [21]. We applied a distribution following
Eq. 1 to the average switching time in the precessional regime
in the used compact model. A similar process is conducted to
the dynamic regime and thermal activation regime following
the equations in [21]. The three models of the three switching
regimes were calibrated using the same WER measurement
data in Fig. 3. The figure shows both the measured data as well
as the simulated results; it clearly shows that the calibrated
models result in perfect fitting of the measured results.

IV. LIMITATION OF FUNCTION MEMORY TESTS

In this section, we will show the limitations of applying
function test methods (e.g., march tests) to detect intermittent
faults in STT-MRAMs, and analytically estimate the escape
rate. First, we briefly present the simulation setup used in this
work. Then, through an example (defect injection and circuit
simulation for a selected defect - case study), we illustrate
how march tests fail to guarantee the detection of intermittent
faults. Finally, we estimate the escape rate.

A. Simulation set-up

The circuit simulations are performed with the 3×3 STT-
MRAM array, as shown in Fig. 1(b). The augmented MTJ
model of [26] is used and calibrated as explained in the
previous section. Cadence Spectre is adopted for circuit-level
simulations, and Predictive Technology Model (PTM) 40-nm
transistor library is applied [27]. In our design spec, the used
supply voltage is VDD=1.8V, and the write pulse width tp is
4 ns. The circuit is simulated and verified for the correctness
of the regular write/read operations being xwy and xrx where
’w’ denotes the write operation, ’r’ denotes the read operation,
and x, y ∈ {0, 1}.

B. Illustrated example

We use a contact defect as an example to illustrate that it can
cause intermittent faults and that a functional memory test will
fail to guarantee the detection of this defect. We will follow the
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Fig. 4: (a) Defect injection; (b) Example of fault modeling.

traditional memory test approach which consists of three steps:
defect modeling, fault modeling, and test generation [28].

1) Defect modeling: We model a contact defect as a linear
resistor, and we inject it between BL and the MTJ, as presented
in Fig. 4(q). The contact defect may physically originate from
an unexpectedly high contact resistivity or the connection
breaking [29]. The defect strength is modeled as the resistance
value Rd, where 0<Rd≤+∞.

2) Fault modeling: In this step, we vary Rd, apply se-
quences Si∈{0w0, 0w1, 1w0, 1w1, 0r0, 1r1} on the defective
STT-MRAM cell while using the simulation setup (Fig. 1), and
observe the way the defect manifests itself at the functional
behavior. Regular fault modeling only performs the write
operation once, and checks if the MTJ is switched successfully.
This method misses intermittent faults due to the unavoidable
random write errors. In order to capture the intermittent faults
(if any) and the impact of WER, we perform each of the four
write sequences 10 million times, while varying Rd and VDD.
We inspect (using Spice simulation) the memory state after
each operation to identify if the performed (write) operations
fail or pass. As an example of obtained results, Fig. 4(b) shows
WER when performing 1w0 operation with a constant tp=4ns
and varying VDD for three defect sizes:

• Defect-free case where Rd = 0. The obtained results are
shown in the green line. In this case, WER < WER spec
(i.e., 10−6) considering our design spec with the supply
voltage VDD =1.8V.

• Borderline for fault-free case, where Rd=0.9 kΩ and
at which the obtained WER = WER spec consid-
ering our design spec (e.g., VDD=1.8V). These re-
sults are shown in the orange line. As Fig. 4(b)
shows, when 0Ω≤Rd≤0.9 kΩ (region 1 in the figure),
WER<WER spec; and therefore the device is assumed
to be fault free.

• Borderline for intermittent case, where Rd=5.8 kΩ,
and at which the WER reaches 1 (i.e., permanent
fault) considering our design spec. The obtained results
are shown in the red line. As Fig. 4(b) shows,
when 0.9 kΩ≤Rd≤5.8 kΩ) (region 2 in the figure),
WER spec<WER<100%; hence, the defect causes
intermittent faults.

It is worth noting that for all Rd>5.8 kΩ (region 3 in the
figure), WER=100%; hence, permanent faults are sensitized

Fig. 5: Fault map.

(considering our design spec such as VDD=1.8V). This is
region 3 in the figure.

Fig. 5 shows the complete fault map for the considered
defect in Fig. 4(a); only applied sequences (‘S’) which
sensitized faults, together with defect strength range are
shown. In addition, the map also gives which type of faults
are sensitized. The ‘red’ boxes indicate ranges for permanent
faults, the ‘orange’ boxes indicate ranges for intermittent
faults, and the ‘green’ boxes indicate ranges of fault-free case
(i.e., WER<WER spec).

Fig. 5 reveals that when 0.9 kΩ<Rd<4.5 kΩ, only in-
termittent faults are sensitized. When 4.5 kΩ<Rd<6.5 kΩ,
the defect sensitizes either intermittent or permanent faults,
depending on the sensitizing sequence; i.e., 0w1 and 1w0
sensitize intermittent faults while 0r0 sensitizes permanent
faults. During 0r0, the sensing current by the SA will be
much smaller than expected due to the resistive defect in
the read path (BL-MTJ-SL; see Fig. 4); the SA will return 1
instead of 0. Hence, the application of only read zero operation
will guarantee the detection of the defect in this range. When
Rd>6.5 kΩ, the defect sensitizes permanent faults; performing
any of the three sequences (0r0, 0w1, 1w0) can guarantee the
sensitization of the faults.

3) Test generation: The previous example shows that the
defect sensitizes both intermittent as well as permanent faults.
We need to guarantee the detection of both types of faults.
Detecting permanent faults needs a simple march test, such
as {w0; r0}; here we use the march notation as defined in
[30]. However, the detection of intermittent faults requires
additional effort. One way to deal with it is to apply a march
test multiple times with the hope that the march algorithm will
fail for at least one write operation. For example, the following
march test can be applied:

{⇕ (w1);⇕ (w0, r0, w1, r1)n} (2)

This first element initializes the memory to state ‘1’, while
the second element repeats the four operations ‘w0, r0,
w1, r1’ for ‘n’ times. Given the random write errors, it
is very hard, if not impossible, to guarantee the detection
of intermittent faults with a reasonable n. The next section
will show that even with very high values of n, such march
test ends in a high escape rate of devices suffering from
intermittent faults.
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Fig. 6: (a) DFT methodology; (b) Circuit design of the DFT.

C. Escape rate calculation and verification

Let us assume that we apply 1w0 for n times to a defective
cell, and the defect of strength Rd=R1 causes an intermittent
fault with WER=WER(Rd). Then the Fault Sensitisation
Probability (FSP) can be estimated as:

FSP (R1) = 1− (1−WER(R1))
n (3)

We assume that the defect causes intermittent faults for the
range R1≤Rd<R2 (e.g., borderline cases in Fig. 4(b)), then
the total FSP for all intermittent faults due to the defect can
be obtained by applying an integration as:

FSP =

∫R2
R1

1− (1−WER(Rd))
ndRd∫R2

R1
1dRd

(4)

WER(Rd) is the function of how WER changes with Rd.
For example, for our case study, R1=0.9 kΩ and R2=5.8 kΩ
for 1w0 can be extrated from Fig. 4(b). The calculation will
give FSP=2.3% for n=1.

Next, we will calculate Fault Detection Probability (FDP)
assuming the application of Eq. 2; the focus here is only on
intermittent faults. We assume the same defect of strength
Rd=R1, which causes faults with WER=WER0w1(R1) for
0w1, and WER1w0(R1) for 1w0, then:

FDP (R1) = 1− [(1−WER1w0(R1))(1−WER0w1(R1))]
n (5)

Similar to Eq. 4, FPD for the whole range of the defect
strength being only able to sensitize intermittent faults for the
targeted defect can be derived:

FDP =

∫ 4.5K
0.9K 1− [(1−WER1w0(R))(1−WER0w1(R))]ndR∫ 4.5K

0.9K 1dR
(6)

The Escape Probability (EP) of the above defect can then
be calculated as: EP=1-FDP . If we apply the march test
of Eq. 2, EP=99.79% for n=1, and EP=87% for n=1000.
Clearly, even though with very high n, EP is still very high.

Finally, we performed circuit simulations to verify the above
estimation. E.g., for the same defect, we selected 15 different
values of Rd within the range [0.9 kΩ, 4.5 kΩ]. The test of
Eq. 2 is simulated in the presence of each of the 15 Rd values;
and for each Rd values, we perform the test for n=1000 times.
We assumed to have 1000 similar defective chips of each of
the 15 Rd values (resulting in the representation of 15000
defective chips in total); hence we repeated the process of
applying the test with n=1000 for 15000 times. The fault is

assumed to be detected if any read operation within the test
returns a wrong value. The simulation results show that only
in 2133 simulations (among the total of 15 ∗ 1000) the fault
was detected (about 14.2%), which is quite in line with our
estimation.

V. DFT METHODOLOGY AND IMPLEMENTATION

A. DFT concept

Fig. 6(a) presents the concept of the proposed DFT, which
is based on: a) copying/mirroring the write current Iw to Im,
and b) comparing the copied current with a reference current
Ith which is the write current derived at the ‘borderline for
fault-free case’ considering our design spec (i.e., the write
current corresponding to the purple dot in Fig. 4(b)). Ith is a
constant value, since the relationship between WER and Iw
is constant for defect-free MTJs (see Sec. III). Any defect
leading to Iw<Ith suggests the cell is faulty.

It is important to note that there are four options to select
Ith; i.e., based on Iw for 0w1, 1w0, 0w0, or 1w1. Selecting
Ith for 0w1 or 1w0 will not do the targeted job; because of
the intermittent behavior of the cell, the MTJ may or may not
switch, hence Iw will change accordingly. As a consequence,
comparing the changing Iw with a reference Ith will not
work. In addition, we need to select the comparison of Iw
for 1w1 or for 0w0; the idea is to select the case resulting
in the maximal current deviation ∆Iw (in the presence of the
defect) as compared with Ith. The differences in the current
in the two cases can be given as:

∆Iw(0w0) ∝
VDD

RM low
−

VDD

RM low +Rd
(7)

∆Iw(1w1) ∝
VDD

RM high
−

VDD

RM high +Rd
(8)

Here, RM low and RM high refer to the low resistance,
respectively, high resistance states of the MTJ cell. The
analysis of the above equations reveals that the max current
deviation is always obtained for the case of 0w0 for lower
Rd; hence this will be used for the DFT. The cell should be
initialized to 0 before applying DFT.

B. DFT implantation

Fig. 6(b) presents the DFT circuit design consisting of
three parts: the current mirror, the current comparator, and
the reference current generator. At time 0 (i.e., the start of
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the testing), the current mirror copies Iw to Im, and the
reference current generator provides Ith. Then Idiff=Ith−Im
is generated; it can be either positive of negative. It will drive
the input of the current comparator (i.e., inverter consists
of MOSFETs P1 and N1). If Im>Ith, then Idiff< 0, and
the inverter reports ‘0’ at ‘Output’ (fault-free). Conversely,
if Im<Ith, then Idiff> 0, and the ‘Output’ of the inverter
reports ‘1’ (fault detected).

C. Verification and evaluation

The DFT is simulated while injecting different Rd values
for our case study. The results confirm the superiority of the
DFT in guaranteeing the detection of the targeted intermittent
faults. Moreover, the proposed DFT also detects all permanent
faults (Rd >4.5 kΩ). Hence, it covers both permanent and
intermittent faults!

Clearly, the proposed DFT is superior as compared with any
functional march test (even with repeating march elements).
In fact, the fault coverage of the march test is just a
subset of that of DFT. Hence, the proposed DFT offers
an outstanding alternative to increase fault coverage by
considering intermittent faults. Although we cannot claim that
all intermittent faults in the STT-MRAM memory can be
detected, the proposed DFT clearly has an added value as
it covers also intermittent faults and permanent faults that are
caused by defects in the write path. Similar philosophy can
be used to develop another DFT to cover intermittent faults
caused by defects in the read path.

Nevertheless, the DFT comes at some additional cost; it
requires only 7 MOSFETs per column, and some minor design
effort. The larger the size of the memory array (in terms of
rows), the smaller the overall area overhead.

VI. CONCLUSION

This paper sets up a step toward the improvement of
STT-MRAM outgoing product quality by improving the fault
coverage of intermittent faults. Although permanent faults
could be dominant as compared with intermittent faults,
missing the fraction of the fault coverage related to intermittent
faults may end in high escape rates. This paper proves the
occurrence of such faults in STT-MRAM, shows their potential
contribution to a high escape rate, and proposes a powerful
scheme to target them. The paper also demonstrates that
intermittent faults in STT-MRAM need special attention due
to their inherent ‘intrinsic switching stochasticity”, making the
situation even worse.

Our future work will focus on how to include both ‘process
variability’ and ‘intrinsic switching stochasticity’ during the
test development. Two methods can be considered: 1) Use the
worst-case scenario for the reference current (e.g., 3 or 6 sigma
design); 2) Apply a multi-reference design to the DFT circuit
(post calibration).
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