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SUMMARY

Airborne wind energy (AWE) is a novel concept aiming to substantially reduce the ma-
terial demand and environmental impact of wind energy generation. AWE systems can
also access steadier and stronger wind at higher altitudes, which is inaccessible to con-
ventional wind turbines. The lower material effort, the increased capacity factor, and the
access to so-far unused wind resources render AWE a potential cornerstone in a future
low-carbon energy economy. The new conversion concept is currently being demon-
strated by several start-up companies using different technical implementations at dif-
ferent maturity levels. The unifying challenge for commercialization is the operational
robustness of the technology. For a successful market acceptance, the introduced avia-
tion and ground-related safety risks need to be mitigated.

The present work aims to bring AWE closer to commercial success through two main
contributions. As a first contribution, well-established practices of reliability engineer-
ing are used to measure and then systematically improve the safety and reliability of
AWES systems. Experience from other safety-critical domains such as aviation, space,
automotive, and medical are used to achieve this objective. A fault tree analysis (FTA)
and failure mode and effects analysis (FMEA) are applied to an existing demonstrator
system. A common practice in the safety-critical domain is automatically monitoring
the system’s health and taking action in case of faults. In this regard, a systematic fault
detection isolation and recovery (FDIR) model is proposed for AWES. This architecture
is generally applicable and flexible and can be applied to different AWE systems.

After reaching the required reliability and safety levels, formalization by the certifica-
tion authorities is required. As a second contribution, the current regulatory framework
is reviewed, the relevant authorities identified and a roadmap for aviation certification
is presented. The “Specific Operations Risk Assessment” (SORA) by the Joint Authorities
for Rulemaking on Unmanned Systems (JARUS) is a comprehensive and well-structured
framework. Therefore, following the SORA is considered the best way forward to get
the flying permit for AWES, claiming the “specific” category from the European Union
Aviation Safety Agency (EASA) regulation. This permit is applicable for commercial op-
erations in Europe. Other civil aviation authorities may also recognize the EASA’s flying
permit. In this respect, the SORA is applied to a hypothetical commercial operation sce-
nario, and requirements for the flying permit are discussed.
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SAMENVATTING

Airborne wind energy (AWE) is een nieuwe technologie die tot doel heeft om stabie-
lere en krachtigere windbronnen op grotere hoogten te benutten die niet bereikt kun-
nen worden met conventionele windturbines. AWE is ook goedkoper in de productie
dan conventionele windturbines vanwege het lagere totale materiaalgebruik. Het la-
gere materiaalgebruik, het verhoogde vermogensrendement en de toegang tot tot nu
toe ongebruikte windbronnen maken AWE tot een potentieel hoeksteen in een toekom-
stige, koolstofarme energie-economie. Het concept is vandaag de dag bewezen met ver-
schillende soorten AWE die worden vervaardigd door universitaire onderzoeksgroepen
en bedrijven. Deze prototypes bevinden zich op verschillende volwassenheidsniveaus.
Vandaag de dag is de belangrijkste uitdaging voor de commercialisering van luchtgebon-
den windenergiesystemen (AWES) de robuustheid van de systemen. Naast robuustheid
moeten ook de luchtvaart- en grondgerelateerde veiligheidsrisico’s die door AWES wor-
den geïntroduceerd worden verminderd voor marktaanvaarding.

Het huidige werk heeft tot doel om AWE dichter bij commercieel succes te bren-
gen door middel van twee belangrijke bijdragen. Als eerste bijdrage worden goed in-
geburgerde praktijken van betrouwbaarheidsengineering gebruikt om de veiligheid en
betrouwbaarheid van AWES-systemen te meten en vervolgens systematisch te verbe-
teren. Ervaringen uit andere veiligheidskritieke domeinen zoals de luchtvaart, ruim-
tevaart, auto-industrie en medische sector worden gebruikt om dit doel te bereiken.
Een foutenboomanalyse (FTA) en foutmodus- en effectenanalyse (FMEA) worden toege-
past op een bestaand demonstratiesysteem. Een veelvoorkomende praktijk in het veilig-
heidskritieke domein is het automatisch monitoren van de gezondheid van het systeem
en het nemen van actie in geval van fouten. In dit opzicht wordt een systematisch model
voor foutdetectie, isolatie en herstel (FDIR) voorgesteld voor AWES. Deze architectuur
is over het algemeen toepasbaar en flexibel en kan worden toegepast op verschillende
AWE-systemen.

Na het bereiken van de vereiste betrouwbaarheids- en veiligheidsniveaus is formali-
satie door de certificeringsautoriteiten vereist. Als tweede bijdrage wordt het huidige re-
gelgevingskader beoordeeld, worden de relevante autoriteiten geïdentificeerd en wordt
een routekaart voor luchtvaartcertificering gepresenteerd. De "Specifieke Operatie Risi-
coanalyse"(SORA) van de Joint Authorities for Rulemaking on Unmanned Systems (JA-
RUS) is een uitgebreid en goed gestructureerd kader. Daarom wordt het volgen van de
SORA beschouwd als de beste manier om een vliegvergunning te krijgen voor AWES,
waarbij de "specifieke"categorie wordt geclaimd van de regelgeving van het Europees
Agentschap voor de Veiligheid van de Luchtvaart (EASA). Deze vergunning is van toepas-
sing op commerciële operaties in Europa. Andere burgerluchtvaartautoriteiten kunnen
ook de vliegvergunning van de EASA erkennen. In dit opzicht wordt de SORA toege-
past op een hypothetisch commercieel bedrijfsscenario, en worden de vereisten voor de
vliegvergunning besproken.
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1
INTRODUCTION

1.1. BACKGROUND
The increasing need for renewable energy has led to widespread deployment of wind
turbines, initially only on-shore but for more than a decade also off-shore [1]. The trend
goes to ever-larger turbines with increasing capacity factors [2]. On the other hand, the
cost of structures scales unfavorably with a square-cube law, and modern wind turbines
are approaching an economically feasible size limit [3]. Airborne wind energy (AWE)
systems use tethered flying devices to harvest wind energy beyond the height range ac-
cessible to tower-based turbines [4–7]. For AWES, the wind is both the energy source and
the means to keep the aircraft airborne via avionic and robotic technologies. The work-
ing principles of AWES and the state-of-the-art are explained by Schmehl [8]. Figure 1.1
shows some representative examples of AWES.

Using a tether allows the harvesting height to be adjusted continuously to optimize
the availability of the wind resource. Compared to harvesting at the fixed hub height of
wind turbines, the wind power that is available 95% of the time increases roughly by a
factor of two [9]. A tower is, in principle, not needed for the system’s operation. The
tether attaches to the ground station at sea
land level, substantially reducing the structural loads and thus also the required material
[6, 10]. The lower material use, the increased capacity factor, and the access to a so-far
unused wind resource render AWE a potential cornerstone in a future low-carbon energy
economy.

AWE technology can significantly reduce the levelized cost of energy (LCoE) by elim-
inating a large part of the rotor blades, the tower, and the foundation; these make up for
about 50% of current turbine costs [11].

The complex interdisciplinary interactions of the system challenge the development
of AWES. To name a few specific examples, one must accept the challenge of designing
a complex flight control system to replace a conventional wind turbine’s heavy tower
and foundation with a lightweight tensile structure (i.e., the tether). AWE systems typ-
ically operate in crosswind maneuvers, where the flight speed is closely coupled with

1
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2 1. INTRODUCTION

Figure 1.1: Selected AWES concepts: Kitepower, EnerKite, TwingTec, Ampyx Power, Makani Power, Wind-
Fisher, Skysails, Kitemill, Kitekraft, Mozaero (photos from AWEC conferences book of abstracts).

both the wind speed and the reeling speed of the tether. This interdependence presents
a significant operational challenge. Without responsive control, a wind gust can rapidly
accelerate the flying device, which amplifies the aerodynamic loads; this leads to poten-
tial rupture of the tether or other irreversible damage —and in the worst -case—loss of
the flying device or harm to people. For comparison: wind turbines are less prone to
this coupling problem due to the large inertia of their blades. This is why a highly dy-
namic and fault-tolerant winch control, at the physical limits of the actuating electrical
drive system, is of critical importance for the successful operation of an AWES. Inter-
linked with the fundamental problem of tethered flight control are the physics of the
wind environment, the aeroelastic response of a highly flexible flying vehicle and tether,
and the electrical energy conversion system and grid integration characteristics. Take-
off and landing are particularly challenging as they can occur in a wide range of condi-
tions. Most implemented AWES concepts rely on an aerodynamic lift, and the tethered
flying devices can thus not be stopped immediately when unexpected wind conditions
or system failures occur. Exactly how critical an operational anomaly is depends on the
specific AWE technology. Lightweight, flexible membrane wings fly slower and can gen-
erally be relaunched after an emergency landing or repaired and relaunched after a crash
landing, while heavier rigid wings fly faster, and a crash landing most likely means a total
loss. Next to the availability of the system and its maintenance cost, the safety of people
or objects on the ground and other users of the airspace is another vital point.

As AWE systems operate at higher altitudes and their operations are not stationary,
the interaction with the aviation system is potentially stronger. For these reasons, AWE
systems introduce risks to third parties in the air and objects on the ground. Thus, be-
sides addressing the safety issues for wind turbines, such as the risk of lightning or fire
within the equipment, additional considerations are required for managing aviation-
related risks.

The current state of AWES is the result of more than one decade of research and de-
velopment mostly carried out by start-up companies under budget and schedule con-
straints. This pressure led to fast manufacturing and testing cycles. To reduce costs
and mitigate system complexity, these mostly resorted to ‘off-the-shelf’ components;
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addressed only several selected sub-systems at a time, neglecting interaction and opera-
tional analysis of the whole; and targeted incremental goals. Such an approach delivered
small-scale demonstrators that could fly for a few hours or days. These demonstrators
showed AWE’s technical feasibility and economic potential in future energy networks.
However, it led to relatively slow development overall due to the following:

• lack of a holistic view of the systems to be developed [12];

• lack of a comprehensive systems engineering approach [13];

• lack of effective knowledge sharing and access to results (both successes and failed
attempts) [13]

Over the past decade, the airborne wind energy (AWE) sector has experienced steady
growth, widely regarded as a potentially transformative solution [1, 14]. The signifi-
cant potential of AWE technology has drawn numerous start-ups to the field. Figure 1.2
shows, as of 2023, academic and industrial entities actively working on AWE technology.

 

 

 

NREL

 

EnerKíte

Kitekraft

Oceanergy

SkySails Power

WindLift

Toyota Research Institute

North Carolina State University
Concordia University

UC Santa Barbara

Worchester Polytechnic Institute
University of Delaware

DLR Braunschweig
RWTH Aachen

Guangdong HAWP.

 

DTU-Wind

NTNU
University of Bergen

University of Tromsø

DLR Hamburg

 
 

 

 
 

 

Kitenergy
KiteGen

Politecnico Milano
EPFL

ETH Zurich

Paul Scherrer Institute

TwingTec

TU Munich
University of Stuttgart

University of Halle

University of Freiburg

 

 

 

UF Santa Catarina

 

 
 

University of Victoria

Brigham Young University

Oklahoma State University

University of Trento

 

 

someAWE

CTingenieros
UC3 Madrid

Kitewinder

Wind Fisher

Airborne Wind Europe

Blue Wise Marine
University of Limerick

Grenoble INP

Ghent University

Oxford University

UCLouvain

TU Delft
Kitepower

Mozaero

TU Berlin

Kitemill

TNO Wind Energy
NLR

OSTU.Porto
P.Porto
New Leaf Management

Kyushu University
Toyota Motor Corporation

University of Strathclyde 
Windswept & Interesting

academia
government research
industry

Figure 1.2: Organisations active in research and development of AWE in 2023 [15].

Business plans and purely economic aspects require these companies to work very
fast toward demonstrators and prototypes. In this situation, a systematic systems engi-
neering approach, with the crucial element of reliability analysis, is typically overlooked.
Moreover, companies have yet to be able to afford all of the requisite competencies to
understand the interdisciplinary aspects of the fully integrated system. Hence, develop-
ment has focused mainly on parts of the system (e.g., components or modules); thus,
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many interacting and operational aspects, faults, and uncertainty in the system’s perfor-
mance have been neglected [12, 13, 16]. One of the main limitations of this technology
is its lack of reliability. The significant impediments are interdisciplinary scientific chal-
lenges that such a trial-and-error approach or subsystem focus cannot be tackled. For
example:

(i) understanding the most likely set of extreme events, failures, and uncertainties
that an AWES must survive to achieve a certain level of reliability; and

(ii) interdisciplinary scientific understanding to adequately model the complete sys-
tem during extreme events and failures.

Therefore, future AWES must be designed, implemented, and tested in a holistic and
science-based manner such that they

• work robustly even under extreme/abnormal conditions and heavy system/model
uncertainties;

• be fault-tolerant to guarantee essential operation or transition to a fail-safe state
under faults until maintenance can be/is scheduled;

• interact and operate reliably inter-system-wide and with the environment (e.g.,
grid).

Even in the absence of faults, these systems can, in principle, cause damage due to a
wrong decision. A long-standing major challenge is devising the most effective method-
ology to design a control logic that can guarantee safety for such systems. Solving this
challenge thus implies advancing the knowledge in the safety-critical system. In this
regard, innovative hierarchical and distributed control methods for safety-responsible
systems are required, featuring a combination of exploitation, exploration, and safety
aspects in the computation of any decision taken by the machine. The control design
method will also include active fault management strategies and adaptive techniques
that will increase performance and reliability over time, exploiting the collected oper-
ational data to continuously validate and improve an inner model (digital twin) of the
system and its environment.

To improve reliability, one must comprehensively understand the sources of failure.
The source of failure may start with an extreme weather event, a sudden component fail-
ure, or a logic failure in the control system. The most likely sources of failures must be
quantified through uncertainty quantification to maximize reliability. However, a sin-
gle fault or extreme event may not be enough to lead to failure; a fault-tolerant design
can help AWES to mitigate failures. A system perspective must be applied to under-
stand how these faults propagate through the system to achieve a fault-tolerant design.
AWES have a great range of operations (e.g., the operational altitude, landing, taking-off,
energy generation mode, and emergency actions in different altitudes). Thus, opera-
tional analysis is needed to understand how operating conditions affect reliability. For
example, increased altitude can give these systems room to recover from unstable flight
conditions. At the same time, the frequency of extreme weather (e.g., lightning) or ic-
ing events can also vary according to the operational altitude, so operation also affects
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the uncertainty quantification. Thus, this engineering challenge simplifies the complex
phenomena leading to failure into a systematic design methodology aimed at enhancing
reliability.

In 2017 the European Commission (EC) launched an independent study on the chal-
lenges of commercializing AWES [13]. The study concluded that:

• AWE can be a powerful instrument to decarbonize the energy system: it could sup-
ply 100% of EU electricity demand at competitive cost (compared to other power
generation technologies) with solely 1% of land use and, if offshore deployment is
included, even up to 300% of the total (2015) EU energy demand;

• A major barrier pertaining to technology readiness is the lack of reliability in avail-
able AWES. A solid track record (of operational hours, safety, and standards) is
needed to become accepted by society and markets;

• More fundamental research and private-public collaboration(s) are required to re-
move development barriers through holistic science-based systems engineering
approach.

• The companies regard their low-power generating prototypes as commercially un-
competitive. Consequently, they recognize the necessity of scaling up their sys-
tems to meet the demands of the target market. However, for many components,
the Technology Readiness Levels (TRLs) achieved do not translate to scaled-up
systems, which constrains most companies to a TRL of 4, with some approaching
TRL 5.

Regarding the TRL, more recent reports by the National Renewable Energy Labora-
tory [12] and the U.S. Department of Energy to the U.S. Congress [17] state that the level
went a step higher, with some companies reporting in the low TRL 7 range. We consider
this rating TRL 7 for the systems that have already achieved long operation durations,
such as those from Skysails and Kitepower.

To develop and produce large-scale AWES, with each unit providing several Megawatts
of power—and where the AWES can reliably produce energy for years under many weather
conditions—it is no longer feasible to continue the past ‘trial-and-error’ approach. A
radical new vision addressing the above points is required.

Despite the differences between the various AWE concepts, the industry consensus
is that safe and robust operation with sufficient autonomy is a prerequisite for successful
market introduction and public acceptance [18]. To the author, the commercial proto-
types have been operated continuously for only a few days. Nevertheless, to become
economically viable, AWES must fly autonomously, safely, and reliably for many years.

1.2. THESIS OBJECTIVE
This thesis proposes broadly applicable engineering methods aimed at improving the
reliability and safety of AWE technology in its path toward commercialization. This im-
provement is deemed necessary for the future of the AWE research. Once the technology
reaches the required safety and reliability level, the provided airworthiness certification
roadmap can be followed for commercial use and public acceptance.
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To reach this main objective, the following side objectives are defined:

• to present the status of AWES prototypes from a safety and reliability engineering
perspective. This point also includes operation permits in place and potentially
required airworthiness certification in the future,

• to present failure mode examples from different AWE systems,

• to conduct a systematic safety and reliability assessment on an example AWE sys-
tem, which may be used as a guideline for other systems,

• and to propose a generally applicable Fault Detection, Isolation, and Recovery
(FDIR) system architecture to systematically improve the reliability, safety, and
availability of AWES.

1.3. THESIS STRUCTURE
After introducing the AWE technology and the motivation of the work in Chapter 1,
Chapter 2 presents the relevant fundamentals of safety and reliability engineering to pro-
vide the necessary background for the remaining of the work. Chapter 2 then presents
the state of the literature on AWE safety and reliability topics. AWE field tests are carried
out with ad hoc permits from different local authorities. Chapter 2 provides an overview
of the flying permit status of current prototypes to grasp the variety of architectures cur-
rently considered. Finally, Chapter 2 concludes with the research questions to which this
work aims to respond.

Chapter 3 describes the Kitepower system of Delft University of Technology (TU Delft),
which is used as a demonstrator for the safety analysis. In addition to system compo-
nents, operational aspects are crucial for the safety assessment. Therefore operation
modes and the operation zone definitions are also described.

Chapter 4 describes the safety analysis systematically conducted on the Kitepower
system, which was described in Chapter 3. FMEA (Failure mode and effect analysis) and
FTA (Fault tree analysis) tools have been used for the analyses. Even though the men-
tioned methods are current practices in the industry, it is not easy to find a complete
exercise that is publicly available. This chapter aims to provide a practical guideline to
the AWES industry by presenting the method, implementation details, and the granular-
ity level of the analyses.

Chapter 5 proposes a fault detection, isolation, and recovery (FDIR) system archi-
tecture generally applicable to AWE systems. The introduced system will be tuned and
validated with the actual flight data of the Kitepower system. The aim is that lower lay-
ers of the FDIR can be directly applied to any AWE system. However, the up-most FDIR
layer is system-specific and shall be customized according to the operational aspects of
the particular system.

Chapter 6 discusses AWE systems’ certification aspects and permitting status. Firstly
the organizations that may have a role in the certification process have been identified.
Then, the chapter summarizes the aviation rules that may apply to AWES. The chapter
concludes with our view on the best possible approach for the regulatory process. Chap-
ter 6 was the first chapter in this thesis by development order. Although many years
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passed since writing the chapter, the ICAO, FAA, and EASA regulations that may be rele-
vant to AWES are still valid. There have been developments in the UAS certification field,
which is considered applicable to AWES. These developments are in line with the expec-
tations given in the chapter. Chapter 7 details the latest status of the UAS regulations and
elaborates on the recommended way forward for the flying permit of AWES.

To complement the proposed way forward on the certification process in Chapter
6, Chapter 7 conducts the recommended specific operations risk assessment (SORA) on
a hypothetical commercial AWE system. SORA was initially developed for unmanned
spacecraft systems, which is now considered applicable by the European Union Aviation
Safety Agency (EASA) for the flight permit of AWE systems.
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The first part of the chapter describes the basic reliability engineering concepts used in
the following chapters. Subsequently, the chapter reviews the relevant work on AWES’s
safety, reliability, and certification. The chapter then presents the different operation
permit characteristics for various AWES prototypes. Within this scope, current operation
permit details for several prototypes are presented. The information has been collected
through a survey in which all the major AWE parties provided their status. Survey results
also present companies’ perspectives on commercial certification. Based on the status of
the AWE industry and the literature, the research questions for this thesis are formulated.

2.1. FUNDAMENTALS OF RELIABILITY AND SAFETY ENGINEER-
ING

Reliability is defined as the ability of a system or component to perform its required
functions under stated conditions for a specified period [19]. Mathematically, reliability
is defined as the probability P that the random variable time to failure (T) is greater or
equal to mission time (t) [20].

R(t ) = P (T ≥ t )

Reliability values are quantitative measures, but these values should be considered
relative rather than absolute. For example, reliability values give valuable metrics to
compare the different alternatives of a design. Another area where the reliability num-
bers are standard is the reliability target requirements enforced by the certification bod-
ies to ensure design performance. Reliability calculations are expressed in failure-related
units such as mean time to failure, failure rate/frequency, or mean time between failures.

Reliability is a quantification of the failure concept, whereas safety deals with all haz-
ards and the consequences of failure. Safety and reliability engineering offers methods
for quantitatively assessing performance, identifying crucial factors, and gaining an un-
derstanding to enhance system reliability. This understanding includes actions to de-
crease the likelihood of failures and their hazardous outcomes, measures to address

9
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these failures, and establishing strategies for recovery in the event of a failure. System
reliability and safety assessment studies characterize the failures and hazardous scenar-
ios. Some examples of failure characterization by causes are the following:

• Weak or non-existing quality control process for the development

– Design problems

– Poor manufacturing methods

– Using substandard components

• Weak or non-existing maintenance/operation protocols

– Operator errors

– Overuse, aging or wearing out

– Stress-related problems on the materials

Industry often uses the Bathtub function (Figure 2.1) to model product failure rates.
Failure means the instantaneous rate of failure for survivals until time t. Early hazard
rates are generally high because some products fail quickly due to manufacturing de-
fects or substandard components. After eliminating the weak products, the hazard rate
decreases and becomes relatively constant. The hazard rate rises again depending on
the product operation and maintenance characteristics. This rise is primarily because
of wear-out, fatigue damage, and poor maintenance. Thus, the hazard rates of a product
over its lifetime can be modeled as three distinct regions:

• 1- Early failure region (decreasing hazard rate)

• 2- Useful operation life region (constant hazard rate)

• 3- Wear-out failure region (increasing hazard rate)

Figure 2.1: Bath-tub curve [20]

In the early failure region, products/items should be monitored carefully in opera-
tional use. It is common to apply burn-in tests to screen out early failures before sup-
plying them to users. In this region, highly accelerated life tests or stress tests are helpful
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methods to identify and fix the root causes of the failures [21]. The useful operation life
region is where random failures govern the hazard rate. This rate converges to a con-
stant rate over time. The wear-out failure region is when the product should be replaced
or removed from the operation.

The first step to increase the reliability of a system first step is to measure the present
level of reliability. Reliability engineering provides tools for the assessment of reliabil-
ity levels. It is also essential to consider the trade-off between the required reliability
and the available resources. Reliability improvement also depends on the stage of the
system; if the system is in the design phase, design simplification or redundancy can
improve reliability. If the system is in production, well-established quality control pro-
cesses and suitable components can improve reliability. Good maintenance protocols
are the best resort to improve reliability when the system is deployed and operation has
already started.

Safety is a combination of reliability and managing hazardous situations. To achieve
an acceptable level of safety, besides increasing reliability, the consequences of failure
must be mitigated. Protection or safety mechanisms are examples of such mitigations.

Availability of a system means the probability of being operational at a specified time.
Availability metric equals reliability for a non-repairable system. If repair is possible, it
increases the availability, but this does not affect the reliability performance.

The most straightforward representation of availability (A) is the ratio of the system
uptime to total time:

A = Upti me_o f _s y stem
Upti me_o f _s y stem+Downti me_o f _s y stem

Risk definitions in the literature are diverse. According to Kaplan and Garrick [22].
Risk is a function of answers to the following three questions:

• “What can go wrong?”;

• “How likely is it to go wrong?”;

• “If it goes wrong, what are the consequences?”

Quantitatively, the risk is calculated with Equation (2.1):

Ri ski = 〈Si Pi 〉 (2.1)

In Equation (2.1), i is the index for a specific scenario (i = 1,2, . . . N ), which has a
occurrence probability of Pi and has a severity (consequence) of Si .

For an engineering system, higher risk means lower safety. Risk assessment has the
same meaning as the safety assessment for engineering applications. This thesis will
follow the "safety assessment" terminology.

Reliability and safety engineering emerged relatively late compared to other engi-
neering disciplines. Pierce introduced the weakest link axiom: “a chain is no stronger
than its weakest link” in 1926 [23]. The recordings of aircraft accidents started in the
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1930s to form statistical failure models of various aircraft components [24]. Manufac-
turers then used the feedback to improve designs. Pugsley defined the first quantitative
safety objective in 1939 that the accident rate of an aircraft should not exceed 10−5/h.

The redundancy concept to improve reliability was first introduced during the devel-
opment of V1 missiles in Germany. The first rockets had poor reliability performance.
The team was working based on the ‘weakest link’ axiom; however, they figured out that
failures are caused by the weakest and the remaining components. Subsequently, math-
ematician Eric Pernchka developed the elements’ survival probability formula, which is
the basis of the reliability of a series of systems [24]. According to Pernchka, “if the sur-
vival probability of an element is 1/x, the survival probability of system of n such similar
components will be 1/xn”. Later on, Wernher Von Braun practically applied this concept
to improve the reliability of future missiles by using redundant components. Also, un-
til World War II, reliability engineering developed progressively primarily because of the
unreliability of vacuum tubes, which was causing over 50% of the defense equipment to
be in a failed state already in storage [20].

One of the effective methods today for safety assessments, especially in nuclear and
aerospace engineering, is the “Fault Tree Analysis (FTA)”. FTA was first developed at Bell
telephone laboratories to assess the safety of the launch control system of the Minute-
man I Intercontinental Ballistic Missile (ICBM). FTA is a “top-down” deductive analysis
aims to identify and analyze conditions that lead to a particular system failure, com-
monly a catastrophic event.

The second tool, which is also the central pillar that is not only used in safety-critical
systems but almost all engineering systems, is the “Failure mode and effects analysis
(FMEA).” FMEA is a “bottom-up” analytical method used in the design phase to map
and examine individual component failures and trace the potential effects on the entire
system’s performance. The aerospace industry started to use FMEA in the early 1960s,
and over the years, it became popular in many other domains, such as the automotive
and medical industries. The method has also been adopted for wind turbines [25].

Another commonly used method for safety assessment is “Probabilistic Risk Assess-
ment (PRA).” NASA developed PRA after the Apollo 1 disaster in 1967. PRA requires spe-
cial but often necessary tools like human reliability analysis (HRA) and common-cause-
failure analysis (CCF). HRA deals with methods for modeling human error [26].

Along with software becoming a critical component in safety-critical systems, an-
other branch in reliability engineering focusing on software reliability has emerged. This
field concerns a reliable software system’s development, testing, and maintenance pro-
cesses. Software reliability is different from hardware reliability in many aspects. Firstly,
the software does not wear out. There are no random faults in software systems. Soft-
ware flaws, which are systematic errors, are the source of the faults . Software reliability
metric is the probability of operation in a given environment within the predefined range
of inputs without failures.

The bathtub curve shown in Figure 2.1 does not reflect the failure characteristics of
software systems because the software does not wear out over time. However, the early
failure region of hardware has a similar failure model to the software validation phase. In
this period, software bugs or requirement non-compliances are discovered and rectified.
The probability of software failure in the valuable life period in practice is not similar to
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that of hardware. Typically, the failure rate is decreased with the subsequent releases
during the lifetime of a software system. Figure 2.2 shows the failure-rate model of a
software system. Spikes in the model represent the newly introduced bugs unrelated to
the modifications in the release.

Figure 2.2: Comparison of hardware and software bathtub curves [20]

The term “Fault detection, isolation, and recovery” (FDIR) defines systematically
monitoring the system during the operation, detecting the occurring faults and isolat-
ing it to prevent fault propagation and taking appropriate recovery actions if possible.
This capability reduces the diagnostic time or downtime in general, thus increasing the
system availability. Safety-critical systems make use of FDIR systems to reduce safety
risks.

Improving the safety and reliability of a complex system requires identifying the risk
in advance and taking active mitigation measures. In the literature, these implementa-
tions are called FDIR, health management, or fault management. Even though there is
no standard methodology for FDIR among different domains due to different fault char-
acteristics and recovery actions, the following classification can be made according to
the fault detection approach [27]:

• Classical techniques

• Model-based and parameter estimation methods

• Knowledge and rule-based methods

• Machine learning-based methods

In the conventional wind turbine domain, there are few literature reviews for health
management [28–30]. Lately, there has been an increasing trend of using model-based
reasoning algorithms for fault detection. This shift in approach has brought attention to
various techniques and indicators that can aid in identifying potential issues. One such
indicator that has gained more attention is acoustic emission, particularly in detecting
incipient wind turbine failures [31].
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For the space domain, efforts are ongoing in NASA[32] and ESA to support the indus-
try by providing guidelines for creating reusable and trustworthy fault detection, isola-
tion, and recovery systems. As a result of the working groups, NASA published a draft
version of the Fault Management Handbook [33]. Independently developed ESA FDIR
guidelines will be published soon.

Different fault detection approaches exist depending on the complexity and critical-
ity of systems. Depending on operating modes and availability requirements, a system
fault can be detected manually or automatically. For a system that an operator operates
in close proximity, system failures can be detected quickly by human visual and auditory
senses. If, for example, a light is switched on and there is no illumination, one can vi-
sually detect a problem with the light switch, light bulb, power source, or circuitry. If no
human is in the loop for the same system, additional monitoring elements are required
to detect the faults. In general, these elements incur additional costs associated with
complex system designs.

FDIR implementation often necessitates additional hardware beyond what is neces-
sary for the system’s primary function. This need, in turn, impacts both reliability and
cost, necessitating careful consideration and trade-offs to achieve a well-balanced solu-
tion. Furthermore, FDIR systems should be meticulously designed with fail-safe mea-
sures and undergo thorough validation. In certain instances, the development of FDIR
may incur higher costs than developing the system’s primary functions.

The reliability of the FDIR system should be greater than that of the system under
monitoring. This level of reliability can be reached by keeping the complexity of the FDIR
low or using stricter design standards. If this rule is not applied, the failure probability of
the FDIR becomes more significant than the primary system; thus, FDIR only decreases
the reliability and availability of the primary system by generating false actions. As a
general principle, the FDIR should be kept as simple as possible but effective in meeting
operational needs.

FDIR can detect faults at a level where components are connected sequentially, but
it cannot pinpoint the specific component that has failed in such cases. In order to keep
the FDIR design simple, common practice is to use redundancy and take out the com-
plete module or subsystem in case of its faults instead of determining the exact location
of the fault.

One should design the recovery module of the FDIR, keeping simplicity in mind. One
common approach is defining a recovery mode to preserve simplicity. The following
three approaches are typical for the design of a recovery mode;

• 1- Complete (functional) recovery using redundancy

• 2- Functional recovery using alternative paths

• 3- Recovery with degraded functionality

FDIR replaces a failed part with a redundant identical to recover the system’s func-
tionality. This widespread approach is called reconfiguration for mission-critical or safety-
critical systems such as satellites, spacecraft, or airplanes.

For most systems, complete (functional) redundancy is not commercially feasible;
instead of having a redundant unit, an alternative path may be designed to recover faulty
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functionality. The alternative path usually only achieves the limited capabilities of the
original function. For example, missing precise positioning data of an aircraft (e.g., RTK-
GPS) can be derived from the auxiliary measurement units, such as inertial measure-
ment units, for a period to allow emergency landing.

For some recovery actions, degraded functionality may offer the most cost-effective
and less complex design. For example, in unmanned aerial vehicles, an exceptionally
fundamental secondary flight computer with no automatic flight control but only allows
the pilot control can be the safest design choice. Also, many earth observation satellites
today have a degraded recovery mode, called barbeque, which does not do any attitude
control but only turns the satellite to prevent sun exposure to only one side.

2.2. RESEARCH ON AWES RELIABILITY AND SAFETY
At the time of writing this dissertation, only a few studies have directly addressed the
reliability, safety, and certification aspects of AWE systems.

At the airborne wind energy conference (AWEC 2015), Glass mentioned the unique
challenge of airborne wind turbine (AWT) certification because of the combined ele-
ments of wind turbine together with aircraft and the additional tether considerations
[34]. In addition, a unified framework for the certification of AWTs is suggested. This
framework reviews the existing standards in related sectors, including wind turbine stan-
dards and aviation standards. Then, the AWT operation regime identification is required
to see what must be addressed in the standards. Afterward, a conservative gap analysis
has to be performed to identify the areas not adequately covered by the standards. Lastly,
new requirements must be developed to fill the gaps. Glass recommends collaborating
with the standards-developing organizations through the standard-making process.

At the same conference, Ruiterkamp[35] provided an overview of existing and ex-
pected rules and the standards for ensuring the safe operation of AWE applications. He
further described possible risks introduced by AWE systems and supplemented his study
with the expected legislation for a rigid wing concept.

Langley[36] investigated AWE systems from a legal perspective. In this study, he in-
troduces the environmental impacts of AWE systems and the current legal landscape.
Makani Power, which was a Google Alphabet subsidiary has published a detailed doc-
ument about the operation of an AWE system [37], responding to the “Notification for
Airborne Wind Energy Systems (AWES)” issued by the Federal Aviation Authority (FAA)
[38].

Kruiff and Ruiterkamp[39] outline the civil aviation standards and design processes
that are applied by Ampyx Power B.V. for rigid-wing AWE system development. Salma
et al.[40] describe the aviation-related risks introduced by AWE systems and give an
overview of existing and expected regulations for AWE systems. Friedl[41] and Friedl
et al.[42] Investigate means to augment the flight control system using an algorithm that
detects potentially hazardous situations and reconfigures the system to ensure safe op-
eration. Glass[34] reviews the relevant wind turbine and aviation standards and suggests
an initial framework for a set of standard wind conditions for the certification of airborne
wind turbines[43].

Stoeckle[44] proposes an FDIR approach for autonomous parafoils, which are not
AWE systems but conceptually very similar compared to AWE systems using flexible
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membrane wings with a suspended control unit.
Researchers working in the AWESCO doctoral training network addressed key tech-

nical challenges of wind energy generation using tethered wings. Rapp and Schmehl[45]
proposed a robust control system for AWES, which can handle disturbances such as at-
mospheric turbulence and mismatches between the model used for control design and
the actual plant while achieving the nominal control objectives. This work differs from
other AWE control literature since the main objective of the proposed controller is to
ensure the system’s robustness during all operational phases and not for generating the
maximum power.

Particularly the robustness levels of current prototypes during take-off and landing
is low. Rapp et al.[46] propose a novel vertical take-off and landing methodology using a
multi-copter to improve the robustness.

Thedens et al. [47] focus on the reliability of the flexible wing. To ensure the reliable
structural performance of the wing, they proposed an optimization strategy to reduce
profile deformation using additional fabric attached to the rib.

The fault-tolerant multi-phase controller design by Eldeeb et al.[48] aims to improve
the reliability of the electrical drive to which the rigid or soft kite is coupled. It has pivotal
importance on system reliability because electromechanical energy conversion control
also controls the operational point of the kite.

Rapp and Schmehl [49] present a technique to enhance the resilience of flight oper-
ation of AWE systems by systematically avoiding upset conditions, such as sudden in-
creases in tether force.

“AWE Safety and Technical Guidelines” working group of Airborne Wind Europe As-
sociation published Key Safety Principles for the operation of experimental and devel-
opmental Airborne Wind Energy Systems [50]. This publication is the commitment of
the member organizations of Airborne Wind Europe to adhere to the safety principles
of operations. These principles include; building a safety culture, avoiding harm and
damage to third parties, avoiding mid-air collisions, conducting only safe and approved
tests, training the test personnel, having test procedures, reporting incidents, and ap-
plying continuous improvement of safety processes. The same group then published a
guideline on the Specific Operations Risk Assessment (SORA) process to support AWE
organizations for their Concept of Operations (CONOPS) development [51].

In his master’s thesis, Minderhoud adapted a risk model framework [52] to analyze
the operations of the Kitepower system. He identifies hazardous scenarios in detail and
proposes a model for quantifying the risks associated with these scenarios [53].

At present, no study has offered a complete methodology for improving AWE sys-
tems’ safety and reliability to a level suitable for commercialization.

2.3. CURRENT OPERATION PERMIT STATUS OF AWE SYSTEMS
Airborne wind energy is currently in the development and testing phase. In this phase,
companies and research groups conduct their tests with special permissions. Most of
these permissions are issued by local civil aviation authorities. AWE application exam-
ples from different high-level architectures are shown in Figure 2.3.

Comprehensive information for each architecture and implementation details for
practically demonstrated AWE systems can be found in [5].
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Figure 2.3: Selection of AWE applications and architectures in 2024

To develop a clear understanding of where the AWES industry stands today, as well as
a vision of where it is heading in terms of operational safety and airspace integration, a
survey is conducted by TwingTec, Airborne Wind Europe, and UASolutions with special
financing by the Swiss Federal Office of Civil Aviation. AWES companies were invited
to provide technical specifications and flight permit information for their prototypes.
Figure 2.4 shows the companies that provided their systems’ essential technical speci-
fications and operational attributes. In addition to these companies, one anonymous
participant provided their data to the survey.

Figure 2.4: Participants of the survey [54].

Table 2.1 lists the current and expected common attributes of AWES systems. The
analysis of this data shows that current prototypes have a small airborne mass and oc-
cupy only a tiny volume of the airspace. However, the final commercial products are
expected to be significantly larger, with higher airborne mass occupying larger volumes
of the airspace. Concerning operations, Figure 2.5 shows the main operational attributes
of AWES.
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Table 2.1: Current and expected most common attributes of AWES systems [54].

Current Fully commercial (expected)

Wingspan 3-8 m 20-40 m 3

Mass <25 kg 600 - 5670 kg

Airspeed 25-30 m/s 25 - 75 m/s

Config Rigid1, GBG2, single tether Rigid, GBG, single tether

Power <50 kW 1 - 2 MW
1First commercial operations are already underway based on soft kites with larger dimensions
2Ground-based generation
3>40m for soft kite

Figure 2.5: Overview of the operational specifications of the tested prototypes of AWE developers [54].

Current systems generally have human pilots in the loop or supervising the system.
They operate in a selected safe area to mitigate the risks to third parties. However, fully
automatic commercial operation is expected. Moreover, the systems will ultimately have
to comply with international airspace regulations. In this respect, reported current and
planned air risk mitigations are shown in Figure 2.6.

Similarly, Figure 2.7 shows the expected ground risk mitigations.
There currently needs to be a consensus among the certification authorities. Some

aviation authorities require personnel training for technically similar concepts, while
others do not impose this requirement. Some prototypes need licensed personnel to
operate. While most prototypes can operate at night, some can operate only during day-
light hours. As an example, Appendix A presents the test flight permissions of Makani
Power imposed by the FAA.
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Figure 2.6: Implemented and expected air risk mitigations for AWES [54].

Figure 2.7: Implemented and expected ground risk mitigations for AWES [54].

Table 2.2: Overview of the technical specifications of the AWES prototypes as of 2022 [55].

Developer
Prototype

Name
Kite System

Electricity
Generation

Wing
Span (m)

Wing
Surface

Area (m2)

Min.-Max.
Altitude (m)

Rated
Power
(kW)

SkySails Power SKN PN-14 soft-wing ground-gen 15.6-22 90, 180 200-400 200
Kitepower Falcon soft-wing ground-gen 13.3 47, 60 70-400 100
Kitenergy KE60 Mark II soft-wing ground-gen 12.5 42, 50 100-400 60
EnerKite EK30 hybrit-wing ground-gen 8-14 4-8 50-300 30

Ampyx Power AP3 fixed-wing ground-gen 12 12 200-450 150
Kitemill KM1 fixed-wing ground-gen 7.4 3 200-500 20

TwingTec Pilot System fixed-wing ground-gen 5.5 2 up to 300 10
Skypull SP130 fixed-wing ground-gen 2 x 1.3 2 x 0.5 up to 75 1.5

Windswept
Daisy Kite

Turbine
fixed-wing ground-gen

6 x 1 m
(rotor dia.

4.48 m)
6 x 0.2 m2 10 1

someAWE
someAWE
rotary kite

fixed-wing ground-gen
4 x 1 m

(rotor dia.
3.5 m)

4 x 0.15 m2 - 500 W

Kitekraft SN7 fixed-wing fly-gen 2.4 1.08 100 ∼12
Windlift C1 fixed-wing fly-gen 3.8 0.95 30-100 2
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2.4. RESEARCH QUESTIONS
This thesis aims to answer the following research questions:

1. How well are current AWES prototypes assessed in terms of safety and reliabil-
ity?

2. How can the reliability and safety levels of an AWE system be determined sys-
tematically?

3. How to improve the current design and operation concepts to reach the com-
mercially required safety and reliability levels?

4. How can a “Fault Detection isolation and recovery” (FDIR) system architecture
be developed for AWES?

5. What is a suitable roadmap for AWES certification? Which technical and opera-
tional mitigations would facilitate the certification process?

The chapters in this thesis respond to the research questions in detail. Additionally,
a summary of the answers to the questions can be found in Chapter 8.
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SYSTEM DEMONSTRATOR

3.1. ABSTRACT
After more than a decade of research and development, numerous AWES prototypes
that have successfully demonstrated the concept of efficient electricity generation have
emerged. Initially, the primary focus was on system development and flight testing to
fine-tune the components and validate the concepts, with less emphasis on safety and
reliability. However, today, many systems have reached a mature stage, and the main
challenge lies in ensuring credible, safe, and continuous operation. This chapter pro-
vides an overview of the Kitepower system in 2016. Since then, systematic improvements
have been implemented to enhance system reliability while accelerating commercial-
ization activities. Although the chapter may not reflect the most recent advancements
in commercial systems, it serves as an example to familiarize the reader with the main
components and operation modes of a flexible kite AWE system. Safety analysis in Chap-
ter 4 is conducted on the presented system. The fault detection, isolation, and recovery
(FDIR) design given in Chapter 5 is also developed mainly for the kite power system de-
scribed in this chapter.

3.2. THE KITE POWER SYSTEM
Part A describes the technology demonstrator which is developed and regularly oper-
ated from 2010 to 2015 by the Delft University of Technology [57, 58]. This platform
has been designed for the pumping cycle operation of a lightweight flexible-membrane
wing with an average traction power of 18 kW during the reel-out of the tether. Depend-
ing on the kite used, this platform achieved a net mechanical power of up to 7 kW [57].
From 2016 onwards, the spin-off company Kitepower B.V [59] used the technology base
for the commercial development of a scaled-up version. The description mainly cap-
tures the development status when the technology was transferred from university labs
to the commercial team. Since then, the development has progressed to second and

Parts of this chapter have been published in Ref. [56].
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even third component generations to accommodate the stepwise scaling of the system
to a net electrical power of 100 kW. The description includes the necessary adaptations
of the commercial development.

3.3. FUNCTIONAL COMPONENTS
The system components are illustrated in Figure 3.1. The traction force is generated by

Wing

Bridle line
systemKite

control
unit

Traction
tether

Drum/generator
moduleControl

centerBattery
module

Power
electronics Ground

station

Kite

Wind meter

Sensor
unit

Launching &
landing
mast (optional)

Wind

Dump load
module

Figure 3.1: Components of the kite power system, equipped with 18 kW ground station and 25 m2 leading-edge
inflatable (LEI) V3 tube kite.

a flexible-membrane wing steered by a kite control unit (KCU). This remote-controlled
cable robot is suspended in the rear bridle line system and modulates the force level by
adjusting the pitch angle of the wing. The airborne subsystem of the wing, bridle line
system, and KCU is denoted as a kite and has been described in detail by Oehler and
Schmehl [60]. The tether is deployed from the drum/generator module of the ground
station. The system’s positive net power output is achieved by operating the kite in
pumping cycles, alternating between reel-out and reel-in of the tether. While reeling
out, the kite is flown in crosswind maneuvers to maximize the traction force and the
generated energy [61]. These figure-of-eight flight patterns are hinted at Figure 3.1. To
reel in, the maneuvers are discontinued, and the kite is depowered by pitching the wing
to lower its angle of attack, substantially reducing the traction force and the required en-
ergy to retract the kite. The part of the generated electrical energy used to retract the
kite is buffered in a rechargeable battery. The operational success of the system depends
significantly on actively controlling both tether reeling and the kite’s flight path. The
individual components of the system are detailed in the following paragraph.

3.3.1. WING
As illustrated in Figures 3.1 and 3.2, the wing consists of a fabric canopy and an inflated
tubular frame, which combines a bow-shaped leading edge tube with several connected
strut chordwise tubes. The distributed aerodynamic load acting on the flying wing is
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Depower winch
Steering winch

Steering line

Power line

Rear bridle
lines

Front bridle
lines

Pulley

Steering tape
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Depower tape

Tether
Bridle point

Mass distribu�on
Wing
KCU
IMU+GPS

Kite total
Flow sensor

: 11.0 kg
:   8.4 kg
:   2.4 kg
:   1.0 kg
: 22.8 kg

IMU+
GPS

Geometry (flat)
Surface area : 25 m2

Span : 11.18 m
Chord :    2.63 m

Geometry (projected)
Surface area : 19.75 m2

Span :   8.3 m

Kite control unit

Weak link & 
cable cu�er

Safety line
Fabric canopy

Strut tubes
Leading
edge tube

2018/04/17

(A) (B)

Figure 3.2: A, Front view of the leading-edge inflatable (LEI) V3 kite [60]; B, Photo of the V5.40 with 40 m2 wing
surface area (courtesy of Kitepower B.V.).

transferred to the tether by a bridle line system. This particular design is derived from
leading-edge inflatable (LEI) kites that, in smaller sizes, are popular for kiteboarding.
The rigid chordwise reinforcements have been added to increase the maximum wing
loading of the flexible membrane structure. The leading edge tube has both an aero-
dynamic and a structural function. On the one hand, the pressurized tube defines the
radius of the leading edge, which substantially influences the aerodynamic character-
istics of the wing [62]. On the other hand, the tubular frame defines the shape of the
unloaded wing. During the flight, the wing deforms substantially, and the geometry of
the bridle line system mainly controls its shape. Next to its primary function of gener-
ating the traction force, the wing also acts as a morphing aerodynamic control surface.
An asymmetric actuation of the rear bridle lines leads to a twist deformation of the wing,
which induces both a side force and a yaw moment that enables the kite to fly a turning
maneuver [63, 64]. On the other hand, a symmetric actuation modulates the traction
force by adjusting the pitch angle of the wing and, by that, its angle of attack. The power
setting quantifies the degree of symmetric actuation. Because this also shifts the aero-
dynamic load in a chordwise direction, the entire kite pitches around the bridle point
[60]. The depicted LEI V3 kite with 25 m2 wing surface area can structurally support an
aerodynamic load of up to 8 kN. The commercial development includes geometrically
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scaled wing prototypes of 25, 40, 60, and 100 m2 surface area, intending to converge on
a size below 80 m2 for the 100 kW system. These kites use fabric materials with higher
durability and UV coating for an extended lifetime.

3.3.2. BRIDLE LINE SYSTEM

The front bridle lines support the leading edge tube and the front sections of the strut
tubes. The left and right line branches transfer a significant part of the aerodynamic load
and connect to the left and right power lines. These bypass the KCU and attach directly
to the tether at the bridle point. The rear bridle lines support the trailing edge of the wing
and its tips. The two-line branches connect via pulleys to the two steering lines. Together
with the steering and depower tapes deployed from the KCU, the two steering lines form
two connected line loops used for asymmetric or symmetric wing actuation. The KCU
is connected to the bridle point by a short line segment. Depending on the kite size,
the bridle line system may include additional pulleys at bridle split points to allow the
line geometry to passively adjust to varying load distribution and shape of the wing. The
tether incorporates a weak link and a separate cable cutter just below the bridle point.
While the weak link breaks at a predefined tether force to avoid overload and possible
damage to the system, the cable cutter severs the tether in an emergency on command.
In case of passive or active separation of the kite from the tether, the safety line is used to
land the kite in tethered parachute or paraglide mode. This line is not tensioned during
regular operation, directly connecting the center of the leading edge tube with the tether
below the weak link. The kite is instantly depowered with the bridle point separated from
the tether. The relatively heavy KCU swings below the wing, which can be retracted to
the ground station in a stable payload configuration at relatively low flight speed [44].

3.3.3. KITE CONTROL UNIT

The central components of the KCU are the actuation drive trains, which comprise steer-
ing and depower motors, gearboxes, tape drums, and a depower break. Tapes are used
instead of lines because of the better-reeling behavior and lower-layer build-up on the
drums. The maximum unloaded reeling speed for both motors is 0.4 ms−1. For redun-
dant communication with the ground station, the KCU relies on three separate wireless
links. The main link uses a 5 GHz dipolar directional antenna and is backed up by a
slower 2.4 GHz serial link. The ground control can use both links interchangeably, re-
taining full automatic control functionality. A direct manual remote control of the KCU
can also be established via a 2.4 GHz link. A rechargeable battery module provides the
onboard power. The KCU uses two onboard computers. A COTS (commercial of the
shelf) SBC (single board computer) is used for tasks that are not time-critical, like com-
munications. At the same time, motor control is performed by a faster microcontroller
board developed at the Delft University of Technology. The commercial development
includes second and third-generation control units to meet the increased force levels of
the 100 kW system [65, 66]. These units are equipped with an airborne wind turbine to
power all onboard systems.
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3.3.4. TETHER
The function of the tether is to transfer the traction force of the kite to the ground sta-
tion. The 4 mm rope is made of Dyneema® SK75, has a total length of 1 km, a weight of
0.8 kg per 100 m, a mean breaking strength of 13 kN, and a special coating to enhance
its lifetime under the cyclic bending load caused by the reeling on and off the drum [67].
The tether is a major safety-critical system component. Because it is not redundant, it
is designed according to a safe-.life philosophy must be replaced when reaching a cer-
tain number of load cycles or age. The tether of the commercial 100 kW system has a
diameter of 14 mm and transfers a nominal traction force of 50 kN.

3.3.5. GROUND STATION
The ground station uses a drum/generator module to convert the traction power of the
outbound, powered kite into electrical energy and to retract the depowered kite, con-
suming some of the generated energy. The electrical machine of this regenerative winch
has a nominal power of 18 kW and connects to the drum via a gearbox with a fixed trans-
mission ratio. As shown in Figure 3.1, the tether enters the ground station through a fixed
swivel head and pulley guiding system. For systematic, layer-by-layer reeling on and off
the drum, the entire winch is mounted on a sled that is moved transverse to the incom-
ing tether. The alternating linear motion of the sled is coupled directly to the rotational
motion of the drum. Except for the separate measurement mast and optional launch
mast, the ground station houses all other components, such as the control center, the
rechargeable battery module, and the power electronics. The commercial system uses
an electrical machine with a nominal power of 180 kW.

3.3.6. DISTRIBUTED SENSOR NETWORK
A network of distributed sensors is used to measure environmental conditions and oper-
ational parameters of the system [57]. However, only some of this information is required
for automatic operation, and some are for research and development. It is concisely de-
scribed the sensor data that is useful for fault detection. The wind speed and direction six
meters above the ground are measured by a sensor mounted at the tip of a mast, which
transfers its data to the control center wirelessly. The elevation and azimuth angles of
the tether and the traction force are measured at the swivel head where the tether leaves
the ground station. The KCU has potentiometers and temperature sensors for steering
and depower motors. Also, the battery voltage is measured and recorded. As illustrated
in Figure 3.2, the wing is equipped with a sensor unit comprising a global positioning
system (GPS) receiver and inertial measurement unit (IMU). Because the wing deforms
under load, these sensors may produce misleading data, although the sensors work fine.

3.3.7. WINCH CONTROLLER
The winch controller modulates the reeling speed of the tether to maximize the energy
output while ensuring the reliable and safe operation of the system. A baseline strategy
for AWE systems in pumping cycle operation using crosswind maneuvers is to reel out
at roughly one-third of the wind speed [61] or slightly faster and reel in as fast as the
depower capability of the specific kite design allows. For cost-competitive and resource-
efficient system designs, the nominal tether force during reel out at the nominal wind
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speed is close to the maximum allowed value. To avoid overloading the system due to
natural fluctuations of the wind speed, set values are used for both reeling speed and
maximum tether force. During reel out, the set value for the speed is tracked unless the
maximum tether force is exceeded. In this case, the reeling speed is increased to track
the set value of the force. During reel-in, a different combination of set values is used. Of
particular importance is to transition between the set values gradually when switching
the reeling direction [68, 69].

3.3.8. FLIGHT CONTROLLER

The flight controller is responsible for the motion component transverse to the tether.
It consists of three distinct functional components: flight path planner, flight path con-
troller, and course controller. The flight path planner corresponds to an aircraft’s guid-
ance or navigation controller. It is not involved in the actual steering of the kite but maps
out the future system states, using the path and course controllers to reach those states.
Thus, the flight path planner exercises control of the pumping cycle level. Figure 3.3(A)
illustrates the five individual flight phases of a pumping cycle. The flight phases corre-
spond to specific system states: “Reel out” describes the figure-of-eight flight maneu-
vers, “PointToZenith” the termination of these crosswind maneuvers and redirection of
the kite to point towards the zenith, “Depower” the retraction of the kite with a reduced
angle of attack, “Power” the increase of the angle of attack and “Intermediate” a div-
ing maneuver to adjust the elevation angle of the tether to its value during the traction
phase. The system can only be in one state at a time. When reaching the switch cri-
teria for a certain flight phase, the path planner updates the desired system state and
initiates the next flight phase. When switching states, the flight path planner sets one or
more new target points on the unit sphere around the ground station, adapts the desired
de-power setting and issues a certain set force to the winch controller.

The flight path controller is only active during system states with more than one tar-
get point, for example, during the figure-of-eight maneuvers of the traction phase. Its
task is to issue only one of those points at a time and to switch to the next one when
certain conditions are met. The prevailing wind speed is measured to calculate the de-
sired elevation angle to achieve the optimal pulling force in varying wind conditions. The
flight path controller can add a specific offset elevation to the fixed target points to opti-
mize the pulling force. With the flight path planner not only issuing settings for depower
and winch control but also, assisted by the flight path controller, setting a target point on
the unit sphere, it is the task of the course controller to steer the kite towards this target
point. For this purpose, the course controller calculates the desired course using great-
circle navigation on the unit sphere [41] and the heading required to fly this course. The
actual heading, estimated or measured, is then compared to the desired heading, and an
anti-windup PID controller is used to minimize the error.

3.3.9. DISTRIBUTED SOFTWARE ARCHITECTURE

The modular software architecture accounts for the fact that the hardware components
of the control system are distributed over the different parts of the kite power system.
For example, the two computers in the KCU are connected to the three computers in the
ground station via wireless links. For this reason, the accurate timing of the communica-
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tion between the distributed hardware components is crucial. During early flight tests,
unstable control behavior is observed when the latency between a measurement and the
corresponding reaction of an actor exceeds 100 ms [70]. An operating system tuned for
low latency is chosen to address this latency. To stay within the maximum tolerable la-
tency, the time budget of each component is precisely calculated based on its technical
specifications. A typical example is an IMU signal from the sensor unit mounted on the
wing. Such a measurement can take up to 20 ms, generating a signal that is transferred
to the main computer of the KCU on a wire (5 ms), wirelessly sent to the ground sta-
tion (15 ms), processed by the Kite State Estimator (5 ms) and the Flight Path Controller
(15 ms), wirelessly sent back to the motor control motherboard of the KCU and trans-
mitted to the steering motor controller (20 ms). Except for the winch control, which
is subject to firm real-time requirements, communication between the distributed soft-
ware components is realized via a middle-layer SW library. This library supports publish-
subscribe pattern is well suited for distributed designs. The required time budget is met
using a message serialization library.

3.4. MODES OF OPERATION

The fundamental operational phases of an AWE system are launching, energy harvest-
ing, and landing. These phases are adjusted to the prevailing wind conditions. For ex-
ample, the kite is launched only when a minimum wind speed is achieved. To maximize
the net energy output and to ensure safe operation, the pumping operation is adjusted
each cycle to the wind speed profile. When exceeding the maximum wind speed, the
cut-out speed, the crosswind maneuvers are discontinued, and the kite is steered to-
wards a static flight position. This parking mode can also be initiated due to potentially
harmful weather conditions or other external influences. Parking is also one of the possi-
ble reactions to operational anomalies, which the system may detect while continuously
monitoring its health state. To be consistent with the literature the following terminology
is used[71]: A fault is a defect of a component or a system. A failure is a state of not meet-
ing the defined objective. A hazard is any source of potential damage. A malfunction is
functioning differently than aimed, and a mitigation measure is an action for reducing
the severity or probability of an undesired event. The wind window is a quarter-spherical
region downwind of an observer at the ground station in which the kite can be flown in
a controlled way. In the following sections, a zoning concept for pumping kite power
systems is proposed, and then the different modes of operation are detailed.

3.4.1. ZONING CONCEPT

How does the specific operation of two or more pumping kite power systems affect the
use of airspace and land has been analyzed theoretically by Faggiani and Schmehl [72]
for flexible wing systems and by Licitra [73] for rigid wing systems. The zoning concept
for the commercial 100 kW system of Kitepower B.V. is depicted in Figure 3.4. The oper-
ational zone covers the volume swept by the kite and the tether during regular pumping
cycle operation. The flight zone, on the other hand, covers the more significant volume
in which the kite and tether may fly during launching, landing, and parking. The zone
also includes a safety margin to cover deviations from the typical flight path. On the
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ground, the danger zone is accessible only to experienced personnel. People, animals,
or light transportation are allowed in the surrounding safety zone, but there has to be
an awareness of the flight operations above. Accordingly, the safety zone excludes busy
roads, railways, or open water. Considering that this zoning concept is only the first pro-
posal based on a decade of operational experience with a single system is important. The
arrangement and joint operation of multiple systems in a park configuration are subject
to continued research. The zoning concept will be affected majorly by the certification
and regulation processes required for the commercial deployment of the kite power sys-
tem [40].

3.4.2. LAUNCHING
The standard procedure to start the kite power system is a winch launch of the kite. For
this purpose, the wing is placed with its trailing edge on the ground at some distance
downwind of the ground station. For the technology demonstrator of the university re-
search group with a maximum wing size of 25 m2, this was done by a ground crew, which
also held the wing in position until take-off. A ground anchoring system for the com-
mercial system retains the wing. In a short prelaunch procedure, the tether and bridle
line system is first tensioned by the winch, then the wing is released automatically and
pulled against the wind direction to take off. To integrate launching and landing com-
pactly with the ground station, experimental mast- and drone-based techniques have
been investigated [46, 58].

3.4.3. NORMAL OPERATION
As long as the system does not detect any faults, failures, or malfunctions, the health
state is set to normal operation, and the flight path planner commands pumping oper-
ation by cycling through the system states illustrated in Figure 3.3(A). As described in
Section 3.3.8, the planned path is adjusted for each cycle, depending on the expected
wind resource.

3.4.4. RESTRICTED OPERATION
Restricted operation is the only health state that allows pumping operation even after
detecting a fault. The restriction can relate to different system components, depending
on the fault. If, for example, the standard deviation of the wind speed exceeds a lim-
iting value, the set force for the winch controller is reduced for safety reasons. In case
of unusually high temperatures of the steering motors, the course controller gains can
be adjusted so that the load on the motors is reduced. This reduction can be done, for
example, by flying larger figure-of-eight maneuvers with a larger turning radius.

3.4.5. PARKING
The kite is maneuvered into a parking position by terminating the crosswind maneuvers
and steering the wing to point toward the zenith. With the flight speed dropping to zero,
the traction force of the wing reduces substantially. This force and the elevation angle of
the tether can be controlled with the depower setting of the kite. The parking maneuver
is very similar to the maneuver executed during the system state “PointToZenith” that
follows the reel-out phase of a pumping cycle, as described in Section 3.3.8. Temporarily
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parking the kite can be helpful, for example, to avoid landing and relaunching in case
of a passing thunderstorm. Parking can also be triggered as a reaction to an anomaly.
This reaction makes sense only for faults that can cause a system malfunction but not a
failure. Because other than a failure, a malfunction disappears with time such that the
pumping operation can be resumed. An example would be a failing dump load module
of the ground station, which can cause the battery voltage to exceed a threshold. An-
other example would be a drop in the power level of the KCU below a threshold. Several
options have been investigated to authorize the KCU to park the kite autonomously if no
steering inputs are received from the ground station. This autonomous fall back into a
“fail-safe” state would increase the overall safety by covering the worst case of losing the
wireless connection to the control center.

3.4.6. IMMEDIATE LANDING

Extensive loss of operational safety or other situations requiring repair or maintenance
on the ground causes the FDIR system to request an immediate landing. The follow-
ing automatic landing procedure consists of three phases. First, the kite is parked and
reeled-in to an altitude of around 100 m. To ensure that tether forces stay within ac-
ceptable limits and that the kite does not overfly the zenith, the depower setting dur-
ing this flight phase is adjusted according to the wind speed. Once the set value of the
tether length is reached and specific other requirements are met, the kite adapts its de-
power setting and dives into the wind window, passing three waypoints. Figure 3.5 shows
the simulated flight path of this diving maneuver for three different wind speed ranges.
The flattened spherical coordinate plane represents the wind window, and the three dots
within this window are the waypoints that vary with the wind speed range. When arriv-
ing at a defined minimum height, the kite is powered up and navigates towards a final
fourth waypoint on the edge of the wind window. In this last phase of the descent, the
kite decelerates and eventually drops to the ground.

3.4.7. EMERGENCY LANDING

An emergency landing occurs when the flight control system has lost steering authority.
This case can occur, for example, when a steering line ruptures and the fault detection
algorithm detects a significant difference between the actual yaw rate of the wing, as es-
timated from GPS data, and the reference yaw rate, as derived from an empirical yaw
rate correlation [74]. The cable cutter separates the KCU from the main tether to start
the emergency landing. Consequently, the relatively heavy KCU, still attached to all bri-
dle lines, swings below the wing so the kite can be retracted to the ground station in a
paraglide/parachute mode using the additional safety line. This procedure has been de-
scribed in detail in Section 3.3.2. After a few seconds of oscillations, the system reaches a
new trim state, with the KCU stabilizing the flight like a parachuting pilot. The kite then
descends towards the ground station with the fifth line connected to a central point on
its leading-edge, retaining the system’s steerability. However, as the wing loading during
an emergency landing is orders of magnitude smaller than during reel-out operation,
the steering input’s effects are much smaller. Once the emergency landing is initiated,
the flight path planner issues a single navigation point at the wind window zenith, and
the winch starts reeling in the tether until the kite passes through a certain touchdown
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height. De-power is adjusted to ensure a soft landing. An emergency landing can also be
initiated passively by a breaking weak link.
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Figure 3.3: A, Side view of the measured flight path of a representative pumping cycle with indicated flight
phases between switch points[41]; Photographic visualization of a pumping cycle during night operation
by tracing a marker light on the kite from the ground station (right) using long-term exposure (courtesy of
Kitepower B.V.).
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Figure 3.4: General spacial layout of pumping kite power systems (courtesy of Kitepower B.V.). Note: AWE
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SYSTEM SAFETY AND RELIABILITY

ASSESSMENT

4.1. ABSTRACT
In order to increase the robustness levels for commercial AWES, systematic safety analy-
ses should be run iteratively during the development. This chapter presents the details of
the systematic safety analysis of the Kitepower system. For the analyses, industry-proven
reliability engineering methods, FMEA (Failure mode and effect analysis) and FTA (Fault
tree analysis) are conducted. Interpretation of the results from the analyses is provided.
The initiated measures from the analyses already show a clear impact on the Kitepower
system, and the uptime of the development platform is continuously increasing. To our
knowledge, this chapter is a unique study that details the followed methodology for air-
borne wind energy systems (AWES). The presented method and implementation details
can be considered a practical guideline for conducting systematic safety analyses.

4.2. INTRODUCTION
Reliability engineering provides several methods to systematically improve the availabil-
ity and safety of complex technical systems [33, 53, 75, 76].

In this work, FMEA and FTA, which are common in aircraft industry, has been con-
ducted. Failure mode and effects analysis (FMEA) is a “bottom-up” analytical method
used in the design phase to map and examine individual components’ failures and trace
the potential effects on the entire system’s performance. FMEA is widely used in au-
tomotive and aerospace engineering and many other domains. The method has also
been adopted for wind turbines [25]. Fault tree analysis (FTA) is the reverse of FMEA, a
“top-down” deductive analysis aiming to identify and analyze conditions that lead to a
particular system failure, commonly the catastrophic event.

Parts of this chapter have been published in Ref. [56].
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The outcome of the analyses helps improve the reliability and safety levels of AWES
by proposing engineering design changes, development process improvements, or method-
ological changes in the operation of AWES. In addition, these analyses provide a founda-
tion for the FDIR architecture by pointing out which faults need to be detected and how
they can be mitigated. Thus, safety analyses derive the requirements for an FDIR system.
Although the methodology presented here is for a specific AWE system, the flexible-wing
kite power system of the Delft University of Technology and Kitepower B.V., it is generic.
It can be applied to different types of AWE systems. The chapter is organized as follows.
Section 4.3 describes the systematic safety assessment and improvement using FMEA
and FTA, considering FDIR system components as an integral part of the fault manage-
ment strategy. The achieved results are presented in Section 4.4 and Section 4.5 finalizes
the chapter with conclusions.

4.3. SYSTEM SAFETY ASSESSMENT AND IMPROVEMENT

One of the first steps to improve the reliability and safety of a complex technical product
like an AWE system is a systematic and comprehensive assessment of its architecture,
design, installation, and maintenance to ensure that the relevant safety requirements are
met. In the following, failure mode and effect analysis (FMEA) together with fault tree
analysis (FTA) are used to assess and systematically improve the reliability and safety
of the technology development platform described in Chapter 3. Because FMEA and
FTA depend strongly on the mix of people contributing to them, team members with
different professional backgrounds, such as system design, operations, safety, legal, and
finances, have been involved to ensure high quality. A fault detection, isolation, and
recovery (FDIR) system has been proposed as an integral part of the fault management
strategy. The operation target for this reliability analysis is one week of flight without
human intervention, except for launching and landing.

4.3.1. FAILURE MODE AND EFFECT ANALYSIS

The FMEA analysis method was developed by NASA in the 1960s, first used within the
Apollo program and later adapted for aerospace, nuclear, and other applications with
high severity in case of failure. Nowadays, FMEA is used in various fields, such as au-
tomotive engineering, for quality management to identify and overcome weak points
during the early design phases of a product. The highly structured approach assesses
all possible failure modes and their effects for all system components. For each failure
mode, the worst consequence is taken into account. Mitigation measures are proposed
for these failures with high severity or high probability. However, the process considers
only one failure at a time, not a combined occurrence of failures and their effects. The
quality of the analysis essentially depends on the available practical experience with the
system and its different components [77].

For the FMEA, the system is first divided into subsystems, which are then broken
down into components, as shown in Table 4.1. The present study distinguishes mechan-
ical, electronic hardware (HW), and software (SW) components. Software malfunctions
(i.e., wrong calculations, data corruption, processing delays) and failures (i.e., crashes)
are investigated separately. Depending on the operation mode, a failure mode can have
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Table 4.1: Breakdown of the kite power system for the FMEA into subsystems and components.

Subsystem Components

Traction power system Wing, bridle line system and tether.
Communication system Data communication software, remote controller (RC) data communication firmware, data-link hardware,

RC data-link hardware, message forwarder software.
Sensing system Inertial measurement unit (IMU) communication software, IMU hardware, global positioning system (GPS)

communication software, GPS hardware.
Actuation system Steering motor hardware, depower motor hardware, motor driver microcontroller hardware, motor driver

microcontroller software.
Control system Kite state estimator software, flight path controller software, flight path controller steering software,

flight path controller destination software, kite control software, message forwarder software,
central processing unit hardware, microcontroller unit hardware.

Onboard power system Airborne wind turbine (AWT) hardware, maximum power point tracking hardware, batteries hardware,
power board hardware.

Ground control system System state controller software, ground state estimator software, winch control software,
clock software, message forwarder software, ground control computer.

Ground sensing system Sensor software, GPS hardware, wind sensor hardware, force sensor hardware.
Ground power system Generator, gear box, sled and secondary electrical drive, tether guidance mechanism, low-level winch

control, batteries hardware, dump load module, inverter, grid connection (optional).

different effects. The failure mode is duplicated whenever this happens to investigate its
effect on different operation modes, such as energy harvesting, launching, or landing.
The FMEA is conducted with a spreadsheet, listing one failure mode per row and group-
ing these rows into subsystems. Columns are the following investigated properties;

1. the potential fault mode (software malfunction, software fault, hardware fault,
wrong configuration, data corruption or data delay),

2. causes of the fault and mechanisms,

3. the foreseeable sequence of post-failure events,

4. the hazardous situation,

5. the worst case harm (physical injury or damage to the health of people, or damage
to property or the environment),

6. the corresponding severity

7. the corresponding probability

8. the proposed mitigation measure

9. the residual post-mitigation worst-case harm

10. the residual severity and

11. the residual probability.

The probability definitions used in the analysis are listed in Table 4.2, while Table 4.3 lists
the severity definitions and the associated global harm.
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Table 4.2: Probability definitions for the failure modes [78].

Code P value P definition

A 1 Extremely unlikely (virtually impossible or no known occurrences on similar products or processes, with many running hours)
B 2 Remote (relatively few failures)
C 3 Occasional (occasional failures)
D 4 Reasonably possible (repeated failures)
E 5 Frequent (failure is almost inevitable)

Table 4.3: Severity definitions and harm of the failure modes (Adapted from [78]).

Code S value S definition Harm

I 1 No relevant effect on reliability or safety No harm
II 2 Very minor, no damage, no injuries1 Maintenance
III 3 Minor, low damage, no injuries2 Harm to environment
IV 4 Moderate, moderate damage, injuries possible3 Financial loss

Injury from fire, smoke, explosion (operator harm)
Injury by tether (operator harm)
Injury by tether (3rd person harm)

V 5 Critical4 Damage to infrastructure
Injury by electric shock (operator harm)
Injury by kite crash (operator harm)
Injury by kite crash (third-person harm)
Injury from fire, smoke explosion (third-person harm)

VI 6 Catastrophic5 Injury by kite collision or crash (many people)6

1 Only results in a maintenance action, noticed by alert customers.
2 Affects very little of the system, noticed by average customers.
3 Most customers are annoyed, mostly financial damage.
4 Causes a loss of primary function; loss of all safety margins, severe damage, severe injuries, maximum one possible death.
5 Product becomes inoperative; failure may result in complete unsafe operation and possible multiple deaths.
6 Only possible if kite leaves the operation zone, which is also the top event for the FTA discussed in Section 4.3.2.

For each failure mode, a risk number R is calculated as the product of severity S and
probability P .

R = S ·P (4.1)

Properly assigning severity and probability values is crucial for the risk evaluation of the
specific failure mode. For this reason, the values for S and R are evaluated closely with
the engineering team of Kitepower B.V. working on the 100 kW system.

The investigated failure modes are prioritized in the next step based on the calcu-
lated risk numbers and corresponding mitigation measures proposed. The FDIR sys-
tem presented in Chapter 5 can mitigate most failure modes. However, for some modes,
the risk can be effectively lowered only by decreasing the failure probability of the com-
ponent, which requires a stricter development or verification process or purchasing a
higher quality component. In Section 4.4, the result of the FMEA is presented and two
specific failure modes are presented as examples.

4.3.2. FAULT TREE ANALYSIS
As mentioned in the previous section, an FMEA does not consider combined occur-
rences of faults and their effects. However, faults with low individual risk factors can
cause hazardous situations simultaneously. To consider this, FMEA is complemented
with FTA [77]. The method was developed in the 1960s to analyze a ballistic missile sys-
tem and has subsequently been applied in a broader context to analyze the risks related
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to safety and economically critical assets [76, 79]. A fault tree is a logic diagram describ-
ing the relationships between a particular system failure and the individual faults, fail-
ures, and malfunctions on component and subcomponent levels that contribute to this
particular failure. The fault tree follows a top-down structure using logic gates and events
to model how the component states relate to the entire system’s state. The top event
corresponds to the particular system failure that is investigated. The logic diagram is
extended for quantitative failure analysis by quantitative information about component
reliability, such as failure probabilities.

Most AWE systems crucially rely on active control of several distributed subsystems
that are mechanically and electronically coupled, each consisting of several compo-
nents. Each component can have several failure modes depending on the failure’s op-
eration phase or physical characteristics. Thus, considering the entire AWE system, the
number of possible combinations of these failure modes is enormous. A common prac-
tice for FTA is to address only those combinations with catastrophic consequences. Once
the fault tree is defined and failure models assigned to all involved system components,
FTA software tools can be used to calculate the probability of catastrophic consequences
and prioritize the different contributors to the top event with catastrophic consequences.
Contributors with high priority are then improved to decrease their impact on the failure.
This process of FTA and subsequent design modifications are repeated iteratively until
the computed probability of the catastrophic event has been decreased below a certain
threshold.

For the kite power system investigated in this study, an utterly unsafe operation with
possible deaths and damage to critical infrastructure is defined as the catastrophic event.
This would be the case if the kite leaves the operation zone, which could entail the fol-
lowing catastrophic consequences

• entering forbidden airspace and collision with other users of the airspace[40],

• crashing into a critical infrastructure on the ground,

• crashing on a highway,

• crashing outside of the operation zone which is not free of people.

Because of the severity of these consequences, the case of the kite leaving the opera-
tion zone is defined as the top event (see also Table 4.3). Only these events which bring
the system to the specific top event are analyzed. Crashes or other undesired events
within the operation zone are not included in the FTA because their consequences are
not considered catastrophic. The fault tree is created and the component failures are
modeled for the same operational target as the FMEA: a one-week flight without pilot
intervention. Figure 4.1 depicts the complete fault tree, with 31 basic events and two
undeveloped events populating the leaf nodes. The undeveloped events “winch system
problem” and “kite damaged, not steerable” could have been broken down further to
the component level; however, within the frame of this study, instead integral probabil-
ity models are assigned to both events. The parts of the fault tree highlighted in different
colors are further detailed in Figures 4.2 to 4.5. The top event with one abstracted branch
represented by a triangle symbol is shown in Figure 4.2. The intermediate event “mal-
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 Figure 4.2

 Figure 4.3  Figure 4.4  Figure 4.5

Figure 4.1: Complete fault tree (see Figure 4.2 for symbol legend).

AND gate

OR gate

Basic event

Abstracted branch

Undeveloped event

Top event

Figure 4.2: Fault tree for the top event “Kite is outside of operation zone”.

function in tether length control” is caused by any of the four events at a lower level, i.e.,
“ground control HW problem”, “system state controller SW problem”, “winch control SW
problem” or “winch system problem”. The undeveloped event includes all other ground
components that cause a malfunction of the tether length control. A “malfunction in
tether length control” or the basic event “all tethers off” causes the intermediate event
“tether does not keep the kite in operation zone”. If this occurs with the condition “kite
steering wrong or not existing”, the top event “kite outside operation zone” is caused.
Figures 4.3 to 4.5 show fully detailed branches, ending at basic events, which are the leaf
nodes of the fault tree.

The investigated failure events and the corresponding probability density functions
are listed in Table 4.4. For all software and firmware components in the system, a con-
stant failure rate of 10−3/h is used. This value corresponds to software developed accord-
ing to DO-178C (Software Considerations in Airborne Systems and Equipment Certifica-
tion) with Development Assurance Level (DAL) D [80]. Even though no formal standard
was followed during the development of the current software, DAL-D level failure rate is
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Figure 4.3: Fault tree for the intermediate event “Communication system failure”.

considered reasonable based on the generated artifacts, test intensity, and flight hours of
the software components. Failure databases provide generic failure data collected from
a variety of sources. Weibull failure coefficients from Barringer & Associates, Inc. [81] are
a starting point for some hardware components. Some of the basic events in the fault
tree data were not available in the failure databases. For such events, expert opinion and
engineering judgment were used to estimate the failure probability. The expected mean
time to failure for a non-repairable system is abbreviated as MTTF. The Weibull proba-
bility density function is parametrized by the characteristic life (hours) η, the slope β,
and the failure-free life (hours) γ.

4.4. RESULTS

Within the scope of the FMEA, eighty different failure modes of electronic hardware and
software components are investigated. Based on the risk number calculated from Equa-
tion (4.1), a prioritized list of failure modes that could lead to potentially hazardous sit-
uations is compiled. To increase system-wide reliability and safety, the modes that can
be mitigated by an FDIR system and the modes that require a redesign of the involved
components are distinguished to meet stricter reliability standards. For example, Ta-
ble 4.5 details a flight path controller software malfunction that FDIR can mitigate. The
rows listing the residual severity, probability, and risk number indicate the improvement
the proposed mitigation measure can achieve. The specific operational target impacts
the foreseeable sequence of events and the suitable mitigation measures. For example,
certain sensor failures may be tolerable for short flights when the pilot is in the loop.
However, for one week of flight, the intervention of a pilot can not be proposed as a mit-
igation measure.

Table 4.6 shows an example of reducing the risk of a failing motor driver microcon-
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Figure 4.4: Fault tree for the intermediate event “Sensing system failure”.

Figure 4.5: Fault tree for the intermediate event “Actuation system failure”.

troller software by defining a stricter software standard, such as changing the design as-
surance level (DAL) from D to C.

The total risk number of the technology development platform calculated by the
FMEA is 569. The risk number can be decreased to 370 by applying the proposed miti-
gation measures. The maximum risk number of a single failure mode is calculated as 15,
which can be reduced by mitigation to 10. The residual severity of all individual failure
modes is below 6, which means that the proposed mitigation measures effectively pre-
vent any single failure causing the catastrophic event, which is defined as the kite leaving
the operation zone and potentially colliding with other users of the airspace or crashing
on the ground.

With the FTA, combinations of failures that cause the catastrophic event are in the
focus. Based on the fault tree illustrated in Figure 4.1, 33 different component failure
events are defined that may trigger the catastrophic event in combination. A probability
model is assigned to each of these failure events. Then, the exact probability of the catas-
trophic event is determined using the binary decision diagram (BDD) method [82] and
considering Boolean logical relationships of the failure events. Minimal cut sets (MCS)
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Table 4.4: Failure events and probability density functions used for the FTA. Hardware (HW) includes HW
power, HW data, and power cabling.

Subsystem Failure event Probability density function

Pilot offline1 MTTF( MTTF=5 )
Traction power system All tethers off2, kite mechanically detached from ground station Constant( q = 0.01 )

Kite not steerable because of structural problem Weibull( η= 200, β= 2, γ= 0 )
Communication system Communication software (SW) airborne component fails Constant( q = 0.001 )

Communication SW ground component fails Constant( q = 0.001 )
Main data-link HW airborne component fails Weibull( η= 100000, β= 1, γ= 0 )
Backup data-link HW airborne component fails Weibull( η= 100000, β= 1, γ= 0 )
Main data-link HW ground component Weibull( η= 100000, β= 1, γ= 0 )
Backup data-link HW ground component fails Weibull( η= 100000, β= 1, γ= 0 )

Sensing system Inertial measurement unit (IMU) HW fails Weibull( η= 75000, β= 0.7, γ= 0 )
IMU SW fails Constant( q = 0.001 )
Global positioning system (GPS) HW fails Weibull( η= 75000, β= 0.7, γ= 0 )
GPS SW fails Constant( q = 0.001 )
Sensor box SW problem Weibull( η= 100000, β= 0.7, γ= 0 )
Sensor box HW fails Weibull( η= 100000, β= 0.7, γ= 0 )

Actuation system Left motor HW fails Weibull( η= 50000, β= 1.2, γ= 0 )
Right motor HW fails Weibull( η= 50000, β= 1.2, γ= 0 )
Motor driver microcontroller unit (MCU) HW fails Weibull( η= 100000, β= 0.7, γ= 0 )
Motor driver MCU SW fails Constant( q = 0.001 )

Control system Flight SW problem Constant( q = 0.001 )
Primary CPU HW problem Weibull( η= 25000, β= 0.7, γ= 0 )
System state controller SW problem Constant( q = 0.001 )

Onboard power system Power board HW fails Weibull( η= 75000, β= 0.7, γ= 0 )
Maximum power point tracker (MPPT) charger HW fails Weibull( η= 100000, β= 0.7, γ= 0 )
Airborne wind turbine HW fails Weibull( η= 50000, β= 1.2, γ= 0 )
Battery pack HW fails Weibull( η= 8000, β= 2, γ= 0 )

Ground control system Winch system problem Weibull( η= 25000, β= 1, γ= 0 )
Winch control SW problem Constant( q = 0.001 )
Ground control HW problem Weibull( η= 25000, β= 0.7, γ= 0 )

Ground sensing system Wind sensor HW fails Weibull( η= 50000, β= 1.2, γ= 0 )
Wind sensor SW fails Constant( q = 0.001 )
Force sensor HW fails Weibull( η= 100000, β= 0.7, γ= 0 )
Force sensor SW fails Constant( q = 0.001 )

1 Only applicable during launching and landing, which at present state of development still requires a pilot.
2 Includes safety line.

are also extracted during the probability calculation.
In a fault tree, an MCS is the smallest combination of basic events causing the sys-

tem failure. Unlike the classical minimal cut set method, the BDD method provides exact
values for the cut set unavailability and relative importance. Unavailability is defined as
the probability that a specific cut set is in a failed state at time t , and the Vesely-Fussell
importance factor is used which is defined as the fraction of system unavailability con-
tributed by a specific cut set [79]. Table 4.7 lists the minimal cut sets, their unavailability,
and their relative importance for the technology development platform.

Figure 4.6 shows the computed unavailability of the investigated system as a function
of the days in operation.

After one week of operation, the computed unavailability is 2.75%, equivalent to a
system failure rate of 0.163×10−3/h. The minimal cut sets listed in Table 4.7 amount to
joint unavailability after one week of 2.70%, which means that these first ten cut sets
practically describe the catastrophic system failure behavior resulting from simultane-
ous component failures. At the time of writing, the commercial technology development
platform was continuously further developed, applying the insight gained from the re-
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Table 4.5: Example for the FMEA of a failure mode forming a requirement for the FDIR system.

Properties Definition

Subsystem Control system
Item Flight path controller software
Mission phase Energy harvesting
Fault mode Malfunction
Cause(s)/Mechanism short sentence about Bug in software, operating system fault, insufficient system resources, wrong task priority assignment,

wrong configuration of the operating system
The foreseeable sequence of events Motors stop functioning or wrong commands to the motors, loss of flight control
Hazardous situation Uncontrolled crash of kite inside operational zone
Harm (worst case) Injury by kite crash (operator harm)
Severity 5
Probability 3
Calculated risk number 15
Mitigation measure At FDIR Level 3, the model implemented in health supervisor detects substantial deviations from planned

flight path, overrule commanded state to “kite safe state”, kite goes into parking (see Section 3.4.5)
Residual harm (worst case) Maintenance required
Residual severity 2
Residual probability 3
Residual risk number 6

Table 4.6: Example for the FMEA of a failure mode pointing out a necessity for a stricter standard.

Properties Definition

Subsystem Actuation system
Item Motor driver microcontroller software
Mission phase Energy harvesting/landing/launching
Fault mode Failure
Cause(s)/mechanism Bug in motor driver software
The foreseeable sequence of events Loss of steering authority, tether tension can be controlled by the depower motor,

controlled immediate landing within operational zone (see Section 3.4.6)
Hazardous situation Uncontrolled crash of kite inside operational zone
Harm (worst case) Injury by kite crash (operator harm)
Severity 5
Probability 2
Calculated risk number 10
Mitigation measure Define more stringent design/development/test software standard to increase reliability
Residual harm (worst case) Injury by kite crash (operator harm)
Residual severity 5
Residual probability 1
Residual risk number 5

liability analysis step by step. As a result, some of the critical components’ design was
improved, and some FDIR system modules were implemented. Even with the partial
implementation of these measures, a reliability improvement can be recognized from
the flight logs. Figure 4.7 illustrates the increasing number of flight days per quarter and
the total accumulated number of flight days. The dashed line indicates the limit of con-
tinuous operation at around 90 days per quarter.



4.4. RESULTS

4

43

Table 4.7: First ten minimal cut sets with unavailability and Vesely-Fussell (VF) importance factor calculated
for one week of operation.

Minimal Cut Set Unavailability [%] VF Importance [%]

Ground control HW problem 1.5 48.14
Kite damaged, not steerable
All tethers off 0.51 16.21
Kite damaged, not steerable
Winch system problem 0.34 10.86
Kite damaged, not steerable
Primary CPU HW problem 0.08816 2.82
Ground control HW problem
Pilot offline
Winch control SW problem 0.05062 1.62
Kite damaged, not steerable
System state controller SW problem 0.05062 1.62
Kite damaged, not steerable
Ground control HW problem 0.04119 1.32
Power board HW failure
Ground control HW problem 0.04119 1.32
IMU HW failure
Pilot offline
GPS HW failure 0.04119 1.32
Ground control HW problem
Pilot offline
Ground control HW problem 0.03372 1.08
MPPT HW failure∑

n=10 2.69669 86.31
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Figure 4.6: Unavailability of the kite power system.
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Figure 4.7: Number of flight days for Kitepower B.V. from 2016 until 2019.
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4.5. CONCLUSIONS
System reliability, operational robustness, and safety are crucial for successfully com-
mercializing airborne wind energy (AWE). Given the technology’s inherent complexity,
these aspects must be considered early in the system design process. In this study, a
failure mode and effects analysis (FMEA) and a fault tree analysis (FTA) are combined to
assess and systematically improve the reliability and safety of a 100 kW technology devel-
opment platform, which has been derived from a well-documented technology demon-
strator with 18 kW electrical machine. Potentially hazardous situations are mitigated by
failure detection, isolation, and recovery (FDIR) using a hierarchical architecture from
the space industry that fits well with the design of AWE systems.

In the FMEA, only single failure modes are considered, one by one, proposing mitiga-
tion measures for each mode to increase the system-wide reliability and safety. With the
FTA, simultaneous failures are focused and the resulting probability of the worst-case
event is defined, The worst-case event is defined as the kite leaving the operation zone
in an uncontrolled way. The underlying fault mechanisms that can cause this event are
revealed and this information is provided to the engineering team for iterative improve-
ment of the system design. The computed probability will later be used to prove to a
certification body that the probability of harming people is below a specific limit.

At the time of writing, the commercial technology development platform was con-
tinuously further developed, and the proposed mitigation measures were only partially
implemented. For example, the holistic model-based technique at FDIR Level 3 was not
yet validated for different flight conditions, and the redesign of critical components was
not completed. Nevertheless, the initiated measures already show a clear impact, and
the uptime of the development platform is continuously increasing.
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FAULT DETECTION, ISOLATION,

AND RECOVERY (FDIR) SYSTEM

FOR AIRBORNE WIND ENERGY

SYSTEMS

5.1. ABSTRACT
Safety-critical systems are systems whose failure or malfunction may result in death, se-
rious injury of the people, loss or damage of the system, or environmental harm. Fault
detection, isolation, and recovery (FDIR) is a technique to monitor the system during
operation, identify faults that occur, pinpoint the type of fault and its location, isolate
it, and take appropriate recovery actions. An FDIR system is a significant component
of today’s safety-critical systems to mitigate the hazardous consequences of faults. This
chapter proposes a general FDIR architecture that applies to different AWES. In addition,
the chapter presents the details of a fuzzy-logic-based flight anomaly detection layer de-
veloped for flexible wing AWES. The initial flight data shows that the proposed system
can detect critical flight anomalies without generating false alarms. A similar systematic
health management system is needed to reach commercial AWES’s required reliability
and safety levels. To our knowledge, this study is the first to offer a methodology for
AWES’s health management.

5.2. INTRODUCTION
The present chapter proposes a multilayered architecture for the health management
of AWES to reach the required reliability and safety levels for commercialization. Like
space missions, AWES must perform their tasks with high autonomy under severe envi-
ronmental conditions. To achieve commercially required robustness levels, we tailored

Parts of this chapter have been published in Ref. [83].
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a hierarchical FDIR architecture for AWES, initially developed for European earth obser-
vation satellites [84]. Firstly, a set of requirements for an FDIR system is defined. These
requirements are gathered by a reliability analysis using the FMEA and FTA methods
detailed in Chapter 4. The obtained requirements mitigate the system failure cases. Al-
though we present the methodology for a specific AWE system, the flexible-wing kite
power system of the Kitepower/TuDelft (see. Chapter 3), it is generic in its setup, and it
can hence be applied to other types of AWE systems.

After presenting the high-level architecture of the AWES-tailored FDIR in Sections 5.3.1,
this work details the “flight anomaly detection” layer of the FDIR, which consists of three
decision engines. One is for checking if the kite is still under control, the second is to en-
sure that the kinetic energy level of the airborne part is below a predefined safety limit,
and the third engine is for confirming that the kite’s position is still within the opera-
tion envelope. It is considered that the proposed “flight anomaly detection system” is an
essential contribution to the AWE literature for the commercialization and certification
processes.

To our knowledge, no study to date has offered a methodology on the health man-
agement of AWES. Stoeckle[44] proposes an FDIR approach for autonomous parafoils
that resemble kites with the suspended control unit. Friedl [41] and Friedl et al. [42] in-
vestigated means to augment the flight control system using an algorithm that detects
potentially hazardous situations and reconfigures the system to ensure safe operation.

5.3. OBJECTIVES
Objective of this chapter is to propose an FDIR approach for airborne wind energy sys-
tems to reach publicly acceptable and commercially feasible reliability and safety levels.
Maximum acceptable failure probabilities are;

– catastrophic failure condition of 10−8 per flight hour (pfh),

– and hazardous failure condition of 10−7 pfh

assumed according to Salma et al. [40]. These requirements are further discussed in
later chapters (See Section 6.7).

These safety and reliability requirements need to be breakdown for sub-systems and
reliability scheme designed accordingly. In practice, FDIR requirements are derived from
the safety analyses of the systems. As a case study, safety analyses for the flexible-wing
kite power system of the Delft University of Technology and Kitepower B.V is conducted.
This chapter elaborates on implementing and validating the proposed FDIR architec-
ture.

The first three layers of the proposed FDIR are to increase the availability and robust-
ness of the system. The safety design target of FDIR is to prevent the catastrophic failure
scenarios that are identified by FTA (Fault tree analysis) and FMEA (Failure mode and
effect analysis) in Chapter 4.

5.3.1. FAULT DETECTION, ISOLATION AND RECOVERY
Fault detection, isolation, and recovery are integral parts of the fault management strat-
egy because they implement the mitigation measures proposed by the reliability analy-
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ses. A generic high-level FDIR functionality for AWE systems is outlined in Table 5.1.

Table 5.1: Generic high-level FDIR functionality required for AWE systems.

Fault Detection

HW/SW interface communication problems
SW faults
Flight pattern tracking anomalies
Winch command anomalies
Tether force anomalies
Onboard power system anomalies
Ground-to-air communication anomalies
Reaction to steering command anomalies
HW faults
Sensor data anomalies

Isolation

Detach faulty sensor
Detach faulty actuator
Stop recurring faults

Recovery

Reconfigure SW modules
Reconfigure HW modules
Generate safe winch command
Generate safe flight trajectory
Generate safe steering command
Generate safe kite state
Generate safe steering command and immediate landing
Cut safety line and emergency landing
Acquire data from redundant or different sensors

A minimal implementation complexity should be chosen for several reasons. Firstly,
this generally reduces the effort to validate the implemented FDIR system. In most cases,
physical models that can be part of such a system are validated only for nominal oper-
ation, with often insufficient prediction quality for off-design scenarios resulting from
anomalies. An example is the inability to predict the behavior of the wing because of the
damaged bridle line system.

Secondly, the system’s overall complexity has to be manageable, and the reliability of
the FDIR system should be greater than the system under monitoring. Therefore, detec-
tion mechanisms are designed only for failure modes identified by the FMEA and FTA.
For the same reason, the mitigation measures are grouped as much as possible, using a
joint FDIR implementation per group.

A hierarchical FDIR architecture is adopted from the space domain[84] because it
fits well with the investigated AWE system. Satellites, for example, have high-reliability
requirements, incorporate a safe mode, and use holistic anomaly detection. The layered
structure supports a clear organization of tasks and helps in the identification of all pos-
sible failures. The modular and distributed architecture at low levels is straightforward
to maintain in case of design changes. We implement this architecture with five hierar-
chical levels where each level represents a different way of monitoring and detection, as
illustrated in Figure 5.1.
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Figure 5.1: Hierarchical FDIR architecture.

Items represent the smallest functional units associated with the lowest FDIR level,
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followed by equipment, subsystems, and the entire system at successively higher levels.
With the FDIR level, the criticality of the inspected faults increases. Fault monitoring
and detection start at the lowest level. Higher levels are triggered only after activating
the lower level several times without correcting the fault. The five levels are introduced
in the following.

• Level 0 performs built-in monitoring at the item level. Some functional units must
be capable of recovering autonomously from faults without affecting the system’s
performance. This autonomy is necessary, especially if the recovery time for a spe-
cific defect is critical. Software and hardware watchdogs in microcontroller boards
are typical examples of Level 0 FDIR.

• Level 1 monitors the system at the equipment level for units that can not detect
and recover autonomously from faults. At this level, the subsystem performs de-
tection, recovery, and isolation (if required). Switching from a faulty sensor to
a redundant one or deriving the data from a different sensor(s) are examples of
Level 1 FDIR. For the subsystems, inputs and outputs are checked by the Level 1
FDIR concerning data consistency (continuity and frequency checks), measure-
ment consistency (range check, rate check, comparison with a redundant sensor),
and command consistency(command timing and feedback).

• Level 2 monitors the system performance at the subsystem level. Faults that can-
not be localized at lower levels are caught at this level. The total current flow mon-
itoring from the KCU onboard power subsystem and reconfiguring the subsystem
in case of a fault is an example of Level 2 FDIR.

• Level 3 monitors the system performance at the system level. One or more faults
that could not be recovered at the lower levels are caught by the Level 3 FDIR if it
affect the system’s performance. Heuristic methods [85] or model-based methods
[86] are used for detecting such a system-wide anomaly. In general, the flight dy-
namics response of the kite to steering commands is a good indicator of the overall
health status of the airborne subsystem. In our study, an empirical correlation [74]
between the turn rate of the kite and the steering actuation is used for the Level 3
FDIR implementation. This correlation has to be determined by system identifi-
cation for each kite, also considering the dependency on the depower setting.

• Level 4 performs hardware-only monitoring at the system level to protect the sys-
tem from catastrophic events. There are no recovery or isolation actions at this
level. An example of such a hardwired system-level alarm is cutting the tether for
a controlled landing in the event of losing control.

Levels 3 and 4 are centralized and monitor the entire system by applying a holistic
perspective. For example, the failure event “kite leaves operation zone but causing fault
not identified” is handled at Level 3. In contrast, Levels 0, 1, and 2 are decentralized.
Each subsystem has its FDIR component, which may consist of levels 1 and 2. Similarly,
items may have their Level 0. FDIRs for each subsystem do not necessarily include all
three levels. The composition of the levels, including the fault detection sensitivity, shall
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be determined according to the risk coefficient of the fault, which the FMEA determines.
Thus, detection mechanisms only at higher levels, e.g., Levels 3 and 4, may be sufficient
for non-critical faults.

FDIR Level 3 and FDIR Level 4 run independently from the flight software because
these layers directly affect the system safety factor. Data to be used for flight anomaly
detection have to be trustworthy. As inputs, angular and linear acceleration measure-
ments, position data, and steering motor commands are considered sufficient for the
proposed system.

In the kite power system, there is more than one accelerometer for redundancy pur-
poses. The anomaly detection system uses the same consolidated acceleration data as
the flight control system. Critical sensor data loss recovery is handled in the lower levels
of FDIR. If the critical sensor’s recovery is not possible, a flight anomaly alarm is triggered
to terminate the flight.

A "false positive FDIR alarm" means FDIR wrongly reports an error even if there is
no fault in the system. And, a "false negative FDIR status" means the FDIR misses a
fault that should have been detected by the FDIR. Low false alarm rates are critical for
FDIR Level 3 and Level 4 because false-positive alarms may decrease the system’s avail-
ability by triggering an emergency landing when unnecessary. On the other hand, false
negatives may cause hazardous consequences if the FDIR system does not command an
emergency landing when it has to.

Three main criteria have been defined to decide whether the operation is safe during
the flight. These are; (i) Kite shall be under control, (ii) the kinetic energy of the kite shall
not exceed a predefined limit (iii) the kite shall be in the allowed operation zone.

Violating any of the abovementioned criteria is sufficient for triggering the anomaly
detection alarm. A time-triggered filter is used to filter out false alarms. Thus, the vio-
lation should last a predefined period of time to raise the anomaly flag. The high-level
architecture of the flight anomaly detection system is shown in Figure 5.2.

Time-triggered filter (1 s) Anomaly
flag

Kite energy envelope check

Kite controllability check

Kite position envelope check

Steering input

Kite yaw rate

Kite linear
velocity

Kite angular
velocity

Kite position

Ground station
position

Figure 5.2: High-level architecture of the kite anomaly detection system.

1. Kite controllability:
Steering, altitude, and the attitude of the kite need to be controllable at any mo-
ment under any environmental condition. An independent system is considered
necessary to check if the flight control system can control the system as expected.
This detection module is system-specific and should be designed considering the
dynamics of AWES. As an example controllability check, a fuzzy logic expert sys-
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tem using a Mamdani fuzzy inference engine is presented [87] for steering anomaly
detection. Mamdani systems incorporate expert knowledge in the form of IF-
THEN rules expressed in natural language. The proposed fuzzy engine uses the
steering motor command and the yaw-rate response of the kite to decide whether
the kite is still under control. The positive correlation between the steering input
and the yaw-rate measurement is presented in [74].

Implementation and working details of the proposed fuzzy interference system
can be found in [88]. In the scope of this work, the following essential application-
specific definitions are provided.

(a) Definitions of the fuzzy rules considering the relationship between the in-
puts and outputs
As detailed in [74], the correlation given in Equation (5.1) was found using
system identification methods. While C1 and C2 are kite specific parameters
dependent on mass, geometry and power setting, the term g ·y(K ) relates to
the angle between the gravity vector and the y(K ) axis.

rK =C1vn
a uS +C2

g ·y(K )

g
(5.1)

Considering the correlation between steering input and corresponding yaw
rate response, the fuzzy relationship shown in Table 5.2 is defined between
the input variables and the output variable “steeringAnomalyDegree”:

(b) Definition of the input membership functions, to fuzzify the inputs
Five triangular membership functions are defined both for the steering and
yaw-rate inputs. These inputs are “negative high”, “negative medium”, “low”,
“positive medium”, and “positive high”. Membership functions against the
input values are defined as shown in Figure 5.3 and Figure 5.4.
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Figure 5.3: Membership functions for the fuzzification of steering input.

(c) Definition of the output membership functions, to de-fuzzify the output
To acquire the real anomaly value, the defuzzification of the “steeringAnoma-
lyDegree” is implemented with the membership function shown in Figure
5.5.
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Table 5.2: Mamdani fuzzy interference engine rules between the inputs and outputs.

IF (steering command) AND (yaw rate measurement) THEN: (anomaly result)
negative high negative high normal
negative high low anomaly
negative high positive high anomaly
negative high negative medium warning
negative high positive medium anomaly

negative medium negative high warning
negative medium low warning
negative medium positive high anomaly
negative medium negative medium normal
negative medium positive medium anomaly

low negative high anomaly
low low normal
low positive high anomaly
low negative medium warning
low positive medium warning

positive medium negative high anomaly
positive medium low warning
positive medium positive high warning
positive medium negative medium anomaly
positive medium positive medium normal

positive high negative high anomaly
positive high low anomaly
positive high positive high normal
positive high negative medium anomaly
positive high positive medium warning

Anomaly degree values of 0.8 or greater are set as alarm-triggering conditions
for flight anomaly.

2. Safe position envelope:
Tether length limits the operation volume of the kite. A kite must always be con-
nected to the ground to have a safe operation. In the case of tether rapture, the
kite can fly away and may cause catastrophic consequences 4. Position control to
ensure that the kite is always in the operation zone is implemented to mitigate the
risk of catastrophic events.

3. Safe energy envelope:
If the kite is “out of control”, the possible damage level is directly proportional to
the kinetic energy of the kite. Therefore, the kite shall have an energy level below
a predefined threshold to operate safely. If total kinetic energy exceeds the limit,
immediate actions must be taken. The total kinetic energy of the kite is defined as
the sum of translational and rotational contributions

Ek =
1

2
mkv2

k +
1

2
ω⊤

k · Ik ·ωk, (5.2)

whereωk is the angular velocity of the kite and Ik the constant inertia tensor.

5.4. RESULTS
Calibration and validation of the proposed anomaly detection system are done with ac-
curate flight data. At the time of this work, the system is tested with five flight logs with
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Figure 5.4: Membership functions for the fuzzification of yaw-rate measurement.
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Figure 5.5: Membership functions for the defuzzification of anomaly degree output.

a total flight time of approximately 14 hours. The system is designed to work only in
power generation mode. Since the mode of operation data was not recorded in the flight
logs, only the data that the kite had an altitude of 100 m or above was considered valid.
When the kite’s altitude is below 100 m, it is considered either on the ground or in take-
off/landing mode, so anomaly detection is not enabled.

Two of the five flight logs are selected from nominal flights. The other three test flight
logs have stall events. Stall event cases are selected to verify the fuzzy logic engine de-
veloped for checking the kite controllability criteria. Meaningful results for two nominal
flights and stall events are similar. Therefore, only one of the nominal flight cases and
one of the non-nominal flight cases are presented.

5.4.1. RESULTS FOR THE NOMINAL FLIGHT CONDUCTED ON 2019.11.29:
KITE CONTROLLABILITY:
The anomaly detection system is fed with recorded original flight data. System-wide
anomaly detection is never triggered for the given nominal flight test case. The output of
the fuzzy engine exceeded the predefined threshold value(0.8) 12 times in the total of 3
hours and 17 minutes of flight time. However, these overshoots never lasted longer than
1 second. Consequently, values over the thresholds were considered false alarms and
filtered out by the time trigger filter, set to one second. Table 5.3 shows eliminated false
alarms with the highest anomaly scores. It is assessed that unexpectedly high anomaly
scores were because of the latency between the steering input and its corresponding
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Table 5.3: Highest anomaly scores in the nominal flight which are filtered out by time trigger filter. r

Simulation time stamp Steering input Yaw rate Anomaly degree
(ms) [-100,100] (rad/sec) [0,1]

4402.92 65.13 0 0.8943
4403.02 64.22 0 0.8943
4480.42 64.98 0 0.8943
4480.52 64.00 0 0.8943
3833.83 -65.82 5.1816e-07 0.8943
1331.37 -64.00 -1.9129e-05 0.8943
1331.47 64.00 -1.9129e-05 0.8943

Table 5.4: Maximum observed kinetic energy levels for nominal flight case.

maximum observed value (kJ)
Transitional kinetic energy 46.18
Rotational kinetic energy 1.25

yaw-rate feedback.
The histogram of the fuzzy engine output values for the conducted nominal flight is

shown in Figure 5.6.
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Figure 5.6: Anomaly degree level distribution for a nominal flight case.

ENERGY ENVELOPE:
The maximum allowed kinetic energy is set to 100 kJ considering the potential damage
impact of an AWES for the worst-case scenario [40, 83] and the energy-based airworthi-
ness categorization for civil unmanned aircraft systems proposed in [89].

Table 5.4 shows the observed maximum translational and rotational kinetic energy
levels. Even in the worst case, the total energy level is still in the allowed range with a tol-
erance of 52 percent. It is also observed that even with a cautious inertia tensor assump-
tion, rotational kinetic energy is negligible compared to translational kinetic energy in
the nominal flight case.
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POSITION ENVELOPE:
Considering only the data which kite has an altitude of 100 m or above, the calculated
kite distance to the ground station varies between 362 and 201 m. Given that the max-
imum allowed distance was set to 495 m, considering 450 m of tether length and 10
percent measurement error tolerance, the kite was always in the “safe” operation zone.
Thus, an anomaly alarm due to position envelope violation is never triggered.

5.4.2. RESULTS FOR NON-NOMINAL FLIGHT CONDUCTED ON 2019.09.03:
KITE CONTROLLABILITY:
According to the flight logs written by the test team, an unexpected flight anomaly oc-
curred. Later investigations show that this was due to testing new power parameters in
the control system. The operator reported that the kite was almost going to the front
stall, but it managed to recover itself after causing an overshooting of the tether. Figure
5.7 shows the steering command input, corresponding yaw rate response, and simu-
lated output of the kite controllability check during the anomaly. The control loss alarm
was triggered three times, and all alarms lasted longer than 1 second. Thus, these three
alarms pass the time trigger filter and generate system-wide anomaly alarms to take
emergency actions. As seen in the graphic, the first alarm lasted about 5 seconds. More-
over, the second detection lasted about 7 seconds, and the final one lasted about 15 sec-
onds s until the system recovered itself.

Nineteen s after the recovery, the kite goes to the front stall again, which triggers
the existing safety release mechanism for a smooth kite landing. Figure 5.8 shows the
data of the second stall case. As expected, the controllability anomaly detection system
was triggered many times over one second, sufficient to enable system-wide anomaly
actions.
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Figure 5.7: Steering input command (%), yaw-rate response (rad/sec), and simulated controllability anomaly
result (1/0) during the first stall case.
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Figure 5.8: Steering input command (%), yaw-rate response (rad/sec), and simulated controllability anomaly
result (1/0) during the second stall case.

ENERGY ENVELOPE:

Rotational and translational energy levels are shown in Figure 5.9. Since the total en-
ergy level is below the allowed kinetic energy threshold(100K Joule), an anomaly alarm
is never triggered because of kinetic energy envelope violation.
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Figure 5.9: Rotational and translational kinetic energy levels for the non-nominal flight case.

POSITION ENVELOPE:

Kite distance to the ground station varies between 128 and 344 m. No anomaly alarm
was triggered because of the violation of the position envelope.
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5.5. CONCLUSIONS
AWE systems are operationally more complex than conventional wind turbines. There-
fore, a systematic safety engineering approach is necessary to reach the required safety
and reliability levels. In this chapter, we have presented a multi-layered fault detection,
isolation, and recovery (FDIR) architecture that is specifically tailored to AWES. The first
results of the flight anomaly detection layer of FDIR have been presented in this work. At
the time of this work, the “flight anomaly detection” layer of the proposed architecture
is tuned and tested with limited flight data with promising results. The data shows that
the proposed system can detect critical flight anomalies without generating false alarms.
However, the target is well-tuning the system with more flight data until the expected
confidence level for the anomaly detection rates is reached.
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REGULATORY PROCESS AND

PERMITTING OF AIRBORNE WIND

ENERGY SYSTEMS

6.1. ABSTRACT
Safety is a major factor in the permitting process for airborne wind energy systems. To
successfully commercialize the technologies, safety, and reliability must be ensured by
the design methodology and must meet accepted standards. Current prototypes op-
erate with special temporary permits, usually issued by local aviation authorities and
based on ad-hoc safety assessments. There is no standard view on regulation at the na-
tional or international levels. This chapter investigates the place of airborne wind energy
systems in the airspace and possible aviation-related risks. Then, the required reliabil-
ity level for commercial AWES has been discussed quantitatively. Then, the parties that
may have a role in the airworthiness certification are investigated. Current and expected
international airspace regulations are reviewed that can be used to find a starting point
to evidence the safety of airborne wind energy systems. The chapter concludes with a
recommended way forward for the certification of commercial AWES.

6.2. INTRODUCTION
The main system components are one or more flying devices, tethers, and the energy
conversion system, which can be part of the flying device or a ground station. The
flight control system can be either part of the flying device, a separate airborne device,
or part of the ground station. Implemented prototypes are thoroughly classified in [5].
Although existing standards can be partially applied to some of the components, such
as the low voltage directive (LVD) 2006/95/EC for electrical installation and machine
directives 2006/42/EC or IEC 61400 for wind turbines, there are no standards for the

Parts of this chapter have been published in Ref. [40].
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tether and the flying devices. This chapter investigates the applicability of existing rules
and standards whose objective is to manage aviation-related risks. In essence, these
standards define the acceptable risks to other airspace users, people, and property on
the ground, often denominated as third-party risks. This chapter aims to provide an
overview of the current situation of AWE applications from the aviation perspective and
outline a permitting and certification approach for different AWE systems.

Ampyx Power was one of the early movers in this area and pursued the European Avi-
ation Safety Agency (EASA) the certification of a utility-scale, grid-connected rigid glider.
This chapter aims to position the experience of Ampyx Power in the broader context of
commercial-scale AWE systems of any design. This study is restricted to systems whose
operation requires permitting by aviation authorities and takes place near populated ar-
eas and critical infrastructure. In other words, this chapter considers only deployment
scenarios which create an actual safety risk. It is assumed that the commercial opera-
tions for which a permit is sought initially occur over land restricted to qualified per-
sonnel. The focus is on the European regulatory framework and those AWE systems for
which the current unmanned aerial vehicle (UAV) regulations seem most appropriate as
a starting point. We merely provide the basic context for other cases.

The chapter is structured as follows. Section 6.3 describes the commonly used terms
in the study, such as “regulation”, “certification” and “flying permit”. In Sect. 6.4, it is ex-
plored the perspective for a large-scale deployment of such prototypes, and for this, the
place of the AWE applications in the airspace is studied. Possible interference between
AWE systems and current aviation activities is described. In Section 6.5, the civil aviation
authorities, which would most likely be important in the regulation-making process, are
introduced. The Section 6.6 highlights three possible starting points to obtain operation
permits for AWE prototypes. The first is unmanned aerial vehicle (UAV) registration,
the second is air navigation obstacle registration, and the third is tethered gas balloon
registration. Concerning UAV regulations, the current certification framework and fu-
ture expectations are described, highlighting different views of aviation authorities on
tethered aircraft. Concerning air traffic obstacle regulation, ICAO rules for air traffic ob-
stacles that might apply to AWE applications are referenced. Lastly, yet importantly, we
assess in Section 6.7 different permitting and certification paths for AWE systems in the
light of current regulations and future projections.

6.3. CONCEPTS OF REGULATION, CERTIFICATION AND FLYING

PERMIT
As a starting point, how regulation, certification, permitting, and standards related to
each other are described in the European context. The relevant overarching European
laws are the Regulation (EC) No. 216/2008 [90], which distributes the responsibilities
between EASA and the national aviation authorities (NAA), defines the mechanism of
certification and lists the high-level airworthiness requirements, as well as Commission
Regulation (EU) No. 748/2012 [91], which implements Part 21, the globally agreed re-
quirements for certification in aviation. The Certification Specification (CS) and Special
Conditions (SC) are type-specific soft regulations for airworthiness (incl. safety through
the respective articles 1309), and suitable starting points for tailoring. Certification is
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done concerning a certification basis agreed between the applicant and aviation author-
ity: a selection and tailoring of the appropriate CS/SC and definition of an acceptable
means of compliance, using e.g., ARP/ED standards.1 A Permit to Fly is given by the
NAA for small, experimental, or developmental systems. The necessary airworthiness
and safety evidence shall be approved by a certification body or a qualified entity (this
may be as part of a certification trajectory but does not have to be). The key question
addressed here is: can the system be flown safely? The NAA, in addition, considers local
constraints and operational safety.

6.4. AWE SYSTEMS IN THE AIRSPACE
Aviation authorities divide the airspace into segments. These segments are called classes
and labeled with the letters A through G. Each class has its own rules. For example, in
Class A, all operations must be conducted under instrument flight rules (IFR) and air
traffic control (ATC) clearance is required for flights. Even though most countries adhere
to ICAO standard rules for classes, individual nations can adapt the rules to their own
needs. Current AWE system prototypes operate in Class G airspace, usually near the
ground. Figure 6.1 shows the separation and Class G airspace. Class G is typically up

CLASS B

CLASS C

CLASS E

CLASS D

CLASS GCLASS GCLASS G

Nontowered
Airport

14,500 MSL
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CLASS A
18,000 MSL
FL 600

Figure 6.1: Airspace separation and Class G airspace by FAA. [92]

to 1200 feet above ground level (AGL). However, Class G can be limited to 700 feet AGL
if there is an airport close by, which requires Class B airspace in its vicinity, as shown
in Fig. 6.1. Class G is known as uncontrolled air space. There are no specific aircraft
equipment or pilot specifications to enter Class G. Moreover, no ATC communication is
required to fly in Class G. Although Class G is uncontrolled, civil aviation rules remain
valid. There are visibility and cloud clearance requirements for flights in Class G, and
most flights operate under visual flight rules, meaning that separation is based on the
“see and avoid” principle. Since class G airspace is open to all users; AWE systems and
aircraft interference is possible.

In addition to interference risk, there are other aviation-related risks posed by AWE
systems. For example, uncontrolled crash (while the tether is attached or not) or uncon-

1The acronym ARP stands for Aerospace Recommended Practices and the acronym ED stands for EUROCAE
(European Organisation for Civil Aviation Equipment) Document.
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trolled departure from the designated flight area (with the tether partly attached or also
detached) are the aviation risks that have to be managed.

6.5. RELEVANT AVIATION CERTIFICATION BODIES
This section discusses the regulatory bodies that provide safe aviation and civil airspace
rules. There are national aviation organizations as well as international aviation orga-
nizations that strive to harmonize aviation rules in order to facilitate international air
travel. These organizations all could have a role in the AWE-relevant rule-making pro-
cess.

6.5.1. INTERNATIONAL CIVIL AVIATION ORGANIZATION (ICAO)
The ICAO was founded in 1944 upon the signing of the Convention on International Civil
Aviation, commonly known as the Chicago Convention. Since 1947, the organization
has worked with the Convention’s 191 Member States and global aviation organizations
as specialized United Nations (UN) agency. ICAO develops International Member states
use standards and Recommended Practices (SARPs) as a framework for their aviation
law-making processes.

6.5.2. FEDERAL AVIATION AUTHORITY (FAA)
The FAA is the civil aviation agency of the United States Department of Transportation.
The agency makes Federal Aviation Regulations (FARs) and puts them into practice to
ensure the safety of civil aviation within the United States. The FAA is authorized to
certify a civil aircraft for international use.

6.5.3. EUROPEAN AVIATION SAFETY AGENCY (EASA)
The EASA was established in 2002 by the European Commission (EC) to ensure the safety
of civil aviation operations. The agency advises the EC and European Union member
states (EU) regarding new legislation. EASA, next to the FAA, is a second agency autho-
rized to certify civil aircraft for international use.

6.5.4. NATIONAL AVIATION AUTHORITY (NAA)
The national regulatory body responsible for aviation is denoted as NAA or Civil Aviation
Authority (CAA). These authorities make national legislation in compliance with ICAO
SARPs.

6.5.5. JOINT AUTHORITIES FOR RULEMAKING ON UNMANNED SYSTEMS

( JARUS)
The JARUS is a group that consists of experts from national aviation authorities or re-
gional aviation safety organizations that aim to define the certification requirements for
UAVs to integrate them safely to the current aviation system. JARUS defines its objective
for UAVs as follows [93]:

...to provide guidance material aiming to facilitate each authority to write
their own requirements and to avoid duplicate efforts.
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Working groups in JARUS publish recommended certification specifications for inter-
ested parties such as ICAO, EASA, and NAAs.

6.5.6. AIRBORNE WIND EUROPE

Airborne Wind Europe is the association of the European airborne wind energy indus-
try. It aims to represent the interests of the airborne wind energy industry and academia
to decision-makers in politics and business, to provide reliable and high-quality infor-
mation and data on airborne wind energy. It coordinates the industry at all levels. It
consists of different working groups. Relevant to this chapter, the working group “AWE
Safety and Technical Guidelines” aims to define ways to conduct the permitting process
in cooperation with airspace authorities efficiently. "AWE Safety and Technical Guide-
lines" working group recently published agreed Key Safety Principles for operation [50].
Working group works also on defining Concept of Operations (CONOPS) [51] accord-
ing to the "Specific Operations Risk Assessment" (SORA) Guidelines by JARUS [94]. This
work can be considered a starting point for Chapter 7 in this thesis.

6.6. REGULATIONS FOR AIRBORNE WIND ENERGY SYSTEMS
At the time of this study, there is no directly applicable regulation for AWE technolo-
gies. However, regulations for UAVs, air traffic obstacles, or unmanned balloons are
available as a starting point for tailoring to the specifics of a selected AWE architecture.
This section summarizes current regulations for unmanned aerial vehicles from different
regulatory bodies, air traffic obstacle regulations, and tethered gas balloon regulations.
Similar-looking AWE systems can be categorized differently depending on the modes
of operation, the inherent safety measures, and the proper starting point should be se-
lected accordingly, together with the responsible aviation authority. Note that our focus
is mainly on the developing UAV regulation since we expect that most tethered aircraft
that will have the ability to (aerodynamically) leave their restricted safe area as a result
of a single tether failure will be considered unmanned aircraft. Hence, for those systems,
the UAV regulation seems the most appropriate starting point.

6.6.1. REGULATIONS FOR THE UNMANNED AERIAL VEHICLE CATEGORY

Unmanned aerial vehicles were first used in the military sector. The technology then
evolved also for civil applications, and nowadays, there are already many commercial
products on the market, such as UAVs for high-quality aerial photography or 3D map-
ping. However, the increasing interest in UAVs has also led to a rise in safety concerns.
Consequently, national aviation agencies and international organizations have directed
their attention to developing certification processes, regulations, and standards for UAVs,
including those related to airworthiness. One of the main challenging factors for UAV
regulation is the wide variety of systems in the UAV domain. For instance, the UAV con-
cept includes devices from micro UAVs, which are extremely lightweight (e.g., 16 grams
[95]) to High Altitude Long Endurance (HALE) class UAVs up to 14 tons [96]. Conse-
quently, there is no consensus on a classification method which is able to cover this
broad range yet. Several different classification approaches have been proposed for
UAVs, such as classification according to aircraft weight, avionics complexity level, air-
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craft configuration (number and type of engines, etc.), aircraft speed, operation purpose
(e.g., aerial work), operation airspace (segregated, non-segregated), overflown area, ki-
netic energy, operational failure consequence, and operation altitude.

The first publicly accepted standardization agreement, the STANAG 4671 [97] com-
piled by the North Atlantic Treaty Organization (NATO), was a significant step forward
in UAV registration, even though it is limited to military UAVs. The standard is based on
EASA’s CS-23 [98] civil airworthiness code. In addition to CS-23, STANAG 4671 includes
subparts specific to UAVs, such as ground control stations and datalink. The standard
provides a broad range of requirements for flight, aircraft structure, design, construc-
tion, power plant, equipment, command and control, and the control station. How-
ever, the standard only addresses fixed-wing UAVs weighing 150 and 20,000 kg. As a re-
sult, a considerable number of UAV types are not covered by the standard, among which
the designs that are not structurally similar to conventional aircraft. With the following
STANAG 4703 [99], the NATO Standardization Agency (NSA) defined the airworthiness
requirements also for lighter military UAVs whose take-off weight does not exceed 150
kg.

As of 2022, required rules for integrating UAVs in civil airspace are still subject to
change, and different certification proposals from different certification authorities ex-
ist. In addition, it is known that a limited number of UAV applications are certified for
civil operations by FAA and EASA with a case-by-case risk evaluation and only for specific
operations. Depending on the definition of UAV in the upcoming regulations by differ-
ent aviation authorities, some of the AWE applications may fall into the UAV category.
In the following, the possibilities in the light of current regulations, known regulatory
views, and the published regulatory proposals will be explored.

For AWE applications falling in the UAV category, an airworthiness certificate would
be sought for commercial operation. Currently, two types of airworthiness certificates
are typical for manned aviation namely standard airworthiness certificate and restricted
airworthiness certificate. In contrast to the standard airworthiness certificate, the re-
stricted airworthiness certificate has operational limitations, such as restrictions on ma-
neuvers, speed, activities undertaken, or where the flights may be conducted. According
to the first drafts of the UAV certification method proposals, a similar type scheme (stan-
dard and restricted airworthiness) will be used for UAVs. Considering that current AWE
applications have particular characteristics, such as being tethered to a ground station
or operating in a specific area, it can be expected that the restricted type-certificate will
apply.

ICAO REGULATIONS FOR UNMANNED AERIAL VEHICLES

On 7 March 2012, ICAO adopted Amendment 6 to the International Standards and Rec-
ommended Practices, Aircraft Nationality, and Registration Marks are identical to Annex
7 to the Convention on International Civil Aviation (also known as the Chicago Con-
vention). This revision included UAVs as remotely piloted aircraft (RPA), defining an
RPA as “an unmanned aircraft which is piloted from a remote pilot station” [100]. At the
same time, Amendment 43 to Annex 2 “Rules of the Air” to the Chicago Convention was
adopted. This amendment stipulates that an RPA shall be operated in such a manner as
to minimize hazards to persons, property, or other aircraft. Amendment 43 is the first
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regulation by ICAO that introduces the operation of remotely piloted aircraft systems
(RPAS) in the Chicago Convention.

The current regulation [101] requires certification of all types of aircraft that intend
to fly in controlled and uncontrolled airspace, even though the certification framework
for UAVs is not clear in Chicago Convention yet. In March 2011, ICAO published Circular
328 specifically addresses “Unmanned Aircraft Systems (UAS).” [102]. This circular aims
to establish a basis by properly defining the new technology clarifying the differences
between unmanned and manned aircraft. In March 2015, Circular 328 was superseded
by the “Manual on Remotely Piloted Aircraft Systems (Doc 10019)” [103]. The following
excerpts from this document are deemed representative of ICAO’s current perspective
on UAVs [103, Chap. 1, Sect. 6]

1.6.3 These hazards relate to all RPAS operations irrespective of the purpose
of the operation. Therefore, unless specified otherwise, the recommenda-
tions in this manual apply equally to commercial air transport and general
aviation, including aerial work operations conducted by RPAS.
1.6.4 In order for RPAS to be widely accepted, they will have to be integrated
into the existing aviation system without negatively affecting manned avi-
ation (e.g., safety or capacity reduction). If this cannot be achieved (e.g.,
due to intrinsic limitations of RPAS design), the RPA may be accommodated
by being restricted to specific conditions or areas (e.g., visual line-of-sight
(VLOS), segregated airspace or away from heavily populated areas).

and further [103, Chap. 2, Sect. 2]

2.2.7 Categorization of RPA may be useful for a proportionate applica-
tion of safety risk management, certification, operational, and licensing re-
quirements. RPA may be categorized according to maximum take-off mass
(MTOM), kinetic energy, various performance criteria, type/area of opera-
tions, and capabilities. Work is underway in many forums to develop a cate-
gorization scheme.

Autonomous unmanned aircraft and their operations, including unmanned free bal-
loons or other types of aircraft which cannot be managed on a real-time basis during
flight is not in the scope of Doc 10019. At the time of writing, there are no rules for AWE
applications or tethered aircraft in the ICAO regulations.

EASA REGULATIONS FOR UNMANNED AERIAL VEHICLES

EC-2008 is the European Union’s law that converts the ICAO SARPs to the EU structure,
describing the responsibilities of EASA and NAAs [90]. Annex II of EC-2008 defines the
exceptional cases which are outside EASA’s area of responsibility. For example, the fol-
lowing cases do not lie within the responsibility of EASA2:

(b) aircraft, specifically designed or modified for research, experimental
or scientific purposes, and likely to be produced in very limited numbers...

...(I) unmanned aircraft with an operational mass of no more than 150
kg

2In this and the following quotations, the emphasis is added by the authors
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NAAs of member states are responsible for the regulation of these cases. Apart from
the exception mentioned above cases, EASA makes common European rules for UAV
certification.

One of the important steps in civil UAV airworthiness certification is the interim Pol-
icy Statement EASA E.Y013-01 [104], which is still in use and aims at protecting people
and property on the ground but not the UAV itself. The policy provides a kinetic energy-
based classification method and a systematic certification guideline that suggests tailor-
ing fixed manned aircraft certification regulations. According to the tailoring principle,
class determination has to be done as a first step using the kinetic energy evaluation
method defined in the regulation. Then, a tailoring process is required, adjusting an
existing certification specification for a conventional aircraft in the same kinetic energy
class as the new type intended to be certified. During this process, each requirement of
the existing certification specification has to be reviewed, and its applicability to the new
type has to be evaluated. Depending on the new type, special conditions may be added.
These conditions may provide a starting point for future applicants. It is further stated
in the policy [104, Paragraph 21A.17]

At an applicant’s request, the Agency may accept USAR version 3, STANAG
4671, or later updates, as the reference airworthiness code used in setting
the type certification basis

It should be noted that Ampyx Power and EASA have concluded that the tethered air-
craft of Ampyx Power resembles more an unmanned glider than the typical tactical UAV
that STANAG 4671 is templating. Therefore, the company has chosen to tailor CS-22 for
its airworthiness baseline. These examples show EASA’s willingness to accept the most
suitable pre-existing airworthiness certification standard as a starting point for the tai-
loring process. The EASA E.Y013-01 has been amended regarding system safety to cover
the class of very light aircraft (VLA) by Special Condition SC-RPAS.1309 [105], leaning on
CS23.1309 [98]. Ampyx Power also adopted this amendment as a starting point for the
system safety.

The EASA E.Y013-01 guides restricted-type certificates and standard type certificates
for UAVs. However, it does not regulate public operations such as UAVs used by the mili-
tary, police, or firefighting departments. Regarding mass criteria, EASA advises the NAAs
of member states to develop their regulations for UAVs lighter than 150 kg. Due to this
rule, current laws for light UAVs in European countries are not harmonized, and some
countries do not yet have regulations.

EASA publishes the drafts of amendments to ICAO regulations as Notice of Proposed
Amendment (NPA) to collect member states’ comments. In September 2014, the agency
published the NPA-2014-09 with the first mention of operations of tethered aircraft [106].
In this notice, EASA identifies the tethering of the aircraft as a recognized mode of oper-
ation for remotely piloted aircraft

TAXONOMY OF OPERATIONS
RPA typical flight pattern may comprise a wide range of scenarios, which

could be categorized into the following types of operations:
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(a) Very low level (VLL) operations below the minimum heights prescribed
for normal IFR or VFR operations: for instance, below 500 ft (≈ 150 m) above
ground level (AGL); they comprise:

(1) operations of tethered aircraft;
(2) Visual line of sight (VLOS) within a range from the remote pilot in

which the remote pilot maintains a direct, unaided visual contract with the
RPA and which is not greater than 500 m;

(3) Extended visual line of sight (E-VLOS) where the remote pilot is sup-
ported by one or more observers and in which the remote crew maintains a
direct, unaided visual contract with the RPA;

(4) Beyond VLOS (B-VLOS), where neither the remote pilot nor the ob-
server maintain a direct, unaided visual contract with the RPA.

(b) Operations of tethered aircraft, above the minimum height in (a); ...

This statement can bring rigid-wing AWE systems under Amendment 43 to Annex II
of the Chicago Convention. Annex II covers other aspects related to RPAS besides their
integration in airspace, namely the principles that RPAS shall be airworthy, the remote
pilots licensed, and the RPAS operator certified. However, specific ICAO standards and
recommended practices—the SARPs—for the airworthiness and operation of RPAS, as
well as for licensing of the remote pilot, have not been developed yet.

In addition to the EASA E.Y013-01 and NPA 2014-09, EASA has published a “Concept
of Operations for Drones” [105]. This new proposal starts from the application rather
than the aircraft used, applying a risk-based classification and regulation scheme for
UAV operation. With this new scheme, EASA aims to cover a broad range of types and
operations of UAVs, applying the three categories “Open”, “Specific” and “Certified”. Op-
erations in the “Open” category would not require any certification as long as they oper-
ate within a defined boundary, for example, not close to aerodromes, not in populated
areas, and being very small. The boundary conditions are not defined in the proposal.
However, it is mentioned that conditions for the “Open” category are expected to be clar-
ified in collaboration with member states and the industry. The “Specific” category is for
UAVs whose conditions will not fit the “Open” category. These will require a risk as-
sessment process specific to the planned operations. Depending on the risk assessment
process output, they might be certified case by case with specific limitations adapted to
the operations. Permitting for the “Specific” category would be delegated to the NAAs. If
the risk assessment shows that the UAV introduces a very high risk, then the “Certified”
category would be applicable. This requires multiple certificates similar to those for the
manned aviation system, such as pilot license approvals for design and manufacturer
organizations. In addition to the certificates which are currently in use for manned avia-
tion industry, the “Specific” category may also require new additional certifications that
are specific to UAV operations, such as command and control link certification.

The operation-specific, case-by-case safety assessment method for the “specific” cat-
egory provides a mechanism to cover unconventional machines flying in civil airspace.
If these machines have sufficient risk mitigation factors, such as being connected to the
ground or being operated away from populated areas, an operation-specific a certificate
could be sought. Current AWE applications would fall most likely into the “Specific” cat-
egory, whereas utility-scale commercial systems would fall into the “Certified” category.
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FAA REGULATIONS FOR UNMANNED AERIAL VEHICLES

The Title 14 of the Code of Federal Regulation [107] regulates the aeronautics and space
operations conducted within the boundaries of the USA. According to the current ver-
sion [107, Part 91, Sect. 2031]

...every civil aircraft that operates in the US must have a valid airworthi-
ness certificate.

Currently, unmanned aircraft systems can be certified by the FAA to operate in the
national airspace (NAS) with a special airworthiness certificate in the experimental cat-
egory [107, Part 21, Sect. 191]. However, the FAA regards the aircraft as a part of a system,
which includes command and control links, ground control systems, and ground crew,
and accordingly, the entire system has to be certified. Nevertheless, the subsystems that
do not exist in conventional aircraft, such as command and control links, ground con-
trol systems, or sense and avoid systems, do not have any regulations yet. As a result, the
general use of commercial UAVs for civil use is currently highly restricted in US airspace.

Title 14 of the Code of Federal Regulation (14 CFR) classifies the operation purpose of
UAVs at a very high level [108]. In this classification, the first category is “Civil use”, which
refers to operation by a company or individual. The second category is “Public use” in-
cludes the operations for scientific research and governmental purposes such as military
operations. The last category is the recreational use of model aircraft, which the FAA Ad-
visory covers Circular 91-57 [109]. Currently, UAVs used for public operations require a
Certificate of Waiver or Authorization (COA) from the FAA that permits public agencies
and organizations to operate in a particular airspace. There are many COAs in use today
by several organizations, such as the Departments of Agriculture (USDA), Commerce
(DOC), Defense (DOD), Energy (DOE), Homeland Security (DHS), Interior (DOI), Justice
(DOJ) as well as NASA, State Universities, and lastly State/Local Law Enforcement [110].
UAVs in the “Civil use” category can only operate with a special airworthiness certificate
in the experimental category with limits on the operation to not create any risk for other
airspace users or for people on the ground [107].

In February 2012, the United States Congress enacted the Federal Aviation Adminis-
tration Reauthorization Legislation, which seeks to provide a framework for integrating
UAVs safely into American airspace [111]. Following this action, the Next Generation Air
Transportation System (NextGen) partner agencies, which are the Department of Trans-
portation (DOT), DOD, DOC, and DHS, as well as NASA and FAA, started to work together
to develop the Unmanned Aircraft Systems (UAS) Comprehensive Plan [112]. This report
defines the interagency goals, objectives, and approach to integrating UAS into the na-
tional airspace. Following the release of this report, the FAA published a UAS roadmap
[113], which includes a timeline for tasks required for integration of UAVs into the cur-
rent aviation system. By this roadmap, FAA, together with NexGen agencies, established
test sites for UAV research and development and study new UAV-specific technologies,
such as detect-and-avoid systems.

While the FAA works on new regulations, the interim policy “Special Rules for Certain
Unmanned Aircraft Systems” [111] has been enacted in 2012. Briefly, the Section 333 law
authorizes the Secretary of Transportation to permit civil operations of UAVs after an
evaluation.
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Regarding AWE applications, there is a discrepancy between EASA and FAA. On the
one hand, EASA recognizes the tethered aircraft as unmanned aircraft; on the other
hand, FAA clearly excludes the tethered aircraft from the unmanned aircraft category
[114, Appendix A];

41. Unmanned Aircraft (UA). A device used or intended to be used for
flight in the air that has no onboard pilot. This device excludes missiles,
weapons, or exploding warheads but includes all classes of aircraft, heli-
copters, airships, and powered-lift aircraft without an onboard pilot. UA do
not include traditional balloons (see 14 CFR part 101), rockets, tethered air-
craft, and un-powered gliders

In December 2011, the FAA issued a “Notification for Airborne Wind Energy Systems”
[38], according to which each deployment of an AWE system needs to be assessed on a
case-by-case basis, accounting for the surrounding aviation environment to ensure avia-
tion safety. Makani Power submitted a detailed response to this notification in February
2012 [37].

In December 2022, the FAA published a new statement that states that the FAA is
finalizing its policy on the applicability of regulations concerning the safe, efficient use,
and preservation of the navigable airspace to all airborne wind energy systems (AWES)
[115].

In 2022, FAA issued the AWES "Policy Statement" following the "Notification" call in
2011.

6.6.2. REGULATIONS FOR AIR TRAFFIC OBSTACLE CATEGORY
Air navigation obstacles can impede civil air traffic. Some AWE companies registered
their current AWE prototypes as air navigation obstacles. Such a registration aims to in-
form the aviation system to prevent incidents. For example, masts and wind turbines
must be registered as air traffic obstacles. This information is visualized in aviation
charts and is considered during flight route planning or emergencies. If we consider
the typical operation altitudes of AWE systems, obstacle registration might be sought in
the future. ICAO defines “obstacle” in the Chicago Convention, Annex 4 [116] as follows

All fixed (whether temporary or permanent) and mobile objects, or parts
thereof, that:

a) are located on an area intended for the surface movement of aircraft;
or

b) extend above a defined surface intended to protect aircraft in flight; or
c) stand outside those defined surfaces and that have been assessed as

being a hazard to air navigation.

According to this definition, air traffic obstacles can be mobile as many AWE systems are.
The Chicago Convention, Annex 14 [117] is about aerodromes and includes the defi-

nition of the surrounding zones. Obstacle limitation surfaces are zones that must be free
of obstacles to permit regular civil use of the airspace. However, many AWE applications
will potentially operate outside of these zones, about which the ICAO recommends to
the civil aviation authorities the following in Annex 14 [117]
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4.3 Objects outside the obstacle limitation surfaces
4.3.1 Recommendation.— Arrangements should be made to enable the

appropriate authority to be consulted concerning the proposed construc-
tion beyond the limits of the obstacle limitation surfaces that extend above a
height established by that authority in order to permit an aeronautical study
of the effect of such construction on the operation of aeroplanes.

4.3.2 Recommendation.— In areas beyond the limits of the obstacle lim-
itation surfaces, at least those objects which extend to a height of 150 m
or more above ground elevation should be regarded as obstacles unless a
special aeronautical study indicates that they do not constitute a hazard to
airplanes.

According to Annex 14, obstacles have to be conspicuous to air vehicles. Chapter.
6 on “Visual aids for denoting obstacles” describes the required marking and lighting
scheme for different obstacles. Regarding marking methods for increasing visibility, the
following is recommended

6.1.2.2 Recommendation –Other objects outside the obstacle limitation
surfaces should be marked and/or lighted if an aeronautical study indicates
that the object could constitute a hazard to aircraft (this includes objects
adjacent to visual routes e.g. waterway, highway).

Similarly, Article 6.2.2 defines marking requirements for mobile objects, and Arti-
cle 6.2.3 defines lighting requirements for objects with a height exceeding 150 m above
ground. Article 6.2.4 addresses wind turbines separately, which is crucial because it de-
fines the required marking for a wind farm setup. A similar or hybrid approach might be
sought for future AWE farms.

6.6.3. REGULATIONS FOR TETHERED GAS BALLOONS CATEGORY

For static AWE systems that resemble the system developed by Altaeros Energies [118]
a more applicable basis is the EASA certification specification for tethered gas balloons,
CS-31TGB [119]. The lack of a complex control system which is required for the cross-
wind AWE systems, in conjunction with the self-stabilizing nature of a tethered lighter-
than-air gas balloon will probably be sufficient to make CS-31TGB applicable.

We note here that the certification specification provides two more essential inputs
for the generic safety requirements and certification basis of AWE systems:

1. CS 31TGB.25 where the required tether safety factor of 3.5 is given.

2. AMC 31TGB.53(a) where it is stated that acceptable means of compliance to CS
31TGB.25(a) can be shown by a certificate of compliance to the Machinery Di-
rective 2006/42/EC [120]. This means that a winch system can be certified to the
Machinery Directive 2006/42/EC , thereby showing compliance with an airspace
certification specification. For AWE systems that use a winch as part of the ground
station, limiting the certification efforts for non-flying parts can be important.
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6.7. DISCUSSION
Since no unified legal framework for AWE systems exists to the present day, the cate-
gories mentioned above are just starting points for a discussion with the authorities.
They are references from which deviations can be defined systematically on a case-by-
case basis. Nevertheless, some generally valid considerations can be derived.

AWE systems introduce potential hazards for other airspace users and people or crit-
ical infrastructure on the ground. These inherent risks have to be mitigated to commer-
cialize AWE technologies successfully. It should be noted that this risk mitigation is not
only sensible for saving lives but also, from a commercial perspective, to reduce the costs
resulting from accidents and crashes. It may well be a property of AWE that the commer-
cial requirement for reliability is even more stringent than that coming from aviation
regulations.3

If we define “normal operation” of the AWE system as the expected continuous op-
eration within a limited airspace, with limited altitude and horizontal boundaries, we
have to account for potential situations in which the AWE system interacts with the cur-
rent civil aviation system. To prevent such undesirable interactions, regardless of the
type of AWE system, some form of airspace segregation has to be arranged.

Furthermore, independent of the selected regulatory starting point, as UAV, obsta-
cle or otherwise, and independent of the degree of permitting or certification sought, it
will be fundamental that any risk of one or multiple fatalities as a result of a single func-
tional failure is mitigated. The aviation approach to safe systems design is based on the
presumption that

• any single function can fail, so it must be assumed that the tether can rupture,

3Consider, as an example, a fully autonomous utility-scale system that has a design lifetime of 20 years More-
over, it is in operation 5000 hours per year. Suppose that the airborne element replacement cost represents
10% of the levelized cost of energy (LCOE). As a a complex system, the airborne element may have 100 failure
conditions that would lead to the loss of the aircraft (“hazardous”). If any of those failure conditions occur
during the design lifetime, the energy cost would be driven up by 10%, say 0.5 euro cent per kWh, which
is more than significant and will negatively affect the commercial viability. It is commonly argued that the
probability of a failure condition that might lead to the death of someone from the general public (“catas-
trophic failure”) must be at least ten times less than a hazardous failure, leading to a required probability level
per catastrophic failure condition of 10−8 per flight hour (pfh), which is once every 5000×20×100×10 flight
hours. This number is two orders of magnitude more stringent than the 10−6 pfh requirement of Special Con-
dition SC-RPAS.1309 [105] regarding UAVs or Certification Specification CS-23.1309 [98, Paragraph 23.1309]
regarding general aviation.

To make the argument more vivid, one can also turn it around. For general aviation, a catastrophic incident
is accepted every 10,000 flight hours. Yet, this number of flight hours is reached every other year by a single
utility-scale AWE system and every week for a park of 100 systems. This is clearly something the general public
would not accept. Note that utility-scale AWE cannot be installed too far away from the population since they
are supposed to provide the population with electricity, and the long-distance cabling cost is forbiddingly
expensive, so part of the solution has to come from additional design for safety. Still, even with the 10−8

pfh reliability level calculated above, in a park of 100 systems, nearly every two months, an aircraft would
be expected to crash within the park, which hardly seems economically viable. So, a further reduction of
the number of hazardous failure conditions and/or a further improvement in reliability and, accordingly, in
design rigor, may be recommendable for this example.

What sets utility-scale AWE systems apart from general aviation aircraft and typical RPAS is the number of
flight hours and the complexity, which determines the number of failure conditions. The challenge is that
AWE systems are, in this regard, more in the direction of commercial airliners, albeit not quite as critical or
complex, and an intermediate reliability approach and design rigor are to be pursued.
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• any single failure with potential catastrophic consequence shall be demonstrably
mitigated.4

Thus, assuming that the commercial AWE system is operated near a populated area—
the consumer of the generated electricity—the risk of uncontrolled flight outside of the
designated safe zone shall be mitigated in case of tether rupture or intentional release
of the aircraft. Having a controlled flight following a mechanical disconnection is one
possible option to mitigate such an event. Having a second, structurally independent
tether is another option. Or one could otherwise, demonstrate that the detached kite is
not able to reach people or critical infrastructure on the ground.

It should be noted that if one aims to operate a kite with significant kinetic energy
directly above people, the tether solution alone cannot act as sufficient mitigation, for
example, in case of a faulty flight controller that would lead to a crash in a populated
area. It shall then be shown that there are independent means of overcoming a single
failure of any flight control function.

Factors that will affect the authorities’ assessment of the overall risk posed by the
system furthermore includes the kinetic energy, the availability of onboard propulsion,
which determines the flight range, and the complexity, including autonomy, with which
AWE aims to enter new territory.

The above review is interpreted so that single-tether AWE systems that can still (aero-
dynamically) reach populated areas after tether failure or release are likely to be consid-
ered UAVs. Therefore, the certification approach for UAVs seems to be a suitable starting
point, and the level of certification will depend on the risk factor that the system presents
[105]. A different approach, such as obstacle registration, may arguably be followed, for
example, for kites steered from the ground above a restricted area using two structurally
independent tethers.

In any case, certification of design and operation to some defined standard will be
necessary for commercial deployment. Apart from the expected positive impact of the
introduction of rigorous processes on system reliability and maintenance, design cer-
tification enables the concept of similarity as evidence for quality and safety. This is a
proven way to cost-effectively deploy the large numbers of complex systems the AWE
industry aspires to. This means that production and maintenance aspects shall be stan-
dardized. Such certifications are outside the scope of this study. It should be noted that

4The certification requirement for catastrophic failure probability applies to the accidental death of someone
from the general public during commercial operation. This is not to be confused with examples that may
come to mind, such as the unfortunate recent SpaceShipTwo incident [121] that illustrate the higher level of
acceptance for accidents during development affecting flight crew only. Secondly, the Certification Specifi-
cation CS-23.1309 [98, Paragraph 23.1309] for mitigation of catastrophic failures applies to the functions of
aviation systems, such as avionics, complex mechanisms, not to structures. For structures, it is recognized
that redundancy could make the aircraft too heavy. The accepted approach here is to include the proper de-
sign safety factor and design for damage tolerance, for example, due to fatigue following barely visible tooling
damage, hail, bird strike.

We argue that the tether is more than a structural element but a functional part of a complex mechanism. It
is used to control and restrict the dynamics of the airborne element and is subject to wear during reeling; its
integrity is affected by weather, salt spray, dirt, and lightning, and it is subject to complex loading dynamics,
such as jerks, shocks, etc. At the same time, the tether is designed for minimal drag, so the design safety factor
may be limited. Hence, we must assume its incidental failure as part of a safety analysis.
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only aviation-related risks and the regulation aspects of the AWE systems are considered
from an aviation perspective.

AWE systems are complex systems that consist of many components. There are addi-
tional regulations requirements, such as electric machinery regulations, grid connection
regulations, noise emission regulations, environmental regulations and lighting regula-
tions for the subcomponents which should be taken into consideration. It is noted here
that those system elements and operations certified by an aviation authority are gener-
ally not required to comply with machine standards, but these Standards may support
guidance for the design or verification.

6.8. CONCLUSIONS
AWE systems must be regulated for a successful commercial introduction and broad
public acceptance. Ultimately, AWE systems are expected to be larger and heavier than
current prototypes. They are expected to operate in Class G airspace where interaction
with other users is possible. In addition, AWE systems introduce risks to the people on
the ground. Therefore, it is expected that commercial AWE systems will have to comply
with international airspace regulations.

The regulation framework for AWE systems is not yet mature. Current prototypes
operate with special permits. Local aviation authorities issue these operation permits,
and there is little commonality among the permits. Registration of the prototype as an
air traffic obstacle or unmanned aerial vehicle (UAV) is the primary approach followed
by AWE companies and academic research groups. Classifying the AWE systems as UAVs
is a controversial topic: on the one hand, the current EASA view recognizes the tethered
unmanned aircraft as UAV; on the other hand, the FAA excludes the tethered aircraft from
the UAV category.

Each AWE system category has its operation characteristics. The path for flight per-
mitting and product certification goes through hazard analysis and mitigation indepen-
dently from the category into which the system falls.

A regulation set that is specific to AWE systems will be built up over time, based on the
specifically negotiated cases of first movers. As long as such a regulation is not in place,
the most appropriate existing certification specifications and standards will have to be
selected with authorities and tailored as necessary. Certification is not an unnecessary
burden but provides both a prudent and a necessary approach to large-scale commercial
deployment near populated areas.

Lastly, yet importantly, AWE developers should accept the shared responsibility to
avoid any incidents involving other airspace users, people on the ground or critical in-
frastructure. Such an incident, if no proper prevention or mitigation approach was in
place, could well put the entire AWE industry under the most stringent aviation rules,
which would jeopardize its commercial viability and eventual success.





7
OPERATION APPROVAL FOR

COMMERCIAL AWES

7.1. ABSTRACT
Integrating the operation of airborne wind energy systems safely into the airspace re-
quires a systematic qualification process. The EASA will likely approve commercial sys-
tems as unmanned aircraft systems within the “specific” category, requiring risk-based
operational authorization. In this chapter, the risk assessment methodology is inter-
preted for airborne wind energy systems, going through the recommended procedure’s
ten steps and discussing the particularities of tethered energy-harvesting systems. Al-
though the described process applies to the entire field of airborne wind energy, it is
detailed for a commercial flexible-wing airborne wind energy system. Analysis shows
that, with the proposed air and ground risk mitigations, the level of confidence that the
AWES operation will stay under control is increased by a factor of two. The framework
is expected to increase the safety level of commercial airborne wind energy systems and
ultimately lead to commercial operation approval.

7.2. INTRODUCTION
Airborne wind energy systems (AWES) employ kites or tethered aircraft to harvest wind
energy at heights beyond the reach of conventional wind turbines. The access to this so-
far unused wind resource, the substantially decreased material use, and the increased
capacity factor render the technology a potentially important candidate for a future low-
carbon energy economy [123, 124].

On the other hand, the development faces technical and non-technical challenges.
The mechanical connection to the ground couples the flight speed with the wind speed
and the tether reeling speed. For AWES operated in crosswind mode, this coupling is par-
ticularly strong. Without responsive feedback control, wind gusts can rapidly accelerate

Parts of this chapter have been published in Ref. [122].
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the flying devices, increasing the aerodynamic loading and potentially causing a rupture
of the tether or other irreversible damage. In the worst case, such events can result in a
loss of the main component of the AWES or harm to people [125]. Most implemented
AWES are based on aerodynamic lift, so the flight operation can not be terminated im-
mediately to react to unexpected situations. It depends on the specific AWE technology
exactly how critical an operational anomaly is [56]. Inflatable kites fly slower and can
usually be relaunched after emergency or crash landings. Heavier fixed-wing kites fly
faster, and a crash landing typically amounts to a loss of the kite. Another essential as-
pect next to the availability and maintenance cost is the safety of persons, properties,
and critical infrastructures on the ground and other airspace users [55].

As AWES operate at higher altitudes than conventional wind turbines and their op-
erations are not stationary, the interaction with the aviation system is potentially more
intricate. AWES introduces risks to third parties in the air, which need to be considered
in addition to the risks introduced by wind turbines, such as lightning or fire within the
equipment.

Despite the various conceptual differences, the consensus in the industry is that safe
and robust operation with a sufficient degree of autonomy is an important prerequisite
for a successful market introduction of AWES and acceptance by the public [18, 55]. This
target has not yet been achieved as none of the commercial prototypes has been oper-
ated continuously for over a few days. AWES must fly autonomously, safely, and reliably
to become economically viable.

Even though AWES has no directly applicable functional and safety standards, rele-
vant experience from other domains can provide additional insights into AWE and help
reach the required level of robustness and safety. However, a traditional consensus-
based standard approach is complex when the technology is not yet mature. To be viable,
any standard will need unprecedented flexibility [126]. AWE sector can benefit from the
experience of aviation, conventional wind turbine, satellite, and autonomous car indus-
tries. Similar to conventional wind turbines, commercial AWES must operate fully auto-
mated, day and night; they must be tolerant to unfavorable weather conditions. Marking
regulations for wind turbines can be the starting point for the visibility marking of AWES
[40].

Most LEO satellites do not have a permanent data connection with the ground. They
transmit data (telemetry) and accept commands (telecommand) only during their passes
over the ground stations. Their limited connectivity requires sufficient autonomy to con-
duct their nominal operations without ground intervention. In addition to the nominal
operations, satellites have the autonomy to cope with faults in their subsystems. Dur-
ing the faults that the satellite cannot fix, the autonomous system keeps the satellite
safe until the ground operator takes corrective actions. Even though the working envi-
ronment and the disturbances for a spacecraft are different from AWES, a similar level
of operational autonomy and fault detection, isolation, and recovery (FDIR) is required
for the robust operation of commercial AWES. Space companies have their proprietary
flight frameworks [127], and there has yet to be an agreed approach for the autonomy of
satellites.

Recently, NASA released their flight software framework cFS (core flight system) to
the public [128]. This framework is used in many NASA missions and will be the base-
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line of the Lunar Gateway project, a NASA and ESA cooperation. cFS should not be con-
sidered a good flight software framework only for space applications but also for any
application that needs to be robust and highly autonomous. cFS may be considered a
well-designed, flight-proven flight software framework alternative for AWES. Using cFS
may increase the quality of flight software and speed up the certification process thanks
to the provided development artifacts of the framework. There is no standard approach
for the FDIR systems. Different missions apply their specific FDIR architecture. A pub-
licly available FDIR architecture for AWES is presented in [83], building on an architec-
ture initially developed for space applications [84]. The SAVOIR-FDIR working group at
ESA is working on an FDIR guideline for the system level [129]. Similarly, NASA has its
guideline for the design of FDIR denoted as Fault Management Handbook [33], which
can help the design of FDIR for AWES.

The required autonomy level for AWES is comparable with the Society of Automo-
tive Engineers (SAE) Levels 4 and 5 in autonomous driving terminology. Vehicles that
fall into these levels are denoted as highly autonomous vehicles (HAVs). Similar to satel-
lites, HAVs manage subsystem faults autonomously. Even though automotive standards
address computer-based system safety, a development standard for SAE levels 4 and 5
has yet to be developed. Underwriters Laboratories and partners from the industry are
currently working on a standard called ANSI/UL 4600, the standard for safety for the
evaluation of autonomous products [130].

EASA’s new regulation for UAS certification has three categories: ”open”, for low risk,
“specific”, for increased risk, and “certified”, for the same risk as manned aviation. The
“specific” category, defined in EASA’s prototype drone regulation [105], is considered
more appropriate for AWES because of its flexibility and holistic approach to various
types of unmanned aircraft systems. To facilitate the applications for the “specific” UAS
category, the Joint Authorities for Rulemaking on Unmanned Systems (JARUS) working
group 6 provided a systematic methodology to define the operation concepts and eval-
uate the air and ground risks introduced by UAS [94].

The specific operations risk assessment (SORA) is a methodology for classifying the
risk posed by a drone flight in the “specific” category. SORA provides a framework for
identifying mitigations and safety objectives [131]. The methodology provides a system-
atic starting point for risk assessment and a foundation for communication with the cer-
tification authority. It requires agreeing on each assessment step with the certification
authority because of the qualitative nature of the process. Depending on their knowl-
edge of the system and expectations, different parties may interpret the criteria differ-
ently. The SORA framework guides the applicant and the authority while performing
the risk assessment. Responsible authorities can decide to adopt the methodology into
their regulations. The categorization of UAS as “open”, “certified”, and “specific” was first
proposed by JARUS and then became a norm of EASA. Therefore, the expectation is that
the SORA will eventually become the norm of EASA for assessing the airworthiness of
“specific” UAS.

An application of the SORA process to UAS for crisis and disaster management is
presented in [132]. It is concluded that the methodology for determining the risk level
of UAS operations is not entirely suitable for disaster management UAS without prior
adaptations. A point of criticism is that the SORA does not account for the particular
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threats that can occur in individual rescue operations. This is much less an issue for AWE
because the operation of the flying devices follows a more regular and, thus, predictable
pattern.

As most UAS operations today are conducted with a pilot in command, the remote-
piloted aircraft systems (RPAS) term be regarded interchangeably with UAS. There is no
“pilot in control” expected for the commercial AWES. Therefore, pilot or remote crew-
related concepts in the SORA, such as “line of sight (LOS) flight” or “see and avoid ma-
neuvers”, are not applicable for commercial AWES. Many mitigations for the air and
ground-related risks can be proposed if an operator is involved. As this does not ap-
ply to commercial AWES operations, other mechanisms that replace the human safety
factor are required for the AWES airworthiness certification.

This chapter is structured as follows. Section 7.3 introduces the relevant SORA ter-
minology and its interpretation for AWES. Section 7.5 defines the coverage of the work
according to the risk categories. Section 7.6 (SORA step 1) introduces a flexible-wing
kite system with a hypothetical organization and operation scenario. Sections 7.7 to 7.15
go through the SORA steps 2 to 10, interpreting each step for AWES in general and this
specific AWES in particular. Section 7.16 concludes the chapter by providing the main
contributions and findings of the study.

7.3. METHODOLOGY
The SORA model classifies the system into one of six Specific Assurance and Integrity
Levels (SAIL), following a series of well-defined steps outlined in Table 7.1. According to
the SORA guidelines, the SAIL number represents ’the level of confidence that the de-
fined UAS operation will remain under control within the boundaries of the intended
operation’ [94]. More precisely, the resulting SAIL number reflects the combined assess-
ment of both air and ground risks. Based on the calculated SAIL category, the operator
is required to meet certain requirements to ensure a safe flight.

The SORA does not contain prescriptive requirements but safety objectives to be met
at various levels of robustness that commensurate with risk. However, this chapter aims
to follow the SORA steps and offer generally applicable prescriptive design considera-
tions for AWES. These considerations are intended to identify the optimal balance in the
safety/cost trade-off while taking into account the priorities and resources of AWE com-
panies. The goal of this study is to develop a better understanding of the risks posed by
these systems and to propose risk mitigation measures that enable AWES to be placed in
the lowest SAIL category during the commercialization phase.

In the SORA ground risk assessment step, mitigations are proposed to reduce the re-
sulting ground risk. However, it is important to note that sensitivity in assessing poten-
tial damage to critical infrastructure varies from country to country [94]. The SORA does
not specify exact measures for ensuring infrastructure safety regarding residual ground
risk. Consequently, additional requirements may be necessary to safeguard critical in-
frastructure, depending on the location of the operation site. Recently, JARUS published
a new annex for SORA supporting developers on the theoretical basis for ground risk
classification [133]. In this annex, it has been made explicit that developers of novel UAS
are welcome to develop and apply further improved safety analysis methods. For more
comprehensive ground risk modeling and quantification, developers may refer to [52,
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Table 7.1: Subprocesses and steps in the SORA process, compiled from [94].

Step 1 CONOPS description

Ground risk process

Step 2 Determination of the intrinsic UAS ground risk class (GRC)
Step 3 Final GRC determination

Air-risk process

Step 4 Determination of the initial air risk class (ARC)
Step 5 Application of strategic mitigations to determine residual risk
Step 6 Tactical mitigation performance requirement (TMPR) and robustness levels

Final specific assurance and integrity levels (SAIL) and operational safety
objectives (OSO) assignment

Step 7 SAIL determination
Step 8 Identification of operational safety objectives (OSO)
Step 9 Adjacent area/airspace considerations

Step 10 Comprehensive safety portfolio

53, 134–137].

One of SORA’s main goals is to guide operators and authorities by demonstrating the
benefits of a standardized risk assessment methodology. To support this, Airborne Wind
Europe collaborates with AWES developers to create a Concept of Operations (CONOPS)
for AWES. This collaboration has produced, a guideline for the safe testing and demon-
stration of currently developed AWES [138] and an introduction to the SORA for AWE [51].
The Airborne Wind Europe safety working group expects the developed CONOPS to
evolve for AWES during the commercialization.

In contrast to the CONOPS and SORA work of Airborne Wind Europe, the present
study aims for the operation approval of a future commercial use case rather than test
operation during the development of the technology.

7.4. TERMINOLOGY

The SORA recommends standardizing the operation terminology using the semantic
models and definitions illustrated in Figures 7.1 and 7.2.

The safety working group of Airborne Wind Europe extended the original SORA se-
mantic model to better represent AWES’ operational space. The new model is illustrated
in Figure 7.3 with additional definitions in [139].

The terminology proposed in the figures is used as-is in this work as they cover the
proposed commercial AWES operations.
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Normal Operation
Abnormal Situation 

(undesired state)
Emergency Situation 
(unrecovered state)

Standard / Operational 
Procedures

Contingency procedures 
(return home, manual control, 

land on a pre‐determined site ...)

Operation in control Loss of control of the operation (*)

Emergency procedures
(land asap or activation of FTS, ...)

Flight Geography

(*) The Loss of control of operation corresponds to situations:
• where the outcome of the situation highly relies on providence; or
• which could not be handled by a contingency procedure; or
• when there is grave and imminent danger of fatalities.

Operational Volume

Contingency Volume

Risk Buffer

Area used to determine the intrinsic GRC

Area to consider to determine the ARC

Emergency Response Plan
(plan to limit escalating effect of the loss of control of the operation)

Adjacent airspace
Optional Risk 

Buffer
Flight Geography

Contingency Volume Adjacent areas

Area to which the operation needs to be technically contained

Area to which the operation needs to be technically contained

Figure 7.1: SORA semantic model illustrates the required operational concept definitions for a new applica-
tion [94].

Figure 7.2: Graphical representation of the SORA semantic model [94].

7.5. RISK INTRODUCTION
To be consistent with the SORA, the risk categories that may cause the following harms
are in the scope of the assessment:

• Fatal injuries to third parties on the ground,
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Side view

Contingency area.

Figure 7.3: Definition of the operational volume for AWES and related terminology

• fatal injuries to third parties in the air,

• and, damage to critical infrastructure.

For the commercial operation scenario, the energy level of the airborne component is
significantly higher than the amount of energy needed to cause fatal injuries in the case
of a direct hit. Therefore, all crash cases are assumed to be potentially fatal.

7.6. SORA STEP 1: CONOPS DESCRIPTION
The starting point for the SORA is developing the “Concept of Operation” (CONOPS), de-
scribing the system, defining the operation concept, and providing the operator’s safety
culture. Annex A of the SORA [140] is intended to support the operators in collecting and
presenting the operational information for the applicant system. The following sections
need to be developed by the applicant:

1. Operation relevant information

(a) Organization

i. Safety

ii. Design and production
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iii. Training of staff involved in operations

iv. Maintenance

v. Crew

vi. Configuration management

(b) Operations

i. Types of operations

ii. Standard operating procedures

iii. Normal operational strategy

iv. Abnormal and emergency operation

v. Accidents, incidents, and mishaps

vi. Emergency response plan

(c) Training

i. General information

ii. Initial training and qualification

iii. Procedures for maintenance of currency

iv. Flight simulation training devices

v. Training program

2. Technical relevant information

(a) UAS description

i. Unmanned aircraft (UA) segment

ii. UAS control segment

iii. Geo fencing

iv. Ground support equipment (GSE) segment

v. Command and Control (C2) link segment

vi. C2 link degradation

vii. C2 link lost

viii. Safety features

For the SORA Step 1, it is expected that the following requirements are covered by the
AWE developer/operator.

• A safety management system is in place and is documented.

• The organization uses “industry best practices” to design and produce its AWES.

• The organization has training procedures in place, and they are documented.

• The organization has maintenance procedures in place, and they are documented.

• The organization has a description of the responsibilities and duties of personnel
involved in test operations, and it is documented.
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• The organization has a change management system (CMS) defined, and it is doc-
umented.

• The organization has a description of the responsibilities and duties of personnel
involved in test operations, and it is documented.

• Normal operations consist of an airborne system connected to a ground station
with a tether.

• The operator has documented their standard operating procedures, which are ap-
propriate for the operations.

• The operator has documented their normal operating strategy, which is appropri-
ate for the operations.

• The operator has documented their contingency procedures to be implemented
in case of a system malfunction, abnormal operation, or an emergency. The crit-
ical failure modes of the system for all flight modes (i.e., launch, power produc-
tion, land,...) have been analyzed by means of a failure mode and effects analysis
(FMEA). At a minimum, this should include tether, ground station, and airborne
system failure. An emergency landing procedure should be defined and docu-
mented. The tether release procedure should include provisions to ensure that
the airborne part of the system does not leave the operational zone and that it re-
sults in an overall increase in safety and gives the operator a chance to minimize
damage to their airborne system.

• The operator has a documented incident reporting procedure which is known to
all operation personnel. At a minimum, any event involving the airborne system
leaving the operational zone is expected to be reported to the local police and the
certification authority.

• The operator has an emergency response plan documented and known to all op-
eration personnel. The following scenarios should be covered: crash inside the op-
erational zone, landing/crash outside of the operational zone, and collision with a
manned aircraft.

• Description of the physical characteristics of the airborne system (mass, center
of mass, dimensions,..) including photos, diagrams, and schematics; the materi-
als used; the capability of the airborne system to withstand expected flight loads;
the dimensioning of the tether; the airborne system performance characteristics
(i.e., maximum altitude, endurance, accelerations, air-speeds, maximum ground
speed,..); performance limits due to environmental and meteorological conditions
(i.e., wind speed limitations, harsh weather conditions, minimum visibility condi-
tions, temperatures limits,...); the propulsion system, on-board power generation,
flight control surfaces and actuators, sensors, and payloads (if applicable) have
been documented and provided.

• Description of overall system architecture, navigation concept, autopilot, flight
control system, detect and avoid (DAA) system (if applicable) has been documented
and provided.
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• Description of the principles of the system or equipment used to perform geo-
fencing functions has been provided. All AWES are connected to the ground by
their tether. However, the tether can not be claimed for the ’geo-fence’ require-
ment, considering the energy level of the AWES during the operation. The de-
veloper should have a documentation system by which they can ensure that the
airborne part of the system stays within the operational zone even in the tether
rapture or release case.

• Description of all the support equipment used on the ground, such as launch or
recovery systems, generators, or power supplies; how the AWES is transported on
the ground has been provided.

• Description of the highly autonomous nature of the system. Therefore, the inap-
plicability of the C2 link should be documented.

• Description of the system’s single failure modes and recovery modes. Describe the
emergency recovery capability to prevent third-party risk (i.e., flight termination
or automatic recovery system). A functional and physical diagram of the overall
system needs to be provided.

During the testing phase of AWES operations, the system operates at an automa-
tion level that allows a remote pilot to take control when necessary, such as initiating
an emergency landing. Consequently, the CONOPS for AWES flight testing closely re-
sembles the operation of Unmanned Aerial Systems (UAS). As a result, issues related to
remote crew training and command and control (C2) radio links are relevant for AWES
prototypes. Additionally, AWES has not yet achieved the reliability and robustness nec-
essary for continuous 24/7 operation of large airborne devices in varied wind conditions
[56, 141]. Given the relatively high probability of crashes at this developmental stage,
operations depend on the remote crew to implement and execute risk mitigation proce-
dures.
In contrast, commercial operations are expected to exhibit different characteristics. For
example, human-controlled or human-supervised operation is not economically feasi-
ble for the ultimate commercial AWES. Therefore, the commercial AWES certification is
irrelevant to emergency training, ground support equipment, ground control operators,
and the command-and-control link. In order to make the separation clear, we outline a
hypothetical AWE system in a commercial operation scenario as follows:

1. The airborne component is a single-unit flexible-wing kite with an area of 60 m2.

2. Mechanical energy is transferred to the ground via one tether.

3. The airborne component can land and take off without human intervention.

4. The flight controller design is robust to weather conditions such as strong wind,
heavy rain, or snow. (These conditions are considered abnormal operating condi-
tions. Automatic procedures are in place in the flight control system, bringing the
system to a safe state if the operation is unsafe or not feasible. Undesirable states
are not considered an anomaly but a part of an operation where the system is still
under control.)
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The operation concept is the following:

1. The operation of the system is entirely autonomous. No ground intervention is
required for the operation. There is no pilot or remote crew in the loop. Human
intervention may be required only for maintenance purposes or emergencies.

2. Operation is continuous, both during the daytime and the nighttime.

3. Airborne component visibility cannot be guaranteed from the ground station due
to the weather and light conditions.

4. Operations are conducted on a controlled ground area. Thus, only active partici-
pants with the training for the operation-relevant risks and emergency procedures
may be present in the defined area.

5. The maximum allowed wind speed for the operation is 30 m/s (measured at ground
level). For higher wind speeds, operations are terminated by the flight control sys-
tem to protect the system and third parties.

6. Operations are conducted with a single system.

7. The operation volume is always free of local events and special circumstances.

8. Adjacent areas of the operation area are classified as sparsely populated.

Risk assessment in the following sections will be based on the assumed system. Some
features of the system and operation definitions that may affect the risk assessment are
left open for further discussion in the following sections. Thus, it will be possible to see
the effect of the different design options on the risk assessment and, ultimately, on the
SAIL level.

7.7. SORA STEP 2: DETERMINATION OF THE INTRINSIC GROUND

RISK CLASS
SORA Step 2 relates to determining the initial risk of a person being struck by the air-
borne component according to Table 7.2.

As shown in Table 7.2, the initial risk highly depends on the characteristics of the
AWES. To limit the scope following operational constraints are assumed:

• The airborne component consists of a 60 m2 flexible-wing kite and a suspended
kite control unit (KCU),

• The operation is over a controlled ground area,

• The operation is at a maximum altitude of 600 m. Therefore, a ground risk buffer
of 600 m is assumed.

For a typical free-fall case, the drag coefficient of the kite wing does not let the kite
have significant kinetic energy. However, the kite can have higher kinetic energy levels if
the control unit loses control when flying in strong wind conditions. The maximum UA
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Table 7.2: Determination of the intrinsic ground risk classes (GRC) [94].

Intrinsic UAS Ground Risk

Max UAS characteristic dimension 1 m 3 m 8 m >8 m
Typical kinetic energy expected <700 J <34 KJ <1084 KJ >1084 KJ

Operational scenarios

VLOS/BVLOS over controlled ground area 1 2 3 4
VLOS in sparsely populated environment 2 3 4 5
BVLOS in sparsely populated environment 3 4 5 6
VLOS in populated environment 4 5 6 8
BVLOS in populated environment 5 6 8 10
VLOS over gathering of people 7
BVLOS over gathering of people 8

characteristic of the kite is (such as wingspan for fixed-wing or maximum dimension for
multi-copters) the maximum length of the kite. For a 60 m2 kite, it is assumed that the
maximum length is more than eight meters. The operation scenario is VLOS (Visual Line
of Sight) or BVLOS (Beyond Visual Line of Sight) over a controlled area, as mentioned in
the operation definition.

Following the system definitions on Table 7.2, the resulting initial ground risk class is
“GRC:4”

7.8. SORA STEP 3: FINAL GROUND RISK CLASS DETERMINA-
TION

In the final GRC determination step, applicants should offer mitigations to reduce the
initial risk of a person being struck by the airborne component for a “loss of control”
case. Table 7.3 is used to modify the calculated GRC. A negative number in the table
denotes the decrease of GRC, while a positive number means a risk increment.

Table 7.3: Mitigations for final GRC determination [94].

Robustness

Mitigation Sequence Mitigations for ground risk Low/None Medium High

1 M1 - Strategic mitigations for ground risk
0: None
-1: Low

-2 -4

2 M2 - Effects of ground impacts are reduced 0 -1 -2

3
M3 - An emergency response plan (ERP)
is in place, operator validated, and effective

1 0 -1

For Table 7.3, SORA defines M1, M2 and, M3 as the following:
M1: Strategic mitigations are to reduce the number of people at risk.
M2: This mitigation category aims to reduce the energy absorbed by people on the
ground upon impact. These mitigations can be applied by reducing the UA impact dy-
namics (i.e., area, energy, impulse, transfer energy). One example of the M2 category is
using an emergency parachute.
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M3: Emergency response plan mitigations.
Furthermore, the SORA determines the robustness level of the mitigations considering
their “level of integrity” and the claimed safety gain with a “level of assurance”. Table 7.4
guides the “level of assurance” value selection according to the criteria.

Table 7.4: Required criteria for integrity levels.

Level of integrity Criteria definition

Low
Only the applicants’ declaration which states that the required
level of integrity has been achieved is applicable.

Medium
Where the applicant provides supporting evidence regarding the
level of integrity. This is typically achieved by means of testing.

High
Achieved integrity has been found acceptable by a competent
third party.

Table 7.5: Determination of robustness level [94].

Low assurance Medium assurance High assurance

Low integrity
Low

robustness
Low

robustness
Low

robustness

Medium integrity
Low

robustness
Medium

robustness
Medium

robustness

High integrity
Low

robustness
Medium

robustness
High

robustness

Table 7.5 presents the outcome “Level of robustness” according to the provided “Level
of assurance” and “Level of integrity” values.

For a flexible-wing kite system operating over a controlled area, further M1 mitiga-
tion is not applicable (Operating over a controlled area already has the lowest risk value).
M3 mitigations do not apply to defined commercial kite operations. Since systems de-
ployed in rural areas function autonomously, the operation and maintenance crew can
not respond to an incident on short notice. Therefore, M3 increases the ground risk class
factor by one.
M2 category mitigations are considered technically feasible to reduce the initial ground
risk class. A safety system for ground (SSG), which detects the loss of control of the kite
and reduces the kinetic energy of the kite immediately, can provide a reduction of risk
class by a factor of two. The proposed SSG also reduces the risk of critical infrastructure
harm. Therefore, such a system is considered a necessity for commercial AWES.

According to Table 7.5, for a “Highly robust” SSG, both the “Level of integrity” and
the “Level of assurance” values have to be ‘High”. Therefore, the following requirements
have to be met:

1. The activation of the SSG is automated.

2. The effects of impact dynamics and post-impact hazards are reduced to a level
where it can be reasonably assumed that a fatality will not occur.
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3. SSG used to reduce the effect of the UA impact dynamics are installed and main-
tained under manufacturer instructions.

4. Personnel responsible for the installation and maintenance of the SSG to reduce
the effect of the UA impact dynamics are identified and trained by the applicant.
A competent third party validates the claimed level of integrity against a standard
considered adequate by the competent authority and through compliance accept-
able to that authority.

Even though applicable standards for claiming technical compliance for SSG are not
clear yet, it is considered safe to rely on civil aviation development standards.

Assuming that the described SSG system is in place, GRC for the defined commercial
AWES operation is reduced by two points and determined as “GRC:2”.

7.9. SORA STEP 4: DETERMINATION OF THE INITIAL AIR RISK

CLASS
The SORA Step 4 determines the Air Risk Class by evaluating the inherent risk of a mid-air
collision. This qualitative category represents the rate of the AWE would encounter with
a crewed aircraft before implementing any further tactical and strategic mitigations. The
initial air risk class can be directly derived from the maps of the airspace characterization
studies by the competent authority. If available, the applicant should use the dynamic or
static air collision risk maps, These maps can be provided by the local aviation authority,
air navigation service provider (ANSP), or UTM/U-Space service providers. Typically, the
following factors affect the initial ARC determination;

• operation altitude,

• operating in controlled airspace or uncontrolled airspace,

• operating in an environment that has an airport or heliport,

• operating in airspace over urban or rural environment,

• operating in typical airspace or atypical (e.g., segregated) airspace.

When the risk maps are not available for the operation zone, SORA proposes the decision
tree illustrated in Figure 7.4 to determine the initial ARC 1 .

1ARC-A represents the lowest risk category, and ARC-D represents the highest risk category.

“atypical airspace” is [142]:

• restricted airspace or danger areas,

• airspace where normal manned aircraft cannot go (e.g. airspace within 100 ft of buildings or struc-
tures),

• airspace characterization where the encounter rate of manned aircraft (encounter is defined as prox-
imity of 3000 ft horizontally and ± 350 ft vertically) can be shown to be less than 1E-6 per flight hour
during the operation),

• airspace not covered in Airspace Encounter Categories (AEC) 1 through 12.
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Figure 7.4: ARC assignment process [94]

Operations of the first commercial AWES are assumed to be conducted in uncon-
trolled airspace where an air traffic control (ATC) service is not deemed necessary or
cannot be provided for practical reasons. Thus, defined commercial AWES will not op-
erate in “atypical airspace”. More specifically, operations are expected to be in airspace
class G, where the ATC has no authority for the separation. The operation altitude of the
assumed system will be higher than 500 ft but less than the FL600 level.
For the future of AWES, operations may be located in special airspace, which limits the

The flight level (FL) is an aircraft’s altitude at the standard air pressure in aviation and aviation meteorology,
expressed in hundreds of feet. Flight levels are usually designated in writing as FLxxx, where xxx is a two- or
three-digit number indicating the pressure altitude in units of 100 ft (30 m) [143]. FL600 means the top of
class A airspace corresponding to 60000 ft pressure altitude, the approximate top of the troposphere. This
altitude is above commercial airliner operations.

“Mode C veil” refers to a kind of airspace that currently surrounds all primary Class B airports. This airspace
extends horizontally to a circle of 30 NM radius centered on the airport and extends vertically from the surface
up to 10000 ft MSL (mean sea level) [144]. The name refers to the mode of transponder operation required
within this airspace — that is, with minimal exceptions, all aircraft operating within this airspace must have
an altitude-reporting Mode C transponder in operation.

A transponder mandatory zone (TMZ) is an airspace of defined dimensions wherein the carriage and opera-
tion of transponder equipment are mandatory.
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pilot operation in certain areas. Currently, special airspace consists of prohibited areas,
restricted areas, warning areas, military operation areas (MOAs), alert areas, and con-
trolled firing areas (CFAs), none of which are on the flight charts. The “Mode C veil” is
considered unnecessary for the commercial AWES operation. Similarly, it is not expected
to operate in TMZ for the assumed commercial AWES.
Being in uncontrolled airspace class G does not exclude nearby airports and heliports.
Therefore, it is required to ensure that there is no airport or heliport in the vicinity of the
operation area or that the operations are coordinated.
From the air risk category (ARC) point of view, there is no difference between operating
over rural and urban areas. Nevertheless, this has a significant impact on GRC. There-
fore, the recommendation for the first AWES commercial scenario is to operate over con-
trolled ground areas only.

By executing the SORA decision tree for the initial ARC determination with the in-
puts from the representative operation scenario above, the initial air risk category for
the commercial AWES is ARC-C.

The SORA states that the competent authority may raise the operation volume ARC to
a higher level considering the circumstances, which could invalidate the decisions taken.
Therefore, to agree with the competent authority on the same initial ARC, it is the appli-
cant’s responsibility to ensure the decisions on the decision tree are always valid, even in
undesired operational events such as losing control. We consider that, for commercial
AWES, a holistic health monitoring system is required to cover the safety operational en-
velope requirements which are agreed with the certification authority. This system can
be realized as proposed in Chapter 5.

7.10. SORA STEP 5: APPLICATION OF STRATEGIC MITIGATIONS

TO DETERMINE RESIDUAL ARC (OPTIONAL)
After determining the initial air risk class, tactical and strategic mitigations may be pro-
posed to reduce the risk category. Operating during certain times or within certain bound-
aries may be an example of strategic mitigations. Some form of detect-and-avoid system
is a tactical mitigation example.
According to [145], the most common strategic mitigations by operational restriction
are:

• Mitigation(s) that bound the geographical volume in which the UAS operates (e.g.,
certain boundaries or airspace volumes)

• Mitigation(s) that bound the operational time frame (e.g., restricted to certain times
of day, such as flying only at night)

The geographic volume restriction is typically for claiming a lower ARC despite the high
encounter risk. For example, a UAS operation in Class B airspace has a high rate of en-
countering a crewed aircraft. However, the UAS system can operate at the outer reaches
of the Class B airspace where crewed aircraft do not routinely fly and can claim ARC re-
duction for its operation volume.

The selected operation volume for the representative commercial AWE is already the
safest option (Class G, uncontrolled airspace, not being close to the Airport and heli-
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port). Restriction on the timeframe is not a commercially feasible mitigation for AWES
operations. Therefore, no strategic air risk mitigation applies to the proposed scenario.

7.11. SORA STEP 6: TACTICAL MITIGATIONS PERFORMANCE

REQUIREMENT( TMPR) AND ROBUSTNESS LEVELS
Tactical mitigations are employed to address any remaining risk of mid-air collisions in
order to meet the required airspace safety objectives. These mitigations may involve ’See
and Avoid’ strategies (e.g., operations within visual line of sight (VLOS)) or the use of
systems that provide alternative methods to achieve the airspace safety objective, such
as operations supported by one or more detect-and-avoid (DAA) systems.

VLOS operation for commercial AWES is not feasible considering 24/7 operation un-
der various weather conditions at the operation altitudes of AWES. In addition to the op-
eration conditions, a continuous “pilot in control” is considered not feasible. Therefore,
the “see and avoid” maneuver can not be proposed for the commercial AWES. However,
to further reduce the ARC of commercial AWES, DAA systems for triggering a passive
separation maneuver (e.g., activating an emergency landing) can be implemented as a
tactical mitigation.

Table 7.6: SAIL determination [94].

Residual ARC

Final GRC A B C D

≤ 2 I II IV VI
3 II II IV VI
4 III III IV VI
5 IV IV IV VI
6 V V V VI
7 VI VI VI VI

>7 Category C operation

"According to Table 7.6, reducing the ARC level from C to B significantly impacts the
resulting SAIL category for an ARC-3 UAS system. Therefore, to facilitate airworthiness
certification, commercial AWES should incorporate a Detect and Avoid (DAA) system, as
well as a separation maneuver designed specifically for emergencies involving crewed
aircraft. The separation maneuver is tailored to the AWES design; however, the DAA
system must monitor the environment surrounding the AWES to determine if a collision
is imminent.
DAA systems are not only designed to detect and avoid other aircraft but also to make
AWES visible to other aircraft or UAS, allowing them to detect and avoid AWES. Fol-
lowing advancements in drone airworthiness requirements, companies have begun of-
fering DAA systems for drones, which could be adapted for AWES. In particular, the
DAA system for AWES must account for the possibility of tether collision and plan the
’avoid maneuver’ accordingly. The DAA system should function for both cooperative
and non-cooperative aerial vehicles. Given the operational altitudes and commercial
use of AWES, the likelihood of encountering non-cooperative aircraft is higher than that
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of encountering cooperative aircraft.

DAA system sensors can be classified as passive or active. Active sensors, such as radar,
lidar, or ultrasonic sensors, emit signals and use their reflection for detection, while pas-
sive sensors rely on signals emitted by the target. For example, infrared (IR) and vi-
sual cameras are passive sensors. An example of a passive system uses cameras and
a computer-vision system with artificial intelligence methods to mimic pilot percep-
tion, thereby replacing traditional ’see and avoid’ capabilities [146]. These systems are
lightweight and consume little power, making them strong candidates for integration
into the airborne component of an AWES. However, their ability to estimate obstacle
distances is less accurate, and their detection performance may be compromised by ad-
verse weather conditions. Active sensor systems provide more precise distance mea-
surements by utilizing time-of-flight data from emitted signals. However, these systems
are heavier and consume more power, making them less suitable for integration into the
airborne component of AWES. They may, however, be integrated into the ground com-
ponent, considering the proximity of the airborne component to the ground station. In
this configuration, the position of the airborne component would be transmitted to the
ground-based system to accurately calculate crash probabilities and avoidance maneu-
vers. Although this approach requires modifications to existing DAA systems, which may
necessitate re-qualification, it is considered the most viable long-term solution."

Assuming that the described DAA system is implemented for the hypothetical AWES
system, the ARC level is reduced to ARC-B.

7.12. SORA STEP 7: FINAL SPECIFIC ASSURANCE AND INTEGRITY

LEVELS (SAIL) AND OPERATIONAL SAFETY OBJECTIVES

(OSO) ASSIGNMENT
SORA Step 7 consolidates the determined GRC and ARC to acquire the final SAIL value
according to Table 7.6. Resulting SAIL category represents the confidence level that the
system will stay under control.

Considering the discussions in the previous steps, the consolidated SAIL parameter
for proposed commercial AWES is determined as “SAIL: II”, with the calculated “GRC:2”
and “ARC-B”.

7.13. SORA STEP 8: IDENTIFICATION OF OPERATIONAL SAFETY

OBJECTIVES (OSO)
SORA step 8 gives the expected levels for safety objectives according to the SAIL number
in three qualitative categories. These are Low(L), Medium(M), and High(H). If a safety
objective is not mandatory for the given SAIL, it is marked as Optional(O). It is the op-
erators’ responsibility to provide evidence showing that the objectives are satisfied with
the associated level of robustness.

For the SAIL: II category, which is the determined SAIL category for the representa-
tive commercial AWES, the highest expected robustness level for the safety objectives is
“Medium”.
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Tables 7.7, 7.8, 7.9 and 7.10 lists the required objectives for SAIL: II. These lists should
be considered the minimum set of requirements that was asked historically for the safety
of similarly categorized UAS. The competent authority may extend the list or may change
the associated robustness levels.

Table 7.7: Recommended operational safety objectives (OSO) in the SORA and their applicability to commer-
cial AWES, compiled from [94]

.

OSO
number

Technical issue with the UAS
Required robustness

level for SAIL II
AWES

applicability

1 Ensure the operator is competent and/or proven L Yes
3 UAS maintained by competent and/or proven entity L Yes
6 C3 link performance is appropriate for the operation L No

7
Inspection of the UAS (product inspection) to ensure
consistency with CONOPS

L Yes

8
Operational procedures are defined, validated and
adhered to

L Yes

9
Remote crew trained and current and able to control
the abnormal situation

L No

10 Safe recovery from technical issue L Yes

Table 7.8: Recommended operational safety objectives (OSO) in the SORA and their applicability to commer-
cial AWES, compiled from [94]

.

OSO
number

Deterioration of external systems
supporting UAS operation

Required robustness
level for SAIL II

AWES
applicability

11
Procedures are in place to handle the deterioration of
external systems supporting UAS operation

M Yes

12
The UAS is designed to manage the deterioration of
external systems supporting UAS operation

L Yes

13
External services supporting UAS operations are
adequate to the operation

L No

Table 7.9: Recommended operational safety objectives (OSO) in the SORA and their applicability to commer-
cial AWES, compiled from [94]

.

OSO
number

Human error
Required robustness

level for SAIL II
AWES

applicability

14
Operational procedures are defined, validated
and adhered to

M No

15
Remote crew trained and current and able to
control the abnormal situation

L No

16 Multi-crew coordination L No
17 Remote crew is fit to operate L No

20
A human factors evaluation has been performed
and the HMI found appropriate for the mission

L No

7.14. SORA STEP 9: ADJACENT AREA/AIRSPACE CONSIDERA-
TIONS

SORA step 9 addresses the risk of UAS control loss and, consequently, the infringement of
the adjacent airspace or ground areas. Accordingly following requirements are enforced:
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Table 7.10: Recommended operational safety objectives (OSO) in the SORA and their applicability to commer-
cial AWES, compiled from [94]

.

OSO
number

Adverse operating conditions
Required robustness

level for SAIL II
AWES

applicability

21
Operational procedures are defined, validated
and adhered to

M Yes

22
The remote crew is trained to identify critical
environmental conditions and to avoid them

L No

23
Environmental conditions for safe operations
defined, measurable and adhered to

L Yes

1. The probability of leaving the operational volume per flight hour shall be less than
1×10−4.

2. No single failure of the UAS or any external system supporting the operation shall
lead to operation outside the ground risk buffer. Compliance with the require-
ments above shall be substantiated by analysis or test data with supporting evi-
dence.

3. Software (SW) and Airborne Electronic Hardware (AEH) whose development er-
ror(s) could directly lead to operations outside of the ground risk buffer shall be
developed to an industry standard or methodology recognized as adequate by the
competent authority.

However, these safety requirements are only applicable if the adjacent operation areas
are:

1. Gatherings of people unless already approved for operations over gatherings of
people OR

2. ARC-D unless the residual ARC is ARC-D

or in populated environments where:

1. M1 mitigation has been applied to lower the GRC

2. Operating in a controlled ground area

Because none of these adjacent conditions are met for the defined operational sce-
nario of commercial AWES, we conclude that the requirements are not applicable.

SORA step 9 has another requirement for the operation containment which is de-
fined as the following:

“No probable2 failure of the UAS or any external system supporting the operation
shall lead to operation outside of the operational volume. Compliance with the require-
ment above shall be substantiated by a design and installation appraisal and shall mini-
mally include:

2The term “Probable” in the requirement means “Anticipated to occur one or more times during the entire
system/operational life of an item” [94].



7.15. SORA STEP 10: COMPREHENSIVE SAFETY PORTFOLIO

7

93

• design and installation features (independence, separation, and redundancy);

• relevant particular risk (e.g., hail, ice, snow, electro-magnetic interference) associ-
ated with the CONOPS”

The abovementioned containment requirement applies to the commercial AWES. In
the defined system, the flight control system keeps the airborne component in the oper-
ation volume by processing the inputs such as position, wind speed, and tether tension
from various subsystems. All these inputs are critical for keeping the system in oper-
ation volume. There are two possible approaches to cover the operation containment
requirement:

1. Developing and qualifying the entire flight control system and all flight-relevant
subsystems with a credible development standard,

2. or developing and qualifying an independent system that keeps the airborne com-
ponent always in the operation zone in a failure case

Considering the technology maturity level and ongoing improvement of current AWES
flight control systems (and subsystems), the second option considered more reasonable
for the time being is to keep the technology development ongoing. Qualifying an entire
system costs significantly more than qualifying a system with a dedicated task. There-
fore, this study derives the following high-level requirements of an independent system
that ensures that the airborne component is always in the operation zone:

• The fault detection system shall detect the position-keeping failure of the flight
control system using independent algorithms/sensors.

• All critical hardware, sensors, and software should meet the reliability metric re-
quirements, or redundancy should ensure reliability. The system’s hardware and
software shall be qualified with a credible standard.

• If position control is lost, the system shall have the mechanism to conduct a con-
trolled landing or crash in the operation zone. The components of this emergency
system should have the same quality level as the detection module.

7.15. SORA STEP 10: COMPREHENSIVE SAFETY PORTFOLIO
SORA Step 10 summarizes the following objectives and mitigations:

• Mitigations used to modify the intrinsic GRC

• Strategic mitigations for the initial ARC

• Tactical mitigations for the Residual ARC

• Adjacent Area/Airspace considerations

• Operational safety objectives
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Proper implementation of these claimed mitigations and satisfactory evidence are needed
for a sufficient confidence level in the system. The operator should address additional
requirements such as security and environmental requirements. The activities for the
SORA may address some of these additional requirements, but the operator should en-
sure to cover them all. Then, the operator is responsible for ensuring the consistency
between the documented SORA safety case and the actual operational conditions.

7.16. CONCLUSIONS
The airborne wind energy (AWE) sector has grown steadily in the last decade, and the
technology is increasingly attracting the attention of governments, policymakers, and
industry. The main barrier to commercialization is reaching the reliability and safety lev-
els required for long-term operation in relevant wind environments. Because of the fly-
ing energy-harvesting devices, airborne wind energy systems (AWES) are closer to highly
autonomous vehicles, drones, and robots than wind turbines. Despite many prototypes
today, there has yet to be an agreed way forward for the commercial operation approval
of AWES.

For a decade, much effort was invested in safely integrating unmanned aerial sys-
tems (UAS) into airspace. The European Union Aviation Safety Agency (EASA) has cre-
ated a regulation for the flight approval of UAS with three categories. One of the cate-
gories, denoted as “specific”, is for non-regular UAS, which requires ad-hoc risk assess-
ment and risk mitigations for the flying permits.

In this study, we propose that commercial AWES can be certified as a ’specific’ type
of UAS by adhering to the risk assessment framework established by JARUS (The Joint
Authorities for Rulemaking on Unmanned Systems). The selected framework, SORA
(Specific Operations Risk Assessment), is considered to provide the most comprehensive
and mature process for assessing the risks associated with commercial AWES operations.
This chapter applies the SORA process step by step to a hypothetical commercial AWES
operation, in order to identify potential ground and air risks posed by the system. For
each identified risk, possible mitigation measures are discussed in detail.

In SORA terminology, the initial Ground Risk Class (GRC) is determined as ’GRC 4’
and is subsequently reduced to ’GRC 2’ by introducing a Safety System for Ground (SSG).
This system detects the airborne component’s loss of control and immediately reduces
the kite’s kinetic energy. The proposed system also mitigates risks to critical infrastruc-
ture, which are not fully addressed by SORA.

For the assumed operational scenario, the initial Air Risk Class (ARC) is identified
as ’ARC C,’ representing the qualitative risk of encountering other aircraft during the
operation. To further reduce this risk, a tactical mitigation is proposed, involving both a
safety system to monitor the system’s position and a Detect and Avoid (DAA) system for
emergency separation. These mitigations reduce the ARC to ’ARC B.’

With these GRC and ARC mitigations in place, the consolidated Specific Assurance
and Integrity Level (SAIL)—the level of confidence that the UAS operation will remain
under control—is increased twofold, resulting in a ’SAIL II’ classification.

The proposed mitigations are expected to significantly enhance the safety of com-
mercial AWES operations. We believe that applying the steps outlined in this chapter
will facilitate the approval process for commercial operations.
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CONCLUSIONS AND

RECOMMENDATIONS

This chapter presents the most important findings of this work then further research
directions are proposed.

8.1. CONCLUSIONS
To develop and commercialize large-scale AWES, with each unit providing several megawatts
of power—and where the AWES can reliably produce energy for years under varying
weather conditions, the safety and reliability of the systems need to be ensured and for-
mally certified. Toward this objective, the following research questions are answered in
this thesis;

1. How well are current AWES prototypes assessed in terms of safety and reliability?

The exact levels of the AWES prototypes are not open to the public. However, with
the provided survey responses by 11 sector representatives, the following conclu-
sions can be drawn; Most of the systems are passing through a phase between pro-
totyping and commercialization called early commercialization. Six systems are in
the research and development phase and occasionally operate to finalize technol-
ogy development. These systems’ technology Readiness Levels (TRL) can be con-
sidered TRL5 or less. The remaining five systems are in Pilot/Demo, which flies
frequently with a converged prototype to measure power output and demonstrate
reliability and safety. TRL levels of these five systems can be considered between
TRL6 and TRL7. Except for one system, there is an operator in the loop, a major
mitigation for catastrophic events. However, systems are expected to be fully au-
tomatic for the commercialization phase, which is expected to start around 2025,
which may significantly impact safety analyses and certification aspects. In terms
of reliability, one system is reported as operated for three days, the maximum op-
eration time of the other systems is in the levels of hours. All the systems operate

95
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over the dedicated ground areas, and notifications are sent to the other airspace
users. 5 out of 11 systems intend to apply for SORA for airworthiness. Five sys-
tems are engaged with the aviation authority for SORA for their current operations
already. 6 of the entities have an emergency response plan in place. The sector’s
average work effort for certification-related topics is 60 hours per month.

2. How can the reliability and safety levels of an AWE system be determined system-
atically?

In order to determine the levels of reliability and safety levels precisely, statistics
of extensive testing and use history should be examined. This approach may not
be feasible for newly developed safety-critical complex systems such as AWES.

The other approach is to derive the required levels of robustness and safety by con-
sidering commercial interests, certification needs, and public acceptance. Then,
safety analyses, design and manufacturing artifacts, operation manuals, and test
and simulation results should be used to claim that the targeted levels are met.

For commercial AWES operation, the following targets are concluded in the previ-
ous chapters.

The probability of catastrophic failure should be less than 10−8 per flight hour. The
probability of hazardous failure condition should be less than 10−7 per flight hour.
The probability of encountering a manned aircraft should be less than 10−6 per
flight hour. The probability of leaving the operational volume should be less than
10−4 per flight hour.

3. How to improve the current design and operation concepts to reach the commer-
cially required safety and reliability levels?

In order to reach the required levels of safety and reliability, risks and failure cases
need to be well extracted using safety analyses and then these risks are mitigated
with design and operational mitigations. This study executed Failure Mode and Ef-
fect Analysis (FMEA) and Fault Tree analyses for the analysis step. The former ana-
lyzes the failure cases individually, and the latter considers the simultaneous fault
cases that may bring the system to catastrophic conditions. These two industry-
proven tools should be used if it is aimed to reach the targeted levels and claim
the system’s safety. Analyses should be executed iteratively until the design and
operational scenarios reach the targeted safety and reliability level.

4. How can a “Fault Detection isolation and recovery” (FDIR) system architecture be
developed for AWES?

For commercial AWES, system monitoring should be completely automatic dur-
ing the operation. This monitoring is achieved with a "Fault detection isolation
and recovery" (FDIR) system. The requirements of the FDIR system are derived
from the mitigations, which are populated from safety analyses and certification
needs. In this thesis, a multilayered systematic FDIR architecture is proposed and
detailed for commercial AWES. In order to reach the required safety and reliability
levels for commercialization, a similar approach is necessary to realize FDIR.
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5. What is a suitable roadmap for AWES certification? Which tactical and operational
mitigations would facilitate the certification process?

AWES are expected to operate in Class G airspace where interaction with other
users is possible. Therefore, it is expected that commercial AWE systems will have
to comply with international airspace regulations. Currently, for the European
case, Unmanned Arial Systems (UAS) operation approval conditions for non-regular
(’specific’) UAS by The European Union Aviation Safety Agency (EASA) provide
the most mature and systematic way forward for airworthiness certification. The
SORA framework guides the applicant for the ’specific’ UAS operation permit. This
study executed the SORA guideline on a hypothetical commercial system to define
the “Specific assurance and integrity level” (SAIL) of commercial AWES. A similar
approach should be followed to get a ’specific’ UAS operation permit from EASA.
The initial ground risk is reduced by two factors in SORA classifications with an
FDIR system that detects the airborne component’s control loss case and immedi-
ately reduces the kite’s kinetic energy.

By proposing a detect and avoid (DAA) system and a separation maneuver de-
signed for emergency separation, the air risk is reduced to "ARC-B." in SORA ter-
minology. The consolidated level of confidence that the AWES operation will stay
under control is increased by two levels and determined as "SAIL: II."

The proposed mitigations in this study significantly increase the safety levels of
commercial AWES according to the SORA framework. If facilitating AWES’s air-
worthiness certification process is aimed, proposed tactical mitigations should be
applied.

This thesis contributes to the scientific understanding of the commercial deploy-
ment of Airborne Wind Energy (AWE) on the following points:

Chapters 1 and 2 examine the current state of Airborne Wind Energy (AWE) technol-
ogy, with a particular emphasis on reliability and safety. This novel analysis incorporates
independent studies from various sources, as well as survey responses from major AWES
companies, to provide a comprehensive understanding. The review identifies the need
for a systematic assessment of reliability and safety as a crucial first step in addressing
potential reliability weaknesses and safety risks.

Chapter 4 applies two safety analysis methods, widely used in the aircraft industry,
to a specific Airborne Wind Energy System (AWES) described in Chapter 3. The analysis
steps are thoroughly detailed, providing a clear example of how to perform a safety anal-
ysis for complex, safety-critical systems. The outcome of this analysis is the design of an
active Fault Detection, Isolation, and Recovery (FDIR) system.

Based on the safety analysis in Chapter 4, Chapter 5 presents a detailed FDIR archi-
tecture that meets the specific requirements for automation, robustness, and safety in
commercial Airborne Wind Energy (AWE) systems. To the author’s knowledge, this is the
first FDIR subsystem proposed in the AWES literature that is both widely applicable and
flexible enough to accommodate different AWES designs.

Chapter 6 provides an in-depth discussion of the airworthiness certification aspects
for commercial Airborne Wind Energy Systems (AWES). It outlines, for the first time, the
key stakeholders involved in the regulatory process and reviews potentially applicable
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regulations. Additionally, recent developments in UAV airworthiness certification are ex-
amined. Chapter 6 establishes the foundation for certification considerations and con-
cludes that classifying commercial AWES as a ’specific’ type of unmanned aerial system
is the most feasible approach moving forward.

Building on the content of Chapter 6, Chapter 7 outlines the path forward for obtain-
ing airworthiness certification for commercial Airborne Wind Energy Systems (AWES) as
a ’specific’ type of unmanned aerial system. The discussions within each SORA (Specific
Operations Risk Assessment) guideline step provides key insights into the critical areas
developers must address. The risk analyses and mitigation strategies proposed through-
out the chapter highlight the necessity of implementing safety systems to reduce ground
risk and mitigate mid-air collision risk in the event of a tether rupture, as well as the need
for a detect-and-avoid system. To the best of the author’s knowledge, this chapter repre-
sents the first systematic study of the operational requirements for commercial AWES.

8.2. RECOMMENDATIONS
This work investigates the applicability of existing rules and standards whose objective
is to manage aviation-related risks. In essence, these standards define the acceptable
risks to other airspace users, people, and property on the ground. Although existing
standards can be partially applied to ground components, such as the low-voltage direc-
tive (LVD) 2006/95/EC for electrical installation and machine directives 2006/42/EC or
IEC 61400 for wind turbines, systematic work is required for ensuring the ground equip-
ment’s safety and reliability.

To maximize reliability, the most likely sources of failures must be quantified through
uncertainty quantification. The source of failure may start with an extreme weather
event, a sudden component failure, or a logic failure in the control system. Current AWE
simulation frameworks focus on optimizing energy generation and control schemes.
These frameworks need to be extended to simulate the challenging reliability cases.

Once established, systematic maintenance is required to maintain the systems’ reli-
ability and safety level. Both for rigid-wing and flexible kites, modeling of wearing char-
acteristics is required as the first step. Preventive maintenance methods using machine
learning and continuous monitoring of the systems would further decrease the opera-
tion cost, speeding up the commercialization of the systems.

This work considered only a single AWE system for the reliability and safety assess-
ment. Nevertheless, if multiple systems operate in an AWE farm, the interaction among
the systems would affect the total reliability and safety. The SORA process needs to be re-
worked to be able to consider the interaction of multiple systems. More modeling-based
research is needed to analyze and improve the safety and reliability of AWE farms.
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FAA Temporary Determination of No Hazard 

Mail Processing Center 
Federal Aviation Administration 
Southwest Regional Office 
Obstruction Evaluation Group 
2601 Meacham Boulevard 
Fort Worth, TX 76193 

Issued Date: 08/18/2014 

Aeronautical Study No. 
2014-WTW-1596-OE 

Alden Woodrow 
Google Inc 
1600 Amphitheatre Parkway 
Mountain View, CA 94043 

**DETERMINATION OF NO HAZARD TO AIR NAVIGATION FOR TEMPORARY STRUCTURE** 

The Federal Aviation Administration has conducted an aeronautical study under the provisions of 49 U.S.C., 
Section 44718 and if applicable Title 14 of the Code of Federal Regulations, part 77, concerning: 

Structure: 
Location: 
Latitude: 
Longitude: 
Heights: 

Wind Turbine SI-North 
Sherman Island, CA 
38-02-58.93N NAD 83 
121-47-12.40W 
0 feet site elevation (SE) 
492  feet  above  ground  level  (AGL) 
492 feet above mean sea level (AMSL) 

This aeronautical study revealed that the temporary structure does not exceed obstruction standards and would 
not be a hazard to air navigation provided the following condition(s), if any, is (are) met: 
As a condition to this Determination, the structure is marked/lighted with (see attached recommendations). 

See attachment for additional condition(s) or information. 

Construction of a permanent structure at this location requires separate notice to the FAA. 

This determination expires on 09/18/2015 unless extended, revised, or terminated by the issuing office. 

NOTE: REQUEST FOR EXTENSION OF THE EFFECTIVE PERIOD OF THIS DETERMINATION MUST 
BE  E-FILED  AT  LEAST  15  DAYS  PRIOR  TO  THE  EXPIRATION  DATE.  AFTER  RE-EVALUATION 
OF CURRENT OPERATIONS IN THE AREA OF THE STRUCTURE TO DETERMINE THAT NO 
SIGNIFICANT AERONAUTICAL CHANGES HAVE OCCURRED, YOUR DETERMINATION MAY BE 
ELIGIBLE FOR ONE EXTENSION OF THE EFFECTIVE PERIOD. 

This determination is based, in part, on the foregoing description which includes specific coordinates and 
heights. Any changes in coordinates and/or heights will void this determination. Any future construction or 
alteration, including increase to heights, requires separate notice to the FAA. 

This determination does include temporary construction equipment such as cranes, derricks, etc., which may be 
used during actual construction of a structure. However, this equipment shall not exceed the overall heights as 
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indicated above. Equipment which has a height greater than the studied structure requires separate notice to the 
FAA. 

This determination concerns the effect of this temporary structure on the safe and efficient use of navigable 
airspace by aircraft and does not relieve the sponsor of compliance responsibilities relating to any law, 
ordinance, or regulation of any Federal, State, or local government body. 

Any failure or malfunction that lasts more than thirty (30) minutes and affects a top light or flashing obstruction 
light, regardless of its position, should be reported immediately to (877) 487-6867 so a Notice to Airmen 
(NOTAM) can be issued. As soon as the normal operation is restored, notify the same number. 

A copy of this determination will be forwarded to the Federal Aviation Administration Flight Procedures Office 
if the structure is subject to the issuance of a Notice To Airman (NOTAM). 

If you have any questions, please contact our office at (816) 329-2525. On any future correspondence 
concerning this matter, please refer to Aeronautical Study Number 2014-WTW-1596-OE 

Signature Control No: 210250986-227234966 
Donna O'Neill 
Specialist 

( TMP -WT ) 

Attachment(s) 
Additional Information 
Map(s) 
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FAA Temporary Determination of No Hazard 

Additional information for ASN 2014-WTW-1596-OE 

The project consists of the four corners of an area that will be used to operate an Airborne Wind Energy System 
(AWES) that would be located approximately 9.47-9.62 nautical miles (NM) southwest of the Rio Vista 
Municipal Airport (O88), Rio Vista, CA, at a site known as Sherman Island. Sherman Island is located in the 
Sacramento River near Suisun Bay. This area is a VFR (Visual Flight Rules) flyway for fixed and rotary wing 
aircraft between the San Francisco Bay area and the San Joaquin Valley.  The four corner of this area have 
been studied under Aeronautical Study No. 2014-WTW-1596 through 1599-OE. The AWES does not exceed 
any 14 CFR Part 77 obstruction standard. However, due to its operating height and special characteristics the 
following conditions apply during its operations. 

1) The proponent shall ensure that a Notice to Airmen (NOTAM) is issued each time prior to the beginning of 
operations and shall be cancelled each time when operations end. The NOTAM should include the latitude/ 
longitude, radial, and distance from Scaggs Island (SDG) VORTAC and Sacramento (SAC) VORTAC, and the 
operating area including radius distance from center point and maximum altitude (AMSL) of the vehicle. For 
NOTAM purposes the vehicle should be referred to as an Airborne Wind Energy System (AWES). 

2) The lighting and marking plan for the proposed AWES at Sherman Island will be considered preliminary/ 
temporary as part of a research and development effort with the FAA's Airport Technology R&D Branch, 
ANG-E26. As part of this effort, the FAA will be working with the developer to determine the optimal 
marking and lighting techniques for AWESs, and adopt these findings as a national standard. For this 
determination, the AWES should be marked and lighted (for daytime operation) as follows: 

Marking: The AWES should be painted and/or marked with areas of contrasting colors that will provide 
sufficient contrast against terrain and the sky. High-visibility orange or high visibility green may be suitable 
colors. The ground station should be marked with white paint to provide contrast against terrain. The tether, at 
this time, does not require any marking. 

Lighting: The AWES should be lighted with high-output white strobe lights, mounted on the wing tips, 
programmed to flash when the AWES reaches its highest and lowest points when in orbit.  When the AWES 
is not in orbit and is in straight flight, the high-output white strobe lights should flash at 30 flashes per minute 
until it is either docked at the ground station or enters into orbit. The ground station should be equipped with a 
FAA Type L-865 white strobe light that will be programmed to flash in unison with the wing-tip lights of the 
AWES. The tether, at this time, does not require any lighting. 

Daytime/Nighttime: At this time, details for nighttime lighting and marking have not been determined. Night 
time operations are prohibited. Further research will be needed to make that determination. 

Duration of preliminary/temporary lighting and marking plan: This plan shall be valid for a period of one year. 
If at anytime during this period the FAA determines that the preliminary/temporary lighting and marking plan 

implemented under this determination is unsafe or that safety is being compromised due to insufficient lighting/ 
marking, the operation of the AWES shall be suspended until a remedy is identified. 

Light Outages: Due to the limited number of lights being utilized, operation of the AWES without all lights 
functioning is not permitted. 

Research Provisions: The FAA Airport Technology R&D Branch may, at their discretion, request that the 
AWES, the ground station, or the tether be fitted with lighting and/or marking with different characteristics 
to assist with identifying the optimal technique for identifying AWESs. As part of this determination, the 
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developer agrees to assist the FAA with this research and be as accommodating as possible, should such a 
request be received. It must be understood that the marking and lighting plan described in this determination 
is considered preliminary/temporary as part of a research and development effort. While the intent is to 
identify a final lighting and marking configuration during this research effort, the final configuration that 
will be described in FAA Advisory Circular 70/7460-1 (AC) may or may not be the same as described in this 
determination. Once a final marking and lighting configuration is made and identified in the AC, the developer 
understands that they may be required to change the existing, interim marking and lighting to be in accordance 
with the AC. 
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TOPO Map for ASN 2014-WTW-1596-OE 
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Sectional Map for ASN 2014-WTW-1596-OE 
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FAA Temporary Determination of No Hazard 

Mail Processing Center 
Federal Aviation Administration 
Southwest Regional Office 
Obstruction Evaluation Group 
10101 Hillwood Parkway 
Fort Worth, TX 76177 

Issued Date: 12/13/2019 

Aeronautical Study No. 
2019-WTW-4744-OE 

Neal E. Rickner 
Google Inc 
1600 Amphitheatre Parkway 
Mountain View, CA 94043 

**DETERMINATION OF NO HAZARD TO AIR NAVIGATION FOR TEMPORARY STRUCTURE** 

The Federal Aviation Administration has conducted an aeronautical study under the provisions of 49 U.S.C., 
Section 44718 and if applicable Title 14 of the Code of Federal Regulations, part 77, concerning: 

Structure: 
Location: 
Latitude: 
Longitude: 
Heights: 

Wind Turbine PR-North 
Kamakoa Gulch, HI 
19-56-09.76N NAD 83 
155-38-42.19W 
2955 feet site elevation (SE) 
1484 feet above ground level (AGL) 
4439 feet above mean sea level (AMSL) 

This aeronautical study revealed that the temporary structure does exceed obstruction standards but would not 
be a hazard to air navigation provided the condition(s), if any, in this letter is (are) met: 

**SEE ATTACHMENT FOR ADDITIONAL CONDITION(S) OR INFORMATION** 

This determination cancels and supersedes prior determinations issued for this structure. 

This determination is based, in part, on the foregoing description which includes specific coordinates and 
heights. Any changes in coordinates and/or heights will void this determination. Any future construction or 
alteration, including increase to heights, requires separate notice to the FAA. 

This determination does include temporary construction equipment such as cranes, derricks, etc., which may be 
used during actual construction of a structure. However, this equipment shall not exceed the overall heights as 
indicated above. Equipment which has a height greater than the studied structure requires separate notice to the 
FAA. 

This determination did not include an evaluation of the permanent structure associated with the use 
of this temporary structure. If the permanent structure will exceed Title 14 of the Code of Federal 
Regulations, part 77.9, a separate aeronautical study and FAA determination is required. 

This determination concerns the effect of this temporary structure on the safe and efficient use of navigable 
airspace by aircraft and does not relieve the sponsor of compliance responsibilities relating to any law, 
ordinance, or regulation of any Federal, State, or local government body. 
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A copy of this determination will be forwarded to the Federal Aviation Administration Flight Procedures Office 
if the structure is subject to the issuance of a Notice To Airman (NOTAM). 

If you have any questions, please contact our office at (816) 329-2526, or bill.kieffer@faa.gov. On any future 
correspondence concerning this matter, please refer to Aeronautical Study Number 2019-WTW-4744-OE 

Signature Control No: 404837550-425249765 
Bill Kieffer 
Specialist 

( TMP -WT ) 
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FAA Temporary Determination of No Hazard 

Additional Condition(s) or Information for ASN 2019-WTW-4744-OE 

Proposal:  To construct and/or operate a(n) Wind Turbine to a height of 1484 feet above ground level,  4439 
feet above mean sea level. 

Location:  The structure will be located 4.11 nautical miles south of MUE Airport reference point. 

Part 77 Obstruction Standard(s) Exceeded and Aeronautical Impacts, if any: 

Preliminary FAA study indicates that the above mentioned structure would: 
have no effect on any existing or proposed arrival, departure, or en route instrument flight rules (IFR) 
operations or procedures. 
have no physical or electromagnetic effect on the operation of air navigation and communications facilities. 
have no effect on any airspace and routes used by the military. 

Based on this aeronautical study, the structure would not constitute a substantial adverse effect on aeronautical 
operations or procedures because it will be temporary. The temporary structure would not be considered a 
hazard to air navigation provided all of the conditions specified in this determination are strictly met. 

As a condition to this Determination, the structure is to be marked/lighted with See Additional Information. 

Any failure or malfunction that lasts more than thirty (30) minutes and affects a top light or flashing  obstruction 
light, regardless of its position, should be reported immediately to (877) 487-6867 so a Notice to Airmen 
(NOTAM) can be issued. As soon as the normal operation is restored, notify the same number. 

This determination expires on 06/13/2020 unless extended, revised, or terminated by the issuing  office. 

NOTE: REQUEST FOR EXTENSION OF THE EFFECTIVE PERIOD OF THIS DETERMINATION MUST 
BE E-FILED AT LEAST 15 DAYS PRIOR TO THE EXPIRATION DATE. AFTER RE-EVALUATION  
OF CURRENT OPERATIONS IN THE AREA OF THE STRUCTURE TO DETERMINE THAT NO 
SIGNIFICANT AERONAUTICAL CHANGES HAVE OCCURRED, YOUR DETERMINATION MAY BE 
ELIGIBLE FOR ONE EXTENSION OF THE EFFECTIVE PERIOD. 
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Additional information for ASN 2019-WTW-4744-OE 

THIS AMMENDED TEMPORARY DETERMINATION IS NOT ELIGIBLE FOR EXTENSION AND 
EXPIRES ON 06/13/2020. 

The proposed temporary construction is an Airborne Wind Energy System (AWES) that consists of an airborne 
wind energy kite connected to a ground station by a 1500 foot tether (cable).  The cable would allow the 
energy kite to maneuver within 1500 feet of the ground station depending upon the prevailing winds. The 
AWES would be located approximately 4.11 - 4.57 nautical miles south of the Waimea-Kohala airport (MUE), 
Kamuela, HI. The four corners of this operating area were submitted for study under aeronautical study 
numbers 2019-WTW-4744 through 2019-WTW-4748-OE. The height of the terrain underlying the AWES 
varies and the tether would restrict the AWES to a maximum height of 4439 feet above mean sea level within 
the operating area. 

The temporary structure is identified as an obstruction under the standards of 14 CFR, part 77, as follows: 

Section 77.17(a)(1):  A height more than 499 feet above ground level (AGL).  The proposed structure would 
exceed by the following amounts for each corner of the operating area. 

2019-WTW-4744-OE / 985 feet 
2019-WTW-4746-OE / 909 feet 
2019-WTW-4747-OE / 908 feet 
2019-WTW-4748-OE / 1001 feet 

Section 77.17(a)(2): A height that is 200 feet AGL, or above the established airport elevation, whichever is 
higher, within 3 nautical miles of the established reference point of an airport, excluding heliports, with its 
longest runway more than 3,200 feet in actual length, and that height increases in the proportion of 100 feet 
for each additional nautical mile from the airport up to a maximum of 499 feet. The proposed structure would 
exceed by the following amounts for each corner of the operating area. 

2019-WTW-4744-OE / 1173 feet 
2019-WTW-4746-OE / 1067 feet 
2019-WTW-4747-OE / 1051 feet 
2019-WTW-4748-OE / 1173 feet 

The AWES would be located on the edge of traffic pattern airspace for category D aircraft that may utilize the 
Waimea-Kohala airport. Category D aircraft are those aircraft with an approach speed of between 141-165 
knots. Aeronautical study disclosed no known or forecasted category D aircraft conducting operations at the 
Waimea-Kohala airport. The AWES would be located outside traffic pattern airspace for all aircraft that would 
normally utilize the Waimea-Kohala airport. 

Aeronautical study disclosed that the temporary structure would have no effect on any existing or proposed 
arrival, departure, or en route Instrument Flight Rules (IFR) operations or procedures. 

Study for possible Visual Flight Rules (VFR) effect disclosed that the temporary structure would not have a 
substantial adverse effect on any existing or proposed arrival or departure VFR operations or procedures.  
It would not conflict with airspace required to conduct normal traffic pattern operations at Waimea-Kohala 
airport or any other known public use or military airports.  Aeronautical study for VFR en-route effect 

Makani Technologies LLC  

 

A

121



FAA Temporary Determination of No Hazard 

disclosed that it would be necessary for the AWES to be satisfactorily marked/lighted to ensure conspicuity so 
that aircraft could safely navigate around the structure. 

Due to this being an initial introduction of an emerging technology to the National Airspace System, additional 
conditions and notification procedures must be necessary prior to operation of the Makani M600 Airborne 
Wind Energy System (AWES). 

Weather requirements: 

The weather requirement for operation of the AWES must be a ceiling/visibility minimum of 1,500 feet above 
ground level and 3 statute miles at the base station. 

NOTAM requirements: 

Notify the Kona Operations Center, (808)-329-1083 at least one hour prior to the beginning of operation 
and again when operation has suspended for the day so that a local Notice to Airmen (NOTAM) can be 
issued. Provide to the operations center the latitude/longitude, direction, and distance in nautical miles from 
Waimea-Kohala airport (PHMU) and the operating area including radius distance in feet from center point 
(groundstation). For NOTAM purposes the vehicle should be referred to as an "Airborne Wind Energy 
System." 

The lighting and marking plan for the proposed AWES at Kamakoa Gulch/Parker Ranch will be considered 
preliminary/temporary as part of a research and development effort with the FAA's Airport Technology 
R&D Branch, ANG-E26, Obstruction Evaluation Group, and Flight Standards Service - Flight Procedure 
Standards Branch. As part of this effort, the FAA will be working with the developer to determine the optimal 
marking and lighting techniques for AWESs, and possibly adopt these findings as a national standard. For this 
determination, the AWES should be marked and lighted as follows: 

Marking requirements: 

The tether for the energy kite must be painted and/or marked with areas of contrasting colors that will provide 
sufficient contrast against terrain and the sky. Alternating 150 foot bands of aviation orange and white are 
chosen to be tested; however this recommendation remains preliminary and is subject to change based on the 
results of the final airborne conspicuity testing. The ground station should be marked with white paint to 
provide contrast against terrain. The wing on the kite for this test is overall painted white with orange and 
yellow painted wing tips. 

Lighting requirements: 

The energy kite must be lighted with four flashing white strobe lights that meet or exceed the photometric 
specifications of FAA approved aircraft anti-collision lights (specified in Title 14 CFR Part 23.1397), mounted 
on the wing tips and tail, as necessary to provide 360 degree visual coverage. The ground station must be 
equipped with an FAA Type L-865 white strobe light that will be programmed to flash in unison with the wing- 
tip lights of the energy kite. It is desirable that the strobes be adjustable during the test to determine if different 
flash rates, number of flashes or positions to flash in the orbit of the vehicle add to the vehicles conspicuity. 
The tether, at this time, does not require any lighting. 

Light Outages: Due to the limited number of lights being utilized, operation of the airborne wind energy system 
without all lights functioning is not permitted. 
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Research Provisions: 

The FAA may, at their discretion, request that the AWES, the ground station, or the tether be fitted with lighting 
and/or marking with different characteristics to assist with identifying the optimal technique for identifying 
AWESs. As part of this determination, the developer agrees to assist the FAA with this research and be 
accommodating, should such a request be received. It must be understood that the marking and lighting plan 
described in this determination is considered preliminary/temporary as part of a research and development 
effort.  While the intent is to identify a final lighting and marking configuration during this research effort, 
the final configuration that will be identified may or may not be the same as described in this determination. 
Once a final marking and lighting configuration is made the developer understands that they may be required to 
change the existing, interim marking and lighting. 

The cumulative impact of the proposed temporary structure, when combined with other proposed and existing 
structures, is not considered to be significant. Study did not disclose any adverse effect on existing or proposed 
public-use or military airports or navigational facilities, nor would the proposal affect the capacity of any 
known existing or planned public-use or military airport. 

Therefore, it is determined that the proposed temporary structure would not have a substantial adverse effect on 
the safe and efficient utilization of the navigable airspace by aircraft or on any air navigation facility and would 
not be a hazard to air navigation provided the conditions set forth in this determination are met. 
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Sectional Map for ASN 2019-WTW-4744-OE 
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B
APPENDIX B

B.1. AWES FLIGHT ANOMALY EXAMPLES
This appendix presents a few flight anomaly examples from two different AWE systems
to show the observed reliability issues of current prototypes. Anomalies are categorized
according to the source system component whose fault caused the anomaly. Kitepower’s
cases are refined from the test flights that took place between 2010 and 2015. Examples
from Makani systems are taken from the resources that Makani has opened to the public
after the company ended. Photo footage and video links are also provided as references
when available.

B.1.1. FAILURES CAUSED BY TETHER FAULTS

FAILURE DUE TO WEAK LINK RUPTURE (KITEPOWER)
In one test, the weak link at the KCU broke, which is illustrated in Figure B.1. At the time
of the test, the circular guide rail for the masthead was not yet available. Instead, the
team used a straight tube mounted to the masthead to support the tether. The video
footage shows that the tether entangles with this makeshift solution and suddenly snaps
from the straight tube, leading to the overload. The debris visible in the large photo (C)
originates from the progressive-tearing energy absorber that is integrated with the KCU
to avoid an overload of the safety line. In this particular event, the bridle line system of
the kite was damaged to such a degree that the wing curled up into a drag parachute-like
structure [56]. The rupture of the weak link was an event that could be clearly identified
in the data recording as well as in the photo and footage.

TETHER RUPTURE DURING THE FAIRING TEST (MAKANI: 16.11.2017)
Figure B.2 shows the incident during the tether and bridle fairings tests, high oscillation
on the fairings, and then tether rupture, causing a crash. Video footage of the event is
opened to the public [148]. The exact root cause of the failure is unclear in the available
resources, but the team reports that they suspect shedding from stalled fairing that was
misaligned.
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(A)

(B)

(C)

(D)

(E)

2012/08/02

Figure B.1: Experimental mast-based launch of the LEI V3 kite (A-B), breaking weak link due to a sudden over-
load (C) and descent of the damaged wing while being secured by the safety line (D-E) [56].

Figure B.2: Rupture of tether (left) causing a controlled crash (right) [148].

B.1.2. FAILURES CAUSED BY WING STRUCTURE(INCLUDING THE BRIDLE LINE

SYSTEM) FAULTS

FAILURE DUE TO WING COLLAPSE (KITEPOWER: 09.09.2010)

The test was conducted in Friesland, Netherlands, the Mutiny V2 kite model, as well as
the 50 m2 ram-air wings, were flown. During one of the flights with the V1 kite, the wing
collapsed 9 minutes and 34 s after the launch and then slowly descended to the ground,
which took about 40 s. The event was video recorded simultaneously from the wingtip
and the swivel head. A sequence of video stills of the collapse from the perspective of
the wing tip is shown in Figure B.3. While the left photo shows the nominal wing shape
under aerodynamic load, the center photo shows a significant indentation of the wing
due to relative flow impinging on the suction side of the wing. This aerodynamic com-
pression force eventually leads to the buckling of the entire C-shaped wing, which, in
this particular case, could not be reversed.

To counteract such a buckling of the entire wing, an additional transverse line was
added to the bridle line system, connecting the two halves of the C-shaped wing. This
stabilizer line is visible in Figs. B.4 (center) and B.4 (left).
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Figure B.3: Collapse of the entire wing during reel-in, from the perspective of the wing tip video camera.

Figure B.4: Wing and bridle line system during a down loop figure eight maneuver performing a right turn (left)
and following straight flight diagonally upwards (center) and during retraction of the kite (right). Video stills
taken from the KCU [64].

B.1.3. FAILURES CAUSED BY GROUND STATION(INCLUDING THE SOFTWARE)
FAULTS

FAILURE DUE TO WINCH REELING SPEED CONTROL SOFTWARE INCOMPETENCE (KITEPOWER:
11.03.2010)

In this early test flight at the former naval airbase Valkenburg, near Leiden, Netherlands,
the tether ruptured at the kite end while performing a crosswind flight maneuver. The
kite power system was equipped with a Mutiny V1 kite and a radio-controlled improvised
kite control unit. At the time, both kite and winch could only be controlled manually by
two different operators, such that overload situations and flight anomalies occurred fre-
quently. While data recording was not possible at this stage of development, the event
was captured by the GoPro video camera mounted on the swivel head of the ground
station. The tether ruptured 24 minutes and 10 seconds after launch while flying down-
wards during a figure-of-eight maneuver. Because the system was not yet equipped with
a safety line and progressive-tearing energy absorber, the detached, highly-tensioned
Dyneema® line lashed back towards the swivel head of the ground station into a wave-
like shape before falling to the ground. This event, which is illustrated in Figure B.5, is
characterized by a very short timescale, which is obvious from the fact that the fast-flying
kite hardly moves during the backlash. The sudden drop of the tether force also jolted
the ground station significantly, which can be seen in the video footage. The detached
kite continued downward but was redirected into a gentle gliding descent.
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Figure B.5: Backlash of the tether after rupture at the kite end. Video stills at 100 ms intervals.

To prevent future tether ruptures due to force peaks, the winch’s control system is im-
proved so that the reeling speed can be adjusted rapidly to keep the tether force within
a specific range. To mitigate the effect of a tether rupture at the kite end, the safety sys-
tem had been developed, consisting of a weak link, cable cutter, safety line, and energy
absorber. The functioning of this safety system was demonstrated during a mast-based
launch, illustrated in Figure B.1.

B.1.4. OTHER FAILURES

FAILURE DUE TO LOSS OF CONTROL (MAKANI: 10.04.2018)
For the Makani SN3 model, adding slats changed the center of gravity and the aerody-
namic center of the main wing. These changes reduced the longitudinal and lateral static
stability margins, in addition to open-loop stability. The control system was working to
close the loop, but, especially in gusts, control surfaces were often saturated, leading to
an open loop, marginally stable plant. Then, in test flight RPX-09, Makani Power lost
their SN3 model. According to Makani’s report [149], the main wing snapped in half in
mid-air (Figure B.6), after a gust event which caused loss of control of the kite, leading
to an uncontrolled and jerky return to the taut tether. Full video of the Mid-air break is
available to the public [150].

LOSS OF KITE YM600-05 DUE TO LOSS OF ROLL ATTITUDE CONTROL (MAKANI: 08.08.2019)
In the course of Flight FCW-01, the autonomous flight controller encountered a sequence
of critical events culminating in the loss of control over the kite’s roll and yaw attitudes,
ultimately resulting in the loss of the kite to the Atlantic Ocean. This occurrence tran-
spired shortly after the kite’s transition from a crosswind flight configuration to hover
mode, specifically in preparation for the tether reel-in operation. During this phase
known as "PrepTransformGsDown," the kite is in a specific mode to secure the tether
while the Ground Station undertakes the transformation from the "crosswind tether an-
choring" to the "reeling" configuration.

To attain this designated mode, the kite orchestrates a combination of altitude reduc-
tion and lateral translation. Approximately 22 s into this maneuver, the kite commenced
experiencing challenges in countering the moment exerted by the bridle, leading to an
inadvertent roll movement away from the tether. About 28 s into PrepTransformGsDown
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Figure B.6: Mid-Air Break Up of Makani M600 During Crosswind Flight [150].

mode, the pilot took over control but could not successfully stabilize the kite B.7. A vi-
sual record of the flight’s conclusion can be observed in the video titled "FCW-01 end of
flight," [151].

According to Makani’s detailed analysis [147] while some of the contributing factors
leading to this incident were experienced in prior flights, their concurrent manifestation
in FCW-01 resulted in a unique confluence that ultimately led to the loss of the kite.
Furthermore, a distinctive factor contributing to the offshore operations in FCW-01 was
the perturbation introduced by the motion of the buoy, which intermittently induced
slackening of the tether during both the TransOut and PrepTransformGsDown phases.

BIRD STRIKE IMPACT (KITEPOWER: 23.06.2011)
Figure B.8 shows another anomaly which is caused by the rare situation of a bird, as
part of a group of domestic pigeons (Columba livia domestica), impacting the tensioned
tether, with the tether indenting and the bird recovering and continuing its flight. This
anomaly does not cause a flight failure [152]. Important lessons learned from this event
were that birds generally survive the impact with the tether, and that the impact is clearly
visible and may be used for monitoring.
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Figure B.7: The YM600-05’s trajectory before the loss of the kite [147].

Figure B.8: Photo sequence capturing a bird impacting the tether: before the impact (left) and shortly after the
impact (right). Photo: Max Dereta
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