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Abstract

Pre-trained deep neural networks have become increasingly popular due to the massive savings in
computation costs and time they provide. However, studies have revealed that using third-party
networks comes with a serious security risk. Backdoor injections can compromise such models, causing
them to misbehave on command, which can have detrimental effects on the applications involved.
The problem affects a wide range of tasks, as numerous studies have shown over recent years. Most
of these studies focus on tasks performed by deep classification models, but insufficient studies exist
to determine whether or not deep regression models suffer from the same consequences. This study
aims to verify to what extent this is the case. To do so, we constructed our own deep regression model
and compromised it with an existing backdoor injection. We defined the necessary evaluation metric
to compare the susceptibility of our regression model to that of the classification models that have
already been shown to be affected. The code is made available for further details and reproducibility.
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1 Introduction

In recent history, the development and usage of deep learning has exploded, and for good reason. This
technology’s applications have proven incredibly valuable across many fields. The trade-off for the capa-
bilities deep learning models provide includes the resources required to train them. As such, pre-trained
models have become popular too, but this now common practice has been shown to come with some
serious security risks. These models can be backdoored during training or fine-tuning, causing them to
function normally unless certain trigger patterns appear. What patterns trigger them and how they affect
the functionality depends on how the attacker designs the backdoor model. This attacker may well have
malicious intent. The threat seems indiscriminate in regards to the task at hand, as it has been researched
in the context of image recognition [1], speech recognition [2], language processing [3], and reinforcement
learning [4]. Many of the attacks that have been designed for research are still perceptible as they dis-
tort the data in a way that is easily detectable by humans. To overcome this limitation, Nguyen et al.
developed the WaNets backdoor attack [5], which takes a more subtle approach in their injection method.

It is clear that backdoor attacks on deep learning models have been subject to extensive research. Al-
though the risk is evident within a wide range of tasks, most research emphasizes a certain branch of deep
learning utilizing deep classification models (DCMs). However, not all applications of this technology are
designed to assign classes to data. Many problems require predictions to be made in a less discrete man-
ner. An example of such a problem is the task of gaze estimation, where the direction a person is looking
at is estimated. A direction can be defined by a vector in a continuous solution space, representing the
orientation of the gaze within a three-dimensional coordinate system. Deep regression models (DRMs)
are more applicable in such cases, but whether or not they are as vulnerable against backdoor attacks
has been studied to a far lesser extent. Consequently, an equally important area of research concerning
deep neural network backdoor attacks is much less explored.

This research aims to address the uncertainties around the susceptibility of DRMs to these types of
attacks. In particular, we have applied the WaNets backdoor attack to a Gaze estimation model and
devised an evaluation metric to compare the results to the existing studies concerning deep classification
models. This comparison shows that the threat persists even when the fundamental nature of the affected
model changes and highlights the importance of taking the necessary precautions.
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2 Related works

As the name suggests, deep neural network backdoor attacks rely on the existence of deep neural networks
(DNNs). A deep neural network is a type of artificial intelligence model composed of multiple layers of
interconnected nodes designed to learn complex patterns and representations from large datasets through
iterative training. Backdoor attacks compromise this training process by injecting a trigger pattern. As
a result, the model seemingly operates normally, but it behaves differently whenever the same trigger
pattern is encountered. How the behavior changes depends on the design of the attack, which is likely to
be adversarial. Many backdoor attacks have been the subject of recent studies. One such study shows a
backdoor attack called the WaNets backdoor attack, which is particularly notable for its imperceptibility.

The WaNets backdoor attack will be used in this research to determine the susceptibility of deep
regression models to these backdoor attacks. The name is short for Warping-based poisoned Networks,
which describes the trigger pattern of this backdoor. While some trigger patterns involve inserting or
replacing static patches of input images, The WaNets backdoor attack applies a warping field over the
entire image. This warping field distorts the image in a way that is undetectable by the naked eye
yet leaves a pattern that a deep neural network can recognize. This allows the backdoor attack to be
effective yet imperceptible. Like the other backdoor attacks mentioned, the WaNets backdoor attack was
developed with classification tasks in mind. Not all DNNs are classification models, however. DRMs are
a different type of DNN that equally try to discern patterns within the input data but have a different
goal in determining the corresponding output. While classification models strive to determine the class
an input sample belongs to accurately, regression models aim to find the exact value in a continuous
solution space. This greatly affects how the performance of a model is evaluated, which may, in turn,
affect the impact backdoor attacks have on these types of models. Consequently, discovering that the
threat persists in DRMs just as it does in DCMs means that a wide range of additional tasks, which have
little existing research, are also affected. To investigate the impact of backdoor attacks on such models,
we examined their effects on the task of gaze estimation.

Gaze estimation is the task of determining the direction a person is looking at. This direction comes
in the form of a vector that can be used to derive a 2D point of gaze on a plane. Such information is
relevant in cognitive research studies [6]. Similarly, gaze estimation is prevalent in behaviour analysis
studies, ranging from shopping behaviour [7] to assisted living [8], and even in the context of driving
safety [9]. Another application of gaze estimation of particular interest in the context of this research
is that of security and human-computer interaction [10]. Many of these applications have become the
subject of study more recently as deep learning has gotten increasingly computationally viable, but it was
already of interest before. In the past, gaze estimation was performed using methods like basic projective
geometry [11] or pupil tracking [12]. Many more examples of such approaches are mentioned [11], most
of which relied on geometric computations on high-resolution imagery that is intrusive to acquire. These
constraints started to vanish as deep learning emerged. The task of gaze estimation is a good fit for
DRMs as the vectors that need to be predicted lie in such a continuous solution space at which DRMs
excel. By building a system that takes easily attainable images of faces as input and gives yaw and pitch
as output, we can perform the task in real time without needing head devices or infrared lasers to track
the subject. Given the relevant applications of gaze estimation and the fundamentally strong fit for deep
regression models, it provides a good candidate for this research.
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3 Methodology

As already established, DNNs have revolutionized many fields, including computer vision, enabling signif-
icant advancements in object detection, image classification, and gaze estimation. Convolutional Neural
Networks (CNNs), a subset of DNNs, are particularly effective in processing image data because they
automatically learn spatial hierarchies of features. It has already been shown that DCMs are vulnerable
to backdoor injections, and it is our task to show the extent to which this is the case for DRMs. To
study these effects, we will be training our own DRM for the task of gaze estimation and setting up the
WaNets backdoor attack to attack the model.

3.1 Threat model
The following section defines the goals and abilities of the attack to show what an attacker will aim for
when setting up the backdoor attack and what they could try to achieve.

3.1.1 The goal of the attacker

in general is to change the output of a system using their model whenever they want it to. The way this
output is affected depends on the circumstances. For example, a real-world attack scenario was illustrated
by having a backdoored model misclassify traffic signs [13]. Either a random, erroneous detection was
made whenever the trigger pattern was detected. Additionally, the researchers were able to perform
a targeted attack where the system would always detect a speed limit sign in the presence of their
trigger. The consequences would be grave if such a system were to be used in autonomous vehicles. Gaze
estimation itself is relevant to road safety as it is used in advanced driver assistance systems (ADAS).
This opens up a new attack surface for anyone trying to make the road a more dangerous place, thus
highlighting this research’s importance. Of course, applications of DNNs reach far beyond traffic and
cars. Considering this wide range of applications and the freedom an adversary has in designing their
attack, it becomes clear that such backdoor attacks can target a vast number of systems and use cases
with an equal number of goals in mind. Aside from the end goals an attacker may have, any backdoor
injection can only be put into practice if the model they hide in is actually used. This leads to the
following inherent intermediate goals.

Stealth is these requirements’ first and most obvious. The black-box nature of DNNs already
provides a reasonable amount of stealth. Nevertheless, if the training data contains clear injection
triggers, these should not be shared, and any other indication of compromise should remain hidden
as well.

High performance on clean input is also a necessity. Even if they are not aware of a back-
door being present, lacking performance will divert people from using the model in the first place.
Additionally, functioning normally under clean circumstances helps the backdoor be undetected to
fulfill the former requirement.

This summarizes the properties any attacker will strive to achieve and highlights how the end goal of
having control over the output can have a meaningful impact in whatever situation the backdoor is
implemented.

3.1.2 The abilities of the attacker

determine whether or not they can reach their goal. Considering they have full control over the training
process, an attacker has various injection points for their trigger pattern. Backdoor attacks often leverage
the control over the training data to implement this aspect. It is, after all, logical to have the patterns
be part of the data the model is trained on. Images, for instance, can easily be altered by distortion
or simply replacing entire patches. Textual input data could also easily be changed to contain certain
patterns that you wish to trigger the attack on.

The WaNets backdoor attack, which was used for this research, does not directly alter the data.
Instead, the developers chose to exercise their control over the training process in their implemen-
tation. Rather than warping a set of images and feeding it into the model, the model only receives clean
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data. During training, some of these images are warped by changing the actual pixel data itself. This
means that using the model to further train on new clean data, the backdoor pattern will still be injected.
On top of that, one could share the data it is trained on, and none of it will raise any suspicion. As elim-
inating the need for access to training data provides such advantages, researchers have also successfully
designed an attack using a compromised loss function [14]. This illustrates how control over the training
process can be used in an entirely different manner to set up the backdoor attack.

3.2 Warping-based backdoor attacks on gaze estimation models
The main goal of our experiment is to see how much a regression model is affected by backdoor injections
like the WaNets backdoor attack. This means we need to first set up a clean regression model that
performs the gaze estimation task, followed by a poisoned model that does the same. After training and
optimizing both models, we can compare the results to see if such attacks affect DRMs at all and, if so,
to what extent.

3.2.1 Implementing the gaze estimation model

is the first step of this study and requires access to training data. The MPIIFacegaze dataset is widely
recognized for gaze estimation research. The dataset includes face images of varying orientations and
lighting levels. Equally important is that the dataset comes with the corresponding normalized gaze
directions, among other labels. The following preprocessing steps were needed:

Flipping and rotating the images, to make sure the labels and images follow the same orienta-
tion. This is a result of the fact that the images were originally saved in MATLAB [15].

rescaling the 448x448 image to 224x224, This is mainly to reduce the input size as it speeds
up the training process. This reduction in size leaves the dimensions the same while leaving enough
details to pick up on the necessary patterns.

With the data preprocessed and loaded, training can begin. To reduce training time, we use the ResNet-
18 architecture [16] as a backbone, which we adapted for regression tasks. This is done by replacing the
final fully connected layer to output a 2D gaze angle vector representing yaw and pitch. The training
process involves iterating through the dataset for multiple epochs. In each epoch, training samples are
taken in batches of 128. The model predicts the output and then calculates the loss using the L1 loss
metric. Having the loss computed, backpropagation is applied, and the optimizer updates the attributes
of the model. We calculate the angular error between the predicted output and the ground truth to verify
the model’s performance.

3.2.2 Implementing the backdoored model

is the next step. In doing so, we follow the process defined by the authors [5]. This process takes place
during a newly defined training phase. As mentioned before, this involves injecting the backdoor trigger
pattern, which is the warping field.

β(x) =W (x,M) (1)

The warping field M defines the relative sampling locations of backward warping for each point in the
image x [5]. The purpose of designing a trigger pattern in this manner is the imperceptibility it provides.
A proper construction of M alters the image in a subtle way that is barely, if at all, detectable by the
naked eye. According to the developers [5], what it means for M to be constructed properly is having
the following three properties:

Strength, the warping effect should not be too strong as it would leave visible distortion that
defeats the design’s purpose.

Elastic, the distortion should be smooth as a more rigid distortion may leave visible artifacts.

Within boundary Lastly, the field should be contained within the size of the original image to
prevent voided patches around the edges.
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To create M , we start by constructing a uniform control grid P to determine the control points. This
grid is generated by constructing a tensor of random values between −1 and 1 of the shape IRk×k×2,
where we have k as a parameter to adjust the grid resolution. The third dimension set to 2 holds the
displacement values for the x and y directions.

P0 = Rand[−1,1](k, k, 2)) (2)

We then normalize this grid with the function ψ(A) using the mean absolute value.

ψ(A) =
A

1

size(A)

∑
ai∈A |ai|

(3)

This leaves us with the normalized grids of resolution k × k. To have further control over the warping
strength, we multiply these grids by the parameter s, giving us the final notation for P .

P = ψ(Rand[−1,1](k, k, 2))× s (4)

To fit them to the input images, they will need to be upsampled. Since we are working with a uniform
grid over the input image, a simple bicubic interpolation function ↑ (P ) will suffice [5]. Upsampling the
grid will have a smoothing effect, which will make changes appear much less abrupt. Finally, a clipping
function ϕ is applied to ensure no points exist outside of the image boundary. This results in the following
function for the warping field M :

M = ϕ(↑ (ψ(Rand[−1,1](k, k, 2))× s) (5)

ψ(P0)

x

↑ (P )

W (x,M)

warping function

β(x)

β(x)− x

Upsampling (↑)

Clipping (ϕ)

Figure 1: Flowchart displaying the warping process; The generated noise grid (top left) is upsampled
to a higher resolution image (top center). After clipping is applied, the warping function (bottom center)
and the original input image (bottom left) are taken to create the warped image (bottom right). A
residual image (top right) shows the difference between the original and injected image.
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The amount of affected samples is adjustable to allow for more optimization. Not all augmented input
samples have their labels adjusted. Another configurable portion is warped using a field M ′ ̸=M without
poisoning the labels. This is part of the noise mode as defined by the developers [5]. The noise mode
prevents the algorithm from picking up on pixel-level artifacts that make it easier to detect.

4 Evaluation

Both the clean and backdoored models have been trained on the MPIIFaceGaze dataset. This dataset
includes 45000 images of faces from different people under varying light levels with corresponding label
data. This data contains information on the gaze direction, head position, and the locations of certain
facial structures. The only label that is of interest to us is the gaze direction.

4.1 Experimental setup
The backdoor attack was injected into the training process numerous times in order to find the best-
performing hyperparameters. A targeted attack was trained each time, meaning that a poisoned target
label was specified. This was done as it gave us the clearest understanding of how the backdoored
model behaves. The goal is to compare the effectiveness of the backdoor attack on the regression model
compared to the known effectiveness against classification models. Defining this metric for classification
models is trivial, as a simple accuracy will suffice. However, the continuous nature of regression models
does not allow for such an approach. To quantify the effectiveness of the attack on our model, we again
use the angular error we defined before. We select a threshold θT to determine how much difference we
allow between an output and the poisoned target label for the backdoor to have successfully affected an
input sample.

Si(x) =

{
1 if θ(yi)− θ(ŷi) ≤ θT

0 otherwise
(6)

This metric can be used to calculate the success rate for a batch of samples. Additionally, we can apply
it to clean inputs and compare their outputs to the corresponding original labels. We now have a metric
to determine the effectiveness of the backdoor injection and one to see how much the model’s normal
behaviour is affected.

πs =
1

N

N∑
i=1

Si(x) (7)

Having a metric for success, we set up, trained, and evaluated a model for both a clean and a backdoored
environment. In both cases, the entire MPIIFaceGaze dataset [15] was used, divided into a training and
testing split of 80 percent and 20 percent of the data, respectively.
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4.2 Result analysis
During the initial training process of the backdoored implementation, promising results already started
to appear. Even with the injected images, the backdoored model showed a convergence similar to that
of the non-backdoored model and well within the average angular error limit we aim for. This suggested
that the presence of the backdoor injection correctly started labeling warped samples in the poisoned
direction without affecting the clean images. To verify this behaviour, we still needed to evaluate the

Figure 2: Average angular error per training epoch for both the clean and backdoored model.

model using unseen data. In doing so, the model was run on the entire clean test set, after which that set
was injected and evaluated again. At this point, we start measuring the actual success rate. Rather than
taking a mean angular error, we count the angular error for each sample with its corresponding clean or
poisoned label.

Metric Clean Model Backdoored Model Difference

Clean data
Average angular error 2.00◦ 2.27◦ +0.27◦

Success rate 96.2% 94.5% -1.7%

Poisoned data
Average angular error 10.95◦ 0.78◦ −10.17◦

Success rate 11.7% 99.2% +87.5%

Combined data
Average angular error 6.48◦ 1.53◦ −4.95◦

Success rate 53.9% 96.9% +43.0%

Table 1: Success rate and average error of backdoored model compared to clean model

As the training process already suggested, the results show that the backdoored model performs nearly as
well on clean data as the regular model does, while its trigger pattern is incredibly effective. A heatmap
below visualizes predictions made by the backdoored model in the absence of the trigger pattern and the
predictions made in its presence.
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Figure 3: Heatmap displaying evaluation predictions; The images show the effectiveness of the
trigger pattern. On clean data (left), the predictions follow the true labels spread out across the gaze
plane. On poisoned data (right) the model always predicts towards a single gaze point.

4.2.1 Comparison to DCMs

For evaluation, we set the threshold θT to be 5◦ and see that the success rate under normal circumstances
drops from 96.2% to 94.5% when comparing the performance of the backdoored model to the baseline
model. While the performance seems to be impacted, this is only marginally so. Similar comparisons
have been made for various backdoored models [13] [17]. These studies show that most backdoored
DCMs generally cause a performance loss of 1-8% compared to their non-backdoored variant. Therefore,
the 1.7% loss we see in the context of a DRM is well within the limits of what is generally deemed
an acceptable loss. Additionally, the effectiveness of the backdoor is proven by the 99.2% success rate
achieved on the poisoned data. These numbers are again similar to the performance of the WaNets
backdoor attack when used to compromise DCMs [5]. The established end goal of having control over
the output is clearly met. The high performance on clean input was not sacrificed to achieve this, and
the design of the backdoor attack makes it inherently stealthy. All the goals an adversary would aim for
have been achieved when attacking the regression model on an equal level, as we see classification models
being compromised. This shows that while the nature of regression tasks differs from that of classification
tasks, they are no less susceptible to the threat of backdoor injections.
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4.3 Ablation evaluation
Like many machine learning models, the gaze estimation model can be tuned by changing various hyper-
parameters. The performance of both the clean and backdoored model is affected mainly by the learning
rate and a learning rate scheduler, as well as the batch size and the number of epochs. An optimal
combination of these values was found through a grid search. More interestingly, the backdoor attack
introduces the two parameters k and s. As mentioned before, k represents the size of the generated noise
grid, while s allows us to modify the strength of the warping field. Both of these values determine how
the original image is altered. Different combinations of k and s profoundly affect the appearance of the

(a) The effect parameter k has with s = 1.0

(b) The effect parameter s has with k = 28

Figure 4: Comparison of the effects parameters k and s have. The leftmost image shows the
original, while the images further to the right show the effect of increasing each parameter.

images, so we can expect it to affect the performance of the backdoored model as well. As a starting
point for k, we take inspiration from the study of the WaNets developers. When performing the attack,
they generated a noise grid of size 4× 4. This proved to be effective on GTSRB [18] traffic sign images.
These images have a resolution of 32 × 32. As we preprocessed our images to be of size 224 × 224, 7
times higher than the GTSRB data, we initially set k = 28. The warping strength s is not dependent
on the resolution of the original image as it functions as a scalar. Therefore, we consider s = 1.0 to be a
moderate warping effect, while s = 0.5 and s = 1.5 to be weak and strong warping, respectively.

Clean k=20 k=28 k=36

s=0.5 82.6% 88.5% 91.2%
s=1.0 92.8% 94.6% 94.7%
s=1.5 94.7% 94.8% 94.8%

poisoned k=20 k=28 k=36

s=0.5 74.9% 90.4% 93.7%
s=1.0 97.2% 99.2% 99.7%
s=1.5 99.4% 99.8% 99.8%

Table 2: Tables showing the success rate on clean (left) and poisoned (right) data for different combina-
tions of parameters s and k.

The results show that increasing the strength and resolution improves the performance of both clean
and injected data. This is reasonable to expect as both make the warping effect more profound, allowing
the model to better distinguish whether or not the trigger pattern is present. The biggest improvement
appears to come from having moderate warping over weak warping. Using this value for s, selecting
k = 28 over k = 20 slightly improves the effectiveness further, but after this point, we clearly see dimin-
ishing returns. One could still increase the parameters, but a trade-off exists between the backdoor’s
effectiveness and its imperceptibility. The distortion becomes clearly visible using a high resolution com-
bined with a strong warping effect. Using the initial noise grid resolution of k = 28 with a moderate
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warping effect creates a model with an effective backdoor that is hard to detect while performing nearly
as well as a regular gaze estimation model.

5 Conclusion

Our findings clearly show that deep regression models are equally susceptible to backdoor injections
compared to the already widely studied deep classification models. In fact, a backdoor attack designed
for the latter was adjusted to perform our experiments. We can conclude that known threats to DCMs
regarding backdoor injections exist for DRMs in the same way. This means serious precautions must be
taken whenever a DRM is outsourced. It is important to know the source and have warranted trust in
them. Additionally, available defense measures [19] [20] [21] should be applied.

6 Responsible engineering

In the context of responsible engineering, we value the reproducibility of the study. To ensure this
property, we provide the source code for the implementation of the clean model as well as the backdoor
attack itself [22]. Additionally, the repository contains the results of the experiments that were used in
this paper. With the source code, one could run the experiments themselves and see similar results. It
is important to note that given the nature of deep neural networks, no two runs will yield the exact
same output, but the interpretation of other instances will lead to the same conclusions as mentioned
in this research. The second responsibility is to ensure that the research is performed ethically. This
means that all data used, mainly the MPIIFaceGaze dataset [15], in training our models was publicly
available and free to download. Another ethical aspect that is important to highlight is the goal of this
research. We aim to show that, similar to DCMs, DRMs are susceptible to backdoor injections. We wish
to emphasize that outsourcing such models should be done with caution. This includes having reasonable
trust in the source and taking available measures to ensure no backdoor is present or has their effect
mitigated. We do not condone providing any model injected with a backdoor under false pretense that
is not.
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